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1
Introduction
RUA registration has been a major discussion point at SA2 #57. Details about RUA registration have been presented in different contributions at SA2 #57 and SA2 #56c. However, there has been interest raised to provide further details and to clarify which are the recommended main alternatives. 

This contribution provides a summary description of the main alternatives and a recommendation of text to be included in 3GPP TR 23.892. 
The following simplified scenario is used for the further discussion in which both AS1 and AS2 are included in the iFC, but with different filter criteria. According to 3GPP TS23.218, section 5.2, filter criteria can be, amongst others, presence or absence of any known or unknown header field, and content of any known or unknown header field or Request-URI.
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Discussion

For RUA registration, the following functionalities need to be described:

· Triggers for RUA Registration / De-registration

· RUA Registration by the ICCF
· Routing of originated and terminating calls when being registered
2.1
Triggers for RUA Registration / De-registration

The following table contains possible trigger to start / stop RUA registration. In addition, the table contains information whether this trigger is of use for ICS UE or non ICS UE, respectively:
	Possible trigger to start / stop RUA registration
	ICS UE
	non ICS UE

	Push by UE: using ICCP to ICCF
	Yes
	No

	Push by network: Using CAMEL ph3 M-CSI (only attach / detach)
	Yes
	Yes

	Push: new HSS functionality (attach / detach)
	FFS
	FFS

	Pull: CAMEL ph2 ATI poll to retrieve attach / detach status
	Yes
	Yes

	Registration Timeout in ICCF
	Yes
	Yes


Different alternatives have been discussed in which one or more of above-listed triggers are used. The following proposal combines some of the above-listed triggers into a simple solution for ICS UEs which can be enhanced to support non ICS UEs as well. 
Recommended Triggers for RUA Registration:
· To support ICS UE:
· Registration trigger using ICCP from UE to ICCF right after IMSI attach; de-registration trigger via ICCP if possible before detach

· Timeout in ICCF to de-register in IMS (e.g., in case UE could not de-register via ICCP). 
· In case SIM swapping support is required: If registration timeout occurs, ICCF performs Sh or MAP ATI poll to HSS to check CS status of an ICS user. If an ICS user is detached, then ICCF de-registers ICS user in IMS and starts a registration timer again. If an ICS user is attached, then ICCF re-registers ICS user in IMS and starts a registration timer again.
· To support non ICS UE, either of the following solutions should be applied:
· M-CSI attach / detach trigger to inform ICCF in case UE has attached / detached (note: this requires CAMEL PH3 support in VPLMN and HPLMN)
· HSS pushes attach / detach trigger to inform ICCF in case UE has attached / detached (note: details of solution are FFS, especially how to detect detach in VPLMN)

· Provisioned list of subscribers in the ICCF for registration in IMS (note: this is static registration similar to TISPAN AGCF) 
This solution has the following advantages: 

· Supports ICS UE, non ICS UE and optionally SIM swapping. 

· The support for non ICS UE can be decided independently from the support for ICS UEs (e.g., provision M-CSI trigger only for subscribers with non ICS UEs). 

· Does not require CAMEL PH3 in VPLMN to support ICS UE
2.2
RUA Registration by the ICCF

The RUA in the ICCF performs a trusted registration on behalf of the UE. The solution for trusted registration by the RUA in the ICCF is similar to Early IMS security as specified in 3GPP Rel-6 TR 33.978 (see S2-071863 for details). In summary, the trusted registration allows the ICCF to register on behalf of a CS UE, based on the fact that it can be verified that the UE has been authenticated in the CS domain (this could be checked e.g., at the ICCF or at the HSS).

Similar to Early IMS, the RUA in the ICCF registers using a Temporary-IMPU based on the IMSI, which allows the I-CSCF and S-CSCF to derive the IMPI based on this T-IMPU. 
When a register request is received without the Authorization-Header, the S-CSCF first checks the IP address in the “Contact” header field as well as the received IP address of the first Via header with the list of pre-configured ICCF IP addresses. If there is a match, it is considered as an ICS Registration and the UE is considered authenticated. 

It has been concluded by SA3 that the overall procedures provide sufficient security for the purposes of ICS and does not impose any new threats and risks to the IMS system, assuming that the ICCF is within the same security domain as the S-CSCF and that it also exists within the same IMS trust domain.
The registered contact address is the ICCF, i.e., if the Request-URI would be matched, then a terminating call would be routed to the ICCF (see also S2-071839).

The RUA Registration provides the following information into the contact in the S-CSCF
· Feature tag to indicate capability audio only. A terminating SIP INVITE which is indicating other capabilities would not match the CS contact.

· Indicate CS access characteristics (details are stage 3 issue). Possible solutions are:

· Indicates CS access in P-Access-Network-Info as new access network type (e.g., “GERAN-cs”, “UTRAN-cs”). 

· New feature tag indicating CS access
On reception of a REGISTER request, the S-CSCF sends a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS for the REGISTER request. If it is necessary to match only the initial filter criteria for ICCF registration but not for UE registration (or vice versa), the content of a PANI header or a contact headers could be used to differentiate those cases as criteria, but in the light of ICS principle to provide the IMS services both in CS access and PS access in the similar manner, the requirements to differentiate those cases have to be further studied and understood.  The Application Server can use the RegEvent package as specified in RFC 3680 to see whether a user is IMS registered and to know all of the registered public IDs which are in the same implicit registered set. 
2.4 Originating / terminating call

CS Originating session
If a session is originated in CS access, it is routed via PSI routing directly to the ICCF. The ICCF routes then the INVITE to the S-CSCF using standard call origination procedures.
Considering that a call originated in PS access does not need to involve ICCF in the originating session, ICCF is not included in originating iFC. 

Followed the ICCF, the S-CSCF is trying to match the filter criteria for that SIP request according to their priority first for AS1 and then for AS2. Only if the filter criteria are matched then the application server is invoked. The first AS to be invoked for ICS-UE would be DTF for VCC purpose.

Terminating session
The terminating session is routed first to S-CSCF using standard procedures. The S-CSCF invokes first the AS2 and then AS1 if the corresponding filter criteria are matched.

When discussing terminating calls, the following two cases can be distinguished:

Case 1: ICCF is included in terminating iFC 

Case 2: ICCF is not included in terminating iFC 

Case 1: ICCF is included in terminating iFC (note: this is the case for Application Server model):
· The ICCF would be invoked via iFC. The ICCF is the last AS invoked via the filter criteria and is always involved whether ICS UE is in CS access or in PS access.
· ICCF as the last AS collocates DSF:
· If CS access is selected, DSF fetches CSRN to route the INVITE message to CS access.
· If PS access is selected, DSF indicates sufficient information (e.g. Reject-Contact with feature tag indicating CS) in the INVITE message only to select PS contact in the S-CSCF. 
Case 2: ICCF is not included in terminating iFC (note: this is the case for IMS Adaptor model)
· In this case AS1 was the last AS invoked via iFC. AS1 (which is also DTF for ICS UE) co-locates DSF, and ICCF is only involved when DSF selects CS access.
· If CS access is selected, DSF indicates sufficient information (e.g. Accept-Contact with feature tag indicating CS) in the INVITE message only to select CS contact in the S-CSCF. The S-CSCF selects ICCF which contact from CS access is registered and route the INVITE message to ICCF. ICCF fetches CSRN to further route the INVITE message to CS access.
· If PS access is selected, DSF indicates sufficient information (e.g. Reject-Contact with feature tag indicating CS) in the INVITE message only to select PS contact in the S-CSCF. 
In both cases, session termination shall work with RUA registration from ICCF. 
3
Proposal
Add the following text into TR 23.892.
( Begin 1st Change (
6.2.2.2.2.2b RUA Registration in IMS when attached to CS access
6.2.2.2.2.2b.1
Triggers for RUA Registration / De-registration

The following table contains possible triggers to start / stop RUA registration. In addition, the table contains information whether this trigger is of use for ICS UE or non ICS UE, respectively:
	Possible trigger to start / stop RUA registration
	ICS UE
	non ICS UE

	Push by UE: using ICCP to ICCF
	Yes
	No

	Push by network: Using CAMEL ph3 M-CSI (only attach / detach)
	Yes
	Yes

	Push: new HSS functionality (attach / detach)
	FFS
	FFS

	Pull: CAMEL ph2 ATI poll to retrieve attach / detach status
	Yes
	Yes

	Registration Timeout in ICCF
	Yes
	Yes


Table X: Possible triggers to start / stop RUA registration
Some of the above-listed triggers are combined into a solution for ICS UEs which can be enhanced to support non ICS UEs as well: 
· To support ICS UE:
· Registration trigger using ICCP from UE to ICCF right after IMSI attach; de-registration trigger via ICCP if possible before detach

· Timeout in ICCF to de-register in IMS (e.g., in case UE could not de-register via ICCP). 

· 
· If registration timeout occurs, ICCF performs Sh or MAP ATI poll to HSS to check CS status of an ICS user. 
· If an ICS user is detached, then ICCF de-registers ICS user in IMS. 
· If an ICS user is attached, then ICCF re-registers ICS user in IMS and starts a registration timer again.
Note: the higher the value of the registration timeout timer is, the lower the signalling load.
· To support non ICS UE, either of the following solutions should be applied:
· M-CSI attach / detach trigger to inform ICCF in case UE has attached / detached (note: this requires CAMEL PH3 support in VPLMN and HPLMN)
· HSS pushes attach / detach trigger to inform ICCF in case UE has attached / detached (note: details of solution are FFS, especially how to detect detach in VPLMN)
· 
6.2.2.2.2.2b.2
RUA Registration by the ICCF

The RUA in the ICCF performs a trusted registration on behalf of the UE. The solution for trusted registration by the RUA in the ICCF is similar to Early IMS security as specified in 3GPP Rel-6 TR 33.978 (see S2-071863 for details). In summary, the trusted registration allows the ICCF to register on behalf of a CS UE, based on the fact that it can be verified that the UE has been authenticated in the CS domain (this could be checked e.g., at the ICCF or at the HSS).

Similar to Early IMS, the RUA in the ICCF registers using a Temporary-IMPU based on the IMSI, which allows the I-CSCF and S-CSCF to derive the IMPI based on this T-IMPU. 

When a register request is received without the Authorization-Header, the S-CSCF first checks the IP address in the “Contact” header field as well as the received IP address of the first Via header with the list of pre-configured ICCF IP addresses. If there is a match, it is considered as an ICS Registration and the UE is considered authenticated. 

It has been concluded by SA3 that the overall procedures provide sufficient security for the purposes of ICS and does not impose any new threats and risks to the IMS system, assuming that the ICCF is within the same security domain as the S-CSCF and that it also exists within the same IMS trust domain.
The registered contact address is the ICCF, i.e., if the Request-URI would be matched, then a terminating call would be routed to the ICCF.

The RUA Registration provides the following information into the contact in the S-CSCF
· Feature tag to indicate capability audio only. A terminating SIP INVITE which is indicating other capabilities would not match the CS contact.

· Indicate in CS access characteristics (details are stage 3 issue). Possible solutions are:

· Indicates CS access in P-Access-Network-Info as new access network type (e.g., “GERAN-cs”, “UTRAN-cs”). 

· New feature tag indicating CS access
Note: CS access characteristics is only set by ICCF.
On reception of a REGISTER request, the S-CSCF sends a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS for the REGISTER request. If it is necessary to match only the initial filter criteria for ICCF registration but not for UE registration (or vice versa), the content of a PANI header or a contact headers could be used to differentiate those cases as criteria, but in the light of ICS principle to provide the IMS services both in CS access and PS access in the similar manner, the requirements to differentiate those cases have to be further studied and understood.  The Application Server can use the RegEvent package as specified in RFC 3680 to see whether a user is IMS registered and to know all of the registered public IDs which are in the same implicit registered set. 
6.2.2.2.2.2b.3
Originating / terminating call

CS Originating session
If a session is originated in CS access, it is routed via PSI routing directly to the ICCF. The ICCF routes then the INVITE to the S-CSCF using standard call origination procedures.
Considering that a call originated in PS access does not need to involve ICCF in the originating session, ICCF is not included in originating iFC. 

Followed the ICCF, the S-CSCF is trying to match the filter criteria for that SIP request according to their priority for other Application Servers. Only if the filter criteria are matched then the application server is invoked. The first AS to be invoked after ICCF for VCC capable ICS-UE would be DTF.

Terminating session
The terminating session is routed first to S-CSCF using standard procedures. The S-CSCF invokes first other Application Servers if the corresponding filter criteria are matched. And 

ICCF is not included in terminating iFC.

· 
· 
· 
· 

 The last AS invoked via iFC performs access domain selection, And ICCF is only involved when CS access is selected. There are two cases: 
· If CS access is selected, sufficient information (e.g. Accept-Contact with feature tag indicating CS) is indicated in the INVITE message only to select CS contact in the S-CSCF. The S-CSCF selects ICCF which contact from CS access is registered and route the INVITE message to ICCF. E.g. a CSRN is fetched to further route the INVITE message to CS access.
· If PS access is selected, sufficient information (e.g. Reject-Contact with feature tag indicating CS) is indicated in the INVITE message only to select PS contact in the S-CSCF. 

(  End 1st Change (
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