SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#58
S2-072767
25 - 29 June 2007

Orlando, FL, USA

Source:
Nortel, Verizon Wireless
Title:
PCC aspects of roaming: Local breakout for Home operator and 3rd party services
Document for:
Approval
Agenda Item:
8.1.4
Work Item / Release:
SAE / REL-8
Abstract of the contribution:

There is a PCC related roaming scenario described in Annex of 23.882 Section F.4 in which the traffic breaks out of the Visited PDN GW, but the Application Function (AF) is in the Home network. The PCC architecture that addresses this use case is already documented in an Annex of TR 23.203. This paper proposes an architecture figure for 23.401 that addresses this scenario.
Note: the specific case of IMS with Visited P-CSCF is addressed in a companion paper S2-072766.
1
Introduction

The scenario described in Annex F of 23.882 Section F.4 can be resumed in the following excerpt (for the full text refer to the copy at the end of this paper):
[…] traffic is not forwarded/ tunnelled to the home domain; instead it is routed optimally between the visited domain and the peer node. The application function, however, is still in the home domain; or alternatively it is outside the home domain (e.g. at a third-party) but is connected to the PCRF in the home domain. The traffic passes through the visited network and not the home network, but it should be under the control of the home operator. Bi-directional route optimization is needed in most cases.
Due to the fact that no anchor node is involved in handling of the user plane traffic in the home network, policy enforcement has to be implemented in the visited domain. We expect that the hPCRF node should provide Gx-like information for policy enforcement in the Visited PDN GW.

The informative Annex B in TS 23.203 provides a good summary on the required PCC evolution that addresses this scenario (refer to Figure B.1 in TS 23.203, also reproduced at the end of this paper).
We believe that this use case should be supported in the EPS architecture. Adapting the figure from TS 23.203 in SAE context (TS 23.401) would yield a PCC architecture as depicted below:
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Figure 1: Roaming Architecture for 3GPP Accesses, Local Breakout for Home operator or 3rd party services
The salient features of this use case are the following:

· The Rx interface connects the AF in the Home network or in a 3rd party network with a hPCRF node in the HPLMN;
· Based on session-level signalling which is performed transparently between the UE and the AF, the latter sends application-level information to hPCRF over Rx;
· hPCRF maps the application-level information into Gx-like information (Policy/QoS and charging rules) and sends a request for enforcement to the Visited network via S9.
2
Proposal
This paper proposes to agree on a Roaming architecture with Local Breakout for Home operator and 3rd party services. The text proposal is made against TS 23.401. If this proposal is agreeable, we would be happy to provide a similar CR against TS 23.402.
In addition, it is proposed that the PCC working group initiate work on PCC evolutions to cover the case of Local breakout for Home operator and 3rd party services. Part of the work is already done in an informative annex of TS 23.203.
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ANNEX: Proposed text in TS 23.401
*** Start of Change *****
4.2.2
Roaming Architecture, Home routed traffic
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Figure 4.2.2-1: Roaming Architecture for 3GPP Accesses, Home Routed traffic

Editor’s Note:
Impact from Direct Tunnel architecture need to be included in the architecture diagrams.

NOTE 1:
Additional interfaces/reference points for 2G/3G accesses are documented in TS 23.060 [7].




4.2.x
Roaming Architecture; Local Breakout for Home operator or 3rd party services
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Figure 4.2.x-1: Roaming Architecture for 3GPP Accesses, Local breakout for Home operator or 3rd party services

Editor’s Note:
Impact from Direct Tunnel architecture need to be included in the architecture diagrams.

ANNEX: EXTRACT from TS 23.203 FOR INFORMATION
B.1.5.1
Logical architecture of PCEF in the visited network

When the PCEF is in the visited network for routing optimization, a reference point between the home PCRF and the visited PCRF is needed for information exchange. A logical roaming architecture is shown below.
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Figure B.1: Logical architecture of PCEF in the visited network

Editor's note-i:
Whether to introduce a new reference point between the home PCRF and the visited PCRF or just to extend the existing reference point to support the PCC roaming is FFS.

Editor's note-ii:
The need for a proxy OCS and whether to introduce a new reference point between the home OCS and the proxy OCS or just to extend the existing reference points to support the PCC roaming is FFS. 

NOTE:
The interface between the Billing systems is out of scope of this TS.

The following aspects have been identified for the architecture in figure B.1:

-
Predefined PCC rules that are not part of the roaming agreement can not be dynamically activated by the H-PCRF. I.e. if a service data flow in the home network GW would use a dynamically activated pre-defined PCC rule that is not contained in the roaming agreement, then this service data flow will have to use a different PCC rule in the visited GW.

-
The solution of the PCC roaming case should consider the topology hiding issue among operators.

ANNEX: EXTRACT from TS 23.882 FOR INFORMATION

F.4
Scenario 4: Roaming with route optimisation of traffic in the visited domain, AF in the home domain

This scenario is similar to scenario 2, with the difference that traffic is not forwarded/tunnelled to the home domain; instead it is routed optimally between the visited domain and the peer node. The application function, however, is still in the home domain; or alternatively it is outside the home domain (e.g. at a third-party) but is connected to the PCRF in the home domain.

The traffic passes through the visited network and not the home network, but it should be under the control of the home operator. Bi-directional route optimization is needed in most cases.
Due to the fact that no anchor node is involved in handling of the user plane traffic in the home network, policy enforcement has to be implemented in the visited domain. It is FFS whether PCRF nodes need to be involved in the home and visited domains in order to transfer dynamic AF session information for policy enforcement in the MME/UPE. It is FFS whether the roaming agreement required between the home and the visited domains is feasible. In particular, it is FFS how the roaming agreements for charging can be made simpler, e.g. if charging is based on session signalling, and media is zero-charged.

The use of route optimisation may require updates to the PEP configuration (e.g. if the bearer route can switch between optimised and non-optimised mode during the lifetime of a session). How this is achieved is FFS.
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