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Introduction
During the attach procedure the default EPS Bearer is established. When the UE want to use another EPS Bearer it is agreed that the UE need to ask the PCRF to trigger the new bearer establishment procedure. This network initiated bearer establishment is very important because it has fewer requirements on the UE when these two bearers need to be linked.

However there are also other cases in which the new EPS Bearer may have no link with the old one. For example during the attach procedure the default bearer is established for voice call. Then the UE changes the state to IDLE. When the UE wants to send video packet it needs to establish another EPS bearer which is not linked with the voice default bearer.

So in these cases some optimisations can be used to speed up the bearer establishment procedure. One of the optimisations is the Service Request procedure can establish the new EPS Bearer directly to avoid asking the PCRF to trigger the establishment. 

This optimisation also can be used to change the PDN GW when the UE enters IDLE. We have no strong opinion on one PDN GW in ACTIVE state, but we think the PDN GW can be changed when the UE enter into IDLE state. For example the UE access via the non 3GPP firstly and a PDN GW is selected. When the UE handover to the E-UTRAN the old PDN GW address is retrieved from the HSS. This PDN GW maybe different with the Default PDN GW related with the default APN. When the UE enter IDLE state it should be possible for the system to re-select a new PDN GW without asking the UE to reattach.

Proposal
We propose to update the Service Request procedure as the following content. 
/**********************Change Start**********************/
5.3.4
Service Request procedures
5.3.4.1
UE triggered Service Request
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Figure 5.3.4-1. UE triggered Service Request procedure

1)
The UE sends NAS message Service Request (S-TMSI, TAI, Service Type, APN) towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry this NAS message are described in 3GPP TS 36.300 [5].

2)
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, Cell Global ID of the serving cell). Details of this step are described in 3GPP TS 36.300 [5].

Whether TEID(s) of eNodeB could be allocated already in this step is FFS.
3)
NAS authentication procedures may be performed.
4)
If the UE need to setup a new EPS Bearer the MME sends a Create Bearer Request (IMSI, MME Context ID) to the Serving GW.

5)
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Bearer Request  message(Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane) to the PDN GW. The PDN GW selection is described under "GW Selection Function"
Editor’s Note: It's FFS which entity will select the PDN GW. 
Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.
6)
The PDN GW returns a Create Bearer Response message (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address)  to the Serving GW. PDN Address is included if the PDN GW allocated a PDN address.

Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.

7)
The Serving GW returns a Create Bearer Response message (PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) to the MME. 
Note: The step 4 to 7 is only for the new EPS Bearer establishment.

8)
The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), Bearer QoS(s), Security Context, MME Signalling Connection Id) message to the eNodeB. This step activates the radio and S1 bearers for the default bearer and the pre-established dedicated bearers. The need for a mechanism to activate only a subset of the existing EPS bearers is FFS. The eNodeB stores the Security Context, MME Signalling Connection Id, Bearer QoS profile(s) and S1-TEID(s) in the UE RAN context.  The step is described in detail in 3GPP TS 36.300 [5].
9)
The eNodeB performs the radio bearer establishment procedure. The user plane security mode is established at this step. This step implicitly confirms the Service Request. This step is described in detail in 3GPP TS 36.300 [5].

10)
The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 4.

It is FFS if the uplink data can be forwarded onwards by Serving GW only after step 8.
11)
The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, S1 TEID(s) (DL)) to the MME. This step is described in detail in 3GPP TS 36.300 [5].
12)
The MME sends an Update Bearer Request message (eNodeB address, S1 TEID(s) (DL)) to the Serving GW. The Serving GW is now able to transmit downlink data towards the UE. 
13)
The Serving GW sends an Update Bearer Response to the MME.
/**********************Change End**********************/
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