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1. Introduction
  
    TS 23.203 has defined the PCC architecture, encompassing Flow Based Charging (including charging control and online credit control) and Policy control (e.g. gating control, QoS control, etc.). However, the current PCC mechanism is incomplete for the following reasons:
1) It is specified in TS 23.203 that the predefined service data flow filters which can do the deep packet inspection (DPI) shall be used to support filtering packets based on the transport and application protocols used above IP and this mechanism shall be possible for HTTP and WAP. However, the detection of the other widely used applications should also be supported. Even for HTTP and WAP, it is not clear what need to be defined in the PCC rules and what the PCEF needs to do. 
2) In the PCC architecture, the PCRF can make the PCC rule decisions basing on the session information received from the AF, the bearer related information received from the PCEF and the subscription related information from the SPR, and then the PCRF sends the PCC rules to the PCEF for enforcement. However, this architecture is mainly for the IMS application scenario, in some application scenarios, there may be no AF and PCRF involved, or there may be no AF; the PCC should support these scenarios. 
In this paper, some suggestions are provided to solve the above problems. 
2. Discussion
1) The DPI has been used in predefined filters, but the current definition is incomplete and ambiguous. The first reason is there are many widely used applications, such as streaming media, MMS, Kjava etc. The second reason is some application may be based on WAP, so the detailed application definition should be provided. The following application detection shall be supported:

HTTP

WAP (including WAP1.X and WAP 2.0)

Streaming media (e.g. RTSP )

MMS (over WAP)
FTP

POP3/SMTP
Kjava

In order to identify the service data flow, the Uniform Resource Locator (URL) may be provided in the filter of predefined PCC rule. The wildcard may be used in the URL. The filter should be defined under the following directions: 
a) If the IP 5 tuple can identify the service data flow, e.g. some application server may use the fixed IP address and TCP/UDP port, such as POP3/SMTP, the URL may not be defined in the filter; 

b) If the application is based on the WAP, for example, WAP browsing, the IP 5 tuple, the application type WAP, and the URL shall be define in the filter.

c) If the operator defines the agent gateway, the application server’ address is located in another element in HTTP header. This element should be used to assist detecting the service flow.     

2) Some applications have not corresponding AF, such as FTP, WAP, streaming media, etc. On the other hand, the operator may predefine the PCC rule in the PCEF and these rules may not be known by the PCRF, in this condition, both the PCRF and the AF are not necessary. This require the PCC architecture support these two scenarios. The suggested solutions are:

a) Case A, without AF and PCRF.
In this condition, the operator may predefine PCC rules in the PCEF. 

i. Predefining the application event in the PCEF;

ii. The PCEF performs the packet detection, then makes the PCC rule decisions according to the operator defined policies if the application event matched;

iii. The PCEF Enforces the PCC rules to implement the charging control, Qos control or the gate control.

There are some scenarios for this case. Such as an operator want deploy the PCC rules which do not differentiate different users. there is no need for PCRF to make PCC decision based on the information from SPR. 
b) Case B, without AF: 
If there’s no AF involved, there are two application scenarios in the current PCC architecture: 

1. The PCEF request PCC rules from PCRF at the IP-CAN session establishment, then the PCRF derived the PCC rules according the subscription related information or the operator defined policies and send the PCC rules to the PCEF to enforce.

2. The operator may predefine the PCC rules in the PCEF, and the PCRF inform the PCEF to active these rules at the IP-CAN session establishment; then the PCEF enforce the activated PCC rules 

For the scenario 1, the PCRF can’t derive the PCC rules basing on the application event；for the scenario 2, in some conditions, the application event detected by the PCEF is needed to report to the PCRF for making the PCC rule decisions. For example, if the policy is defined as: if the user access one service, it can’t access another one, in this condition, the PCEF need dynamically report the application event to the PCRF to derive the PCC rule (gate control). 
Consequently, we suggested a new solution:   

i. Predefining the application event in the PCEF or the PCRF subscribes the application event to the PCEF; the application event may include the application protocol (HTTP, RTSP, etc.) and the filter information (the IP 5 tuple and the URL).
ii. The PCEF perform the event detection, if the event triggers, then the PCEF report the application event to the PCRF;

iii. The PCRF may derive the PCC rules according to the subscription related information or the operator defined policies and send the PCC rules to the PCEF;

iv. The PCEF enforced the PCC rules to implement the charging control, Qos control or the gate control as defined in the PCC rules.

3. Conclusion

    In this paper, we complete the definitions of the widely used applications for the DPI function of the PCC, adding some new applications types and providing the rules for defining the filter. We also propose two solutions for the scenarios of without AF and PCRF or there’s no AF in the PCC. For the scenarios of without AF and PCRF, the PCEF will act as PCEF and PCRF. For the later case, a dynamic application event reporting mechanism is provided.
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