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Introduction

In 3GPP SA meeting #36, the LSs on the mobility interworking between 3GPP and non-3GPP systems (SP-070431-070433, 070449) were introduced and the CRs to TS23.278 (SP-070365, SP-070483) were approved to reflect these LSs. For the targeted interruption time, SP-070433, which is the reply LS from 3GPP2, states that it should not exceed 300ms for real-time services, and SP-070432, which is the reply LS from IEEE802.21, states that it should not exceed 100ms for both intra- and inter- access technology handover.
To fulfill these requirements, some mechanisms to expedite the handover between EUTRAN and non-3GPP system should be considered. One promising candidate is to transfer the session context from the previous access system to the new one, whereby some part of the authentication procedure or parameters can be skipped and the bearer traffic can be forwarded before updating the location of the UE with the PDN GW. When the handover from the EUTRAN to the trusted non-3GPP network is considered (Annex C.1.2 in TS23.402), two options can be considered for initiating the context transfer procedure:
Option 1: MME interacts with the trusted non-3GPP access system for context transfer and indicates the Serving GW to set up a bi-directional tunnel for bearer packet forwarding.
Option 2: Triggered by the MME, Serving GW interacts with the trusted non-3GPP access system for context transfer and sets up a bi-directional tunnel for bearer packet forwarding.
Figure 1 shows an example call flow for option 1 (based on Figure C.1.2-1) and each step is describe below:

1)
The UE is connected in the E-UTRAN access and has a PMIPv6 tunnel on the S5 interface.

2)
The UE discovers the trusted non-3GPP IP access system and determines to transfer its current sessions (i.e. handover) from the currently used E-UTRAN access to the discovered trusted non-3GPP IP access system.
2a)
The MME is informed that the UE is about to handover by e.g. the UE itself or the E-UTRAN access system and sends the Handover Initiate message to the trusted non-3GPP access system with the context information (e.g. MN ID, MN’s IP address, authentication information and the PDN GW address).

2b)
The trusted non-3GPP access system responses the Handover Ack message to the MME.
2c)
The MME sends the Tunnel setup request message to the Serving GW with necessary parameters to set up a bi-directional tunnel (e.g. MN ID, MN’s IP address, the peer AGW address in the trusted non-3GPP access system).
2d) The Serving GW sends back the Tunnel setup response message to the MME indicating the completion of the bi-directional tunnel setup.
2e) The bi-directional tunnel for bearer packet forwarding is established between the Serving GW and the trusted non-3GPP access system.
3)
The initial non-3GPP access specific L2 procedures are performed.
4)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access. Since the necessary authentication information is transferred to the trusted non-3GPP access system, the 3GPP AAA Server may not need to be involved at this step.
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Figure 1: Context transfer performed by MME
Figure 2 shows an example call flow for option 2 (based on Figure C.1.2-1) and each step is describe below:

1)
The UE is connected in the E-UTRAN access and has a PMIPv6 tunnel on the S5 interface.

2)
The UE discovers the trusted non-3GPP IP access system and determines to transfer its current sessions (i.e. handover) from the currently used E-UTRAN access to the discovered trusted non-3GPP IP access system.
2a)
The MME is informed that the UE is about to handover by e.g. the UE itself or the E-UTRAN access system and sends the Tunnel setup request message to the Serving GW with the context information that the MME holds (e.g. MN ID, authentication information).
2b)
The Serving GW sends the Handover Initiate message to the trusted non-3GPP access system with the context information (e.g. MN ID, MN’s IP address, authentication information and the PDN GW address).

2c)
The trusted non-3GPP access system sends the Handover Ack message to the Serving GW.

2b)
The Serving GW sends the Tunnel setup response message to the MME indicating the completion of the bi-directional tunnel setup. 

2e) The bi-directional tunnel for bearer packet forwarding is established between the Serving GW and the trusted non-3GPP access system. 

3)
The initial non-3GPP access specific L2 procedures are performed.
4)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access. Since the necessary authentication information is transferred to the trusted non-3GPP access system, the 3GPP AAA Server may not need to be involved at this step.
[image: image2.wmf]UE

Trusted

Non

-

3GPP

IP Access

E

UTRAN

MME

Serving

GW

PDN

GW

2. UE discovers the 

trusted non

-

3GPP IP

access system and 

initiate HO

1. Radio and S1 bearer

1. PMIPv6 Tunnel

2b Handover Initiate

2c Handover 

Ack

2a Tunnel setup request

2d Tunnel setup response

2e. bi

-

directional tunnel

3. Non

-

3GPP Specific

L2 Procedure

4. EAP

re

-

auth

4. Authentication and Authorization


Figure 2: Context transfer performed by Serving GW

Discussion
In option 1, both the MME and Serving GW get to interact with the trusted non-3GPP access system for context transfer signaling and bearer packet forwarding, respectively. On the other hand, in option 2, only the Serving GW interacts with the trusted non-3GPP access system for both the signaling and bearer packet forwarding. From the perspective of the separation of the signaling plane and user plane, however, the MME may as well perform handover and context transfer signaling.
Proposal

This contribution proposes the following text for context transfer and a tunnel setup for bearer packet forwarding. The detailed call flow is FFS.
	Start of 1st Change 


C.1.2
E-UTRAN to Trusted Non-3GPP IP Access with PMIPv6 Handover for the Non-Roaming Scenario

The steps involved in the handover from E-UTRAN to trusted non-3GPP IP access are depicted below for the case of non-roaming when PMIPv6 is used. It is assumed that while the UE is served by the E-UTRAN, a PMIPv6 tunnel is established between the S-GW and a PDN GW in the evolved packet core.

Editor's Note: These flows do not show the setup of QoS in the non-3GPP IP access and interactions with the PCC architecture. These are FFS.

Editor's Note: It is FFS how the QoS bearers on S5 interface are handed-over.

1)
The UE is connected in the E-UTRAN access and has a PMIPv6 tunnel on the S5 interface.

2)
The UE discovers the trusted non-3GPP IP access system and determines to transfer its current sessions (i.e. handover) from the currently used E-UTRAN access to the discovered trusted non-3GPP IP access system. Optionally, the context information for the current sessions is transferred from the E-UTRAN to the trusted non-3GPP IP access system and a bi-directional tunnel is set up between the Serving GW and the trusted non-3GPP access systems for bearer packet forwarding. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system, are specified in section 5.3 (Network Discovery and Selection).

3)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP.
4)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. As part of the authentication procedure, the IP address of the PDN GW that needs to be used is conveyed to PMA in the trusted Non-3GPP IP Access.

Editor's Note: It is FFS if the AAA Server interacts with the HSS to provide the IP address of the PDN GW serving the UE.

5)
After successful authentication and authorization, the L3 attach procedure is triggered.

6)
PMA function of Trusted Non-3GPP IP Access sends Proxy Binding Update message to PDN GW.

Editor's note:
How the Proxy Binding Update message is secured is FFS.

7)
The PDN GW processes the proxy binding update and modifies the  binding cache entry for the UE. The PDN GW confirms the IP address(es) for the UE sending a proxy binding acknowledgement to the PMA function in Trusted Non-3GPP IP Access, including the IP address(es) allocated for the UE.

Editor's note:
Whether the PDN GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS. It is FFS which entity stores the allocated PDN GW IP Address.

8)
The PMIP tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW.

9)
L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions. UE resumes data communication over the trusted non-3GPP IP access system.

Editor's Note:
The point at which resources in the E-UTRAN access are torn down is FFS.

	End of 1st Change 
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