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Abstract of the contribution:

In SAE, PMIPv6 is assumed to be used on S2b interfaces while S5 will be based either on GTP or PMIPv6. 
In TS23.402 two procedures have been provided for mobility between non-3GPP IP Access and E-UTRAN with PMIPv6 on the S5 interface. As S5 could be either be based on GTP or PMIP this contribution proposes the procedure in which GTP is used on S5 interfaces for E-UTRAN while PMIPv6 is assumed to be used on S2b for non-3GPP IP Access.

.

Proposed text for TS23.402 Annex C:
C.2.3

Untrusted non-3GPP IP Access to E-UTRAN Handover with GTP on S5 in Non-Roaming Scenario
This section shows a call flow for handover when a UE moves from E-UTRAN to untrusted non-3GPP access network. GTP is assumed to be used on the S5 interface while PMIPv6 is used on the S2b interface
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Figure 1: Untrusted Non-3GPP Access Handover to E-UTRAN with GTP on S5  in Non-Roaming case

The UE is initially connected to the untrusted non-3GPP IP Access.  There is an IPsec tunnel between the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.

Step1) ~ 4):
The UE initiates the attachment procedure to the LTE system, the detailed procedure refers to the correspondent steps in TS 23.401 Clause 5.3.2.

5)
If no UE context for the UE exists anywhere in the network, authentication is mandatory. The authentication functions are defined in clause x.x. the MME retrieves the PDN GW address currently assigned to the UE
6) 
As specified in TS 23.401 Clause 5.3.2, if there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request messages to the Serving GW. The Serving GW acknowledge with Delete Bearer Response message.
7)
If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS.

8)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.
9)
As specified in TS 23.401 Clause 5.3.2, if there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Request messages to the Serving GW. The Serving GW returns Delete Bearer Response message to the MME.

10)
As specified in TS 23.401 Clause 5.3.2, The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. The new MME validates the UE's presence in the (new) TA. If all checks are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
11)
As specified in TS 23.401 Clause 5.3.2, The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. If the Update Location is rejected by the HSS, the MME rejects the Attach Request from the UE with an appropriate cause.

Editor's note: further considerations on subscription data handling needed, e.g. if transferred between MMEs, if insertion by separated procedure from HSS necessary.
12)     The MME selects a Serving GW as described under "4.3.7. GW selection" and sends a Create Default Bearer Request (IMSI, MME Context ID, PDN GW address) message to the selected Serving GW. 
NOTE: The PDN GW address will be provided by the HSS, it is FFS whether the PDN GW address is retrieved from the HSS by the MME during authentication phase or whether a dedicated message exchange is used. 

13)
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane) message to the PDN GW.

14)
The PDN GW may interact with the PCRF to get the default PCC rules for the UE if PCRF is applied in the network.

Editor's note:
It is FFS which kind of information will be provided by the PCRF. 
15)
The PDN GW returns a Create Default Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address) message to the Serving GW. PDN Address is included if the PDN GW allocated a PDN address.

Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.

16)
The Serving GW returns a Create Default Bearer Response (PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the MME. 
Step 17~22:
attach complete procedures. The detail steps could refer to the description in TS 23.401 Clause 5.3.2.
C.2.4  E-UTRAN with GTP on S5 to Untrusted Non-3GPP IP Access Handover using PMIPv6 in Non-Roaming Scenario
This section shows a call flow for a handover when a UE moves from a E-UTRAN to an untrusted non-3GPP access network. PMIPv6 is assumed to be used on the S2b wile GTP is used on S5 interface.
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 Figure 2: E-UTRAN to Untrusted Non-3GPP Access Handover in Non-Roaming case

Editor’s Note: procedures for this scenario are similar to those proposed in section C2.2. the main difference between this section and section C2.2 is that in C2.4 GTP protocol is used between the Serving GW and the PDN GW.
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