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*** 1st Change ***
4.6.1
Proxy‑CSCF
The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in section "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

NOTE:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be founf in Section 4.14 and Annex I.

The interface between the Policy and Charging Rules Function (PCRF) and the P‑CSCF is the Rx interface standardised in TS 23.203 [54].

The functions performed by the P‑CSCF are:

-
Forward the SIP register request received from the UE to an entry point determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request as per error handling procedures defined by stage-3.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].

-
Should perform SIP message compression/decompression.

-
Authorisation of bearer resources and QoS management. For details see TS 23.203 [54].
*** Next Change ***
5.4.7.0
General

At IP-CAN bearer activation the user shall have access to either IP-CAN services without Policy and Charging Control, or IP-CAN services with Policy and Charging Control. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

When using IP-CAN without Policy and Charging Control, the bearer is established according to the user's subscription, local operator's IP bearer resource based policy, local operator's admission control function and roaming agreements.

When using IP-CAN with Policy and Charging Control, PCC decisions (e.g., authorisation and control) are also applied to the bearer.

The description in this clause and the following sub-clauses (sub-clauses 5.4.7.1 – 5.4.7.7) is applicable for the case when Policy and Charging Control is employed.

The IP-Connectivity Access Network contains a Policy and Charging Enforcement Function (PCEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through an IP-CAN bearer according to a packet classifier. This policy 'gate' function has an external control interface that allows it to be selectively 'opened' or 'closed' on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PCRF (the interface between the PCRF and the P‑CSCF is the Rx interface standardised in TS 23.203 [54]).

There are eight interactions defined for Policy and Charging Control:

1.
Authorize QoS Resources.

2.
Resource Reservation.

3.
Enabling of IP Flows authorised in (1), e.g. 'open' the 'gate'.

4.
Disabling of IP Flows authorised in (1), e.g. 'close' the 'gate'.

5.
Revoke Authorisation for IP-CAN and IP resources.

6.
Indication of IP-CAN bearer release from the PCEF in the IP-Connectivity Access Network to the PCRF.

7.
Authorization of IP-CAN bearer modification.
8.
Indication of IP-CAN bearer modification from the PCEF in the IP-Connectivity Access Network to the PCRF.

These requirements and functional description of these interactions are explained further in the following sections. The complete specification of the interface between the Policy and Charging Rules Function and the Policy and Charging Enforcement Function is contained in TS 23.203 [54].

*** End of Changes ***






































































































3GPP


