ETSI TISPAN#10bis

10bTDXXX
3GPP TSG SA WG2 Architecture — S2#57
S2-072615

25 - 29 June 2007

Orlando, FL, USA

ETSI TISPAN#13Ter
13tTD542
Sophia Antipolis, 14-18 May 2007


Liaison Statement
	Title:
	LS on Connecting Corporate Networks over an Aggregated UNI type Interface

	From Organisation:
	TISPAN WG2

	Technical Contact:
	Klaus Pulverer

	Reply to:
	TISPANsupport@etsi.org

	Reply by (date):
	Next  two TISPAN WG2 meetings: TISPAN#14bis 25-29 Jun, TISPAN#14-Ter  03-07 Sep


	To Organisation:
	3GPP SA2

	Contact Person:
	Maurice Pope 

	e-mail:
	Maurice.Pope@etsi.org


	For:

	Action:
	X

	Information:
	


TISPAN WG2 thanks SA2 for the extensive answer to the questions that WG2 raised.

WG2 discussed the solution that was suggested by SA2 and thinks that a solution based on an implicitly registered  wildcarded public user identity is a good way forward.

However some issues where raised that where felt need to be addressed in such a solution:

· It was raised that uptake for such a solution may require initial requests to be delivered to a legacy IP-PBX with the target identity in the Request URI. Reusing the IMS procedures for handling terminating sessions means that the Request URI will contain a Contact address and the P-Called-Party header contains the called users identity when the S-CSCF forwards the request to the registered endpoint.

· It was raised that there is a requirement to distinguish private network traffic from public network traffic. 


This means that WG2 is positive to the solution presented, but likes to emphasize that it does not solve all business communication requirements identified in TISPAN. However TISPAN WG2 does not believe that a deeper understanding of those requirements will impact the basic procedures of the wildcarded public user identity; but that additional functionality may be required for a full aggregated UNI solution.

SA2 expressed requirements on an aggregated UNI and requested feedback:

1. The architectural solution SHALL maximise re-use of existing IMS architectural concepts.

TISPAN WG2 agrees that this is a requirement that the solution should fulfil. Required changes will be discussed with 3GPP SA2 for inclusion in 3GPP TS 23.228.

2. The architectural solution SHALL ensure that only public user identities registered with the IMS (the “public network”) may be used to access IMS services provided by the public network. 

TISPAN WG2 notes that in its architecture where such wildcarded public user identities are required, the services are provided to the NGCN, not to the end user. The registered public user identities are therefore a means of identifying the NGCN for services rather than the individual user. It is important that correct public user identities are registered for delivery of incoming calls to the NGCN.

3. The architectural solution SHALL ensure that information that is “network asserted” is indeed asserted by the network so that it may be used as trusted information within the context of the trust domain.

TISPAN WG2 agrees that this is a requirement that the solution should fulfil, but likes to add that the private network trust domain might require to be considered when considering private network traffic through the IMS.

4. In developing an architectural solution it SHOULD be considered as to the internal modelling of the IP-PBX in terms of the roles it plays with respect to Applications, management of user (service) profiles and identities and session control/triggering for corporate users. Such modelling will aide determination of the IMS roles that an IP-PBX plays during registration and during origination / termination of calls from / to corporate users served by the IP-PBX and will act as a focal point to determine architectural gaps whilst meeting requirement #1.

TISPAN WG2 noted this requirement.
WG2 also discussed whether an additional requirement identified for business trunking applies to subscription based business trunking scenario, itrelates to the fact that one of the functions of the business trunking application is to provide a replacement for an equivalent link between two NGCN entities (possibly through another NGCN entity). This replacement should not require the NGCN operator to purchase significant further equipment, or indulge in major reconfiguration, i.e. it is a route to the same NGCN entity, just routed to a different SIP proxy, and the protocol should not change. TISPAN WG2 is interested in a view from 3GPP SA2 on how this could be solved in this particular case.

Action/Decision Requested:
To 3GPP SA2:

ACTION:  WG2 would like to request 3GPP SA2:

1. continue the study on the work of wildcarded public user identity and the capability to include it in an implicit registration set, but wait for the completion of the TISPAN review before modifying 3GPP TS 23.228. TISPAN WG2 would appreciate to be able to review the proposed changes.
2. to advice WG2 on the changes required to IMS procedures for handling terminating sessions  in such a way that initial requests can be delivered to an IP-PBX with the endpoint identity in the Request URI.
3. to be aware that additional requirements can be expected on this issue when the discussion matures further in TISPAN WG2.
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