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1.
Introduction

A key contribution of the SAE Architecture is to provide SAE packet-switched network services to UEs via different accesses. [TS23.401] describes access to the SAE functions provided by E-UTRAN and pre-E-UTRAN 3GPP (GPRS/GERAN, GPRS/UTRAN, WCDMA/HSPA) and mobility between these different accesses. [TS23.402] describes non-3GPP accesses connecting to the SAE evolved packet core, as well as mobility between non-3GPP and 3GPP accesses and between different non-3GPP accesses. A UE that supports multiple 3GPP and non-3GPP access technologies can connect to SAE services via a multitude of access technologies. As a result, a selection among these alternative access technologies is required. 
In this contribution we motivate to add multi-access control functionality into the SAE architecture.
2.
Motivation for SAE Multi-Access Control 
The current focus of multi-access related standardisation is on defining the reference points and protocols for different access technologies to connect to the evolved packet core. In order to fully exploit the multi access capability, SAE needs to provide additional functionality to control the use of different types of access. Each UE needs to select the access network to connect into the evolved packet core. The network operator must be able to steer the selection of the access system by means of operator preferences. Some objectives of such operator preference for access selection are listed below:
· Provide automated access selection for the end-user without a need for manual configuration.

· Provide access priorities according to the subscription profile of the user.

· Enable time-dependent preference settings.
· Enable access selection profiles according to the service requirements.

· Support the discovery and selection of preferred non-3GPP access network.

· Support location-based access selection preferences. 

Several of these objectives are already documented in TR 23.882, and in several input contributions.
3.
Access selection and the relation to Network Selection

Network selection is the process to select a PLMN (network operator) using a particular access network to which the UE attaches. A multitude of access networks, e.g. 3GPP and non-3GPP access networks can provide connectivity to the same core network. Network selection consists of two parts or procedures: the Access selection procedure and the PLMN selection procedure.
Access selection is the process to determine the access network to use for attaching to a particular PLMN. For an idle UE access selection determines the access that the terminal camps on, and via which it remains reachable via paging. For a UE with active service data flows access selection determines the access network used to transfer user data.
Access selection between 3GPP accesses is currently based on radio conditions with potential limitations from subscription and terminal capabilities. The Multi access control functionality complements the existing access selection principles by adding functionality for access selection to and from non-3GPP accesses, and between different non-3GPP accesses. If the UE camps on a 3GPP access the existing access selection principles apply between 3GPP accesses.
Multi-access control is decoupled from network selection. Network selection first determines the core network the UE shall attach to. The Multi-access control process starts after the UE has attached to a core network and it determines the access networks to use while keeping the same core network attachment.
4. Functional model

The required functionality for multi-access control is depicted in Figure 1. The home core network (HPLMN) contains a multi-access control function (MACF), which determines multi-access control rules for a UE. These multi-access control rules can depend on the user subscription profile and network preferences. For a UE multiple multi-access control rules can exist, e.g. for different service types or depending on the time, day or location. Multi-access control rules are transmitted from the multi-access control function to the UE. The mechanism to transfer multi-access control rules must be independent from the access in use; therefore it is recommended to base this protocol on IP. A multi-access control rule can be associated with events and conditions that define when the multi-access control rule becomes activated.
The UE contains a multi-access UE control function, which receives the multi-access control rule(s) and associated events and conditions. Based on these rules, the UE determines preferences for selecting access networks. Multi-access control rules can also provide guidance on when the terminal should scan for certain access networks, e.g. based on its position. The multi-access control protocol can also allow the UE to provide information from the UE to the MACF in the HPLMN; this information can be e.g. UE capabilities or UE position. Multi-access control rules are stored in the UE at the first access or even provisioned to the UE at manufacturing (FFS). These control rules are then maintained in the UE between attachments.

[image: image1]
Figure 1
Functional model for multi-access control
5.
Step-by-step Introduction
Solutions to provide SAE multi-access control differ in their complexity depending on the objective. Some solutions may require extended studies before they can be integrated into the SAE architecture. Therefore, we propose a step-by-step introduction of multi-access control functionality into the SAE architecture. A basic mechanism for multi-access control should be included into SAE Release-8. The solution should be extendable for more advanced multi-access control features, which can be included in later releases.
We suggest the basic functionality of multi-access control in SAE Release 8 to provide the following features:
SAE shall provide an interface between the home network and the UE to provide access configuration and operator preferences to steer the selection between 3GPP and non-3GPP accesses for a UE in a standardised, consistent and inter-operable manner. 
6.
Conclusion / Proposal 
SAE defines how a UE can connect to the evolved packet core network via different 3GPP and non-3GPP accesses. It is required for SAE to provide multi-access control functionality that steers the selection of the access according to network preferences. Such access selection preferences can be used to support different access selection objectives, of which several require further studies. It is required to include multi-access control functionality into SAE in different phases; the basic functionality to be included in Release 8 needs to be extendable in later phases.
It’s proposed to add the content of chapter 2,3 and 4 in TR 23.882 and in addition we propose to include the following text in 3GPP TS 23.401 and 3GPP TS 23.402 for Release 8. 

· SAE shall provide a reference point between the home network and the UE to transfer access configuration information and operator preferences to the UE, which steer what access to select.
The following changes are proposed to be added in 3GPP TS 23.401 

*********************** start change ***********************************

4.3.2
Network access control functions

4.3.2.1
General

Network access is the means by which a user is connected to the evolved packet core system. 

4.3.2.2
Network Selection

It is the means by which a UE selects a PLMN/Access System from which to gain IP connectivity. 
4.3.2.2a Multi Access Control
Multi access control is supported as defined in 3GPP TS 23.402 [2].
4.3.2.3
Authentication and Authorisation Function

This function performs the identification and authentication of the service requester, and the validation of the service request type to ensure that the user is authorised to use the particular network services. The authentication function is performed in association with the Mobility Management functions.

4.3.2.4
Admission Control Function

<Text needs to be provided>
4.3.2.5
Policy and Charging Enforcement Function

This includes all the functionality of PCEF as defined by 3GPP TS 23.203 [6]. The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities as defined in 3GPP TS 23.203 [6].

4.3.2.6
Lawful Interception

<Text needs to be provided>
************************ end change  **********************************
The following changes are proposed to be added in 3GPP TS 23.402 

*********************** start change ***********************************

5.3
Network Discovery and Selection

5.3.1
General

<This section describes network selection (between operators & RAT types) and discovery when both 3gpp and non-3gpp accesses are available. This section may refer to other specifications>
5.3.2
Multi Access Control

EPS shall provide a reference point between the home network and the UE to transfer access configuration information and operator preferences to the UE. The access configuration information and operator preferences are used, by the UE, to search for and select appropriate access networks.
************************ end change  **********************************
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