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Introduction
In TDoc S2-072483, a new architecture for realising ICS is discussed. The following is a formal proposal of content to 3GPP TR 23.892.

Proposed new clauses to 3GPP TR 23.892
Note to TR editor: copy & paste the below using "Use Destination Styles" option.

<<< First Modification >>
6.2
Architecture for ICS support with terminal impact
6.2.1
Reference architecture diagram

The figure below provides a Reference Architecture for IMS voice sessions established by an ICS UE using CS voice bearers and for voice sessions transferred between CS and PS access.
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NOTE:
Only relevant functions are shown.

Figure 6.2.1-1: ICS – Reference Architecture
The architecture introduces two new logical functions, the IMS CS Control Function (ICCF) and the ICS UE, as described below.

<<< Second Modification >>>
6.3
Architecture for ICS support without terminal impact

6.3.1
Architecture with VMSC enhancements (not for further consideration)
. . . <content not shown for brevity>

6.3.2
Architecture without VMSC enhancements, utilising ICCF
The ICS reference architecture in figure 6.3.2-1 may be used to provide reduced ICS support without requiring VMSC enhancements. When considering deployment of this option the limitations of the legacy UEs need to be taken into consideration.
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Figure 6.3.2-1: Architecture for ICS support without terminal and VMSC impact
NOTE:
Only relevant functions are shown.

Standard CS call control procedures are used for setup of CS sessions with CAMEL used for redirection of the CS calls to IMS, as specified in TS 23.206 [3], in conjunction with the standard MGCF providing the interworking between the CS call control and SIP. SIP is used for call control with the ICCF providing SIP UA behaviour on behalf of the UE for control of user sessions.

Control in IMS of some serving network services e.g. line id services and mid call services is not possible with this option. These services may alternatively be provided in the CS domain for sessions established for non ICS UEs.

Editor’s note 1:
interaction with VCC to support VCC and ICS users for non ICS UEs is FFS.

Editor’s note 2:
Solution for Call independent aspects such as user configuration and interworking/alignment of supplementary services data across CS domain and IMS is to be provided.
6.3.2.1
Service Support for non ICS UE
In the CS network agnostic solution for the non ICS UEs, the ICCF provides a SIP UA behavior on behalf of the non ICS UE for CS sessions established using standard CS procedures, and redirected to IMS using techniques similar to the procedures defined for VCC in TS 23.206. Since the solution uses standard CS procedures for sessions established over CS access, it is limited in its service offering as discussed below:

6.3.2.1.1
Line ID Services (OIP, OIR, TIP, TIR)
Since standard session setup procedures are used to establish the non ICS UE sessions, with the VMSC controlling session origination and session delivery from/to the non ICS UEs, Line ID services configuration in the HLR component of the HSS for appropriate service execution at the VMSC is required. Some control of these services may also be provided in IMS with an AS manipulating the information being presented from/to the ICS subscriber using a non ICS UE.
6.3.2.1.2
Communication Diversion Services

6.3.2.1.2.1
Communication Diversion services exclusively controlled in home IMS (CFU, CFNL)
With the ICCF providing the SIP UA behaviour on behalf of the non ICS UE, these services are provided in IMS.
6.3.2.1.2.2
Communication Diversion services requiring participation of serving network (CFNR, CFB)
Some control of these services may be provided in IMS. Since standard session setup procedures are used to establish the non ICS UE sessions, with the VMSC controlling session origination and session delivery from/to the non ICS UEs, some handling of these services is also required at the VMSC.

6.3.2.1.2.3
Communication Deflection

This service can only be provided by the VMSC.
6.3.2.1.3
Communication Barring Services (CB)

With the ICCF providing the SIP UA behaviour on behalf of the non ICS UE, these services are provided in IMS.
6.3.2.1.4
Mid call services (Communication Hold, CW, Conf, Communication Transfer)
Since standard session setup procedures are used to establish the non ICS UE sessions, with the standard CS signaling for invocation of these services, these services can only be provided in CS domain.
6.3.2.1.5
Voice Call Continuity
The Voice Call Continuity for non ICS UEs capable of VCC is based on TS 23.206.
6.3.2.1.6
User configuration of Supplementary Services

Service data management and control of user configuration of services data is provided by the IMS for services controlled in IMS and by the CS domain for services controlled in CS domain
Table 6.3.2.1.6-1 below provides recommendation for serving domain for the services discussed in this clause:

Table 6.3.2.1.6-1: Service set for non ICS UE with CS network agnostic solution
	Service Capability
	Serving Domain

	Supplementary Services

	Originating Identification Presentation 
	IMS2

	Originating Identification Restriction 
	IMS2

	Terminating Identification Presentation 
	IMS2

	Terminating Identification Restriction 
	IMS2

	Communication Diversion  (CFU, CFNL)
	IMS

	Communication Diversion (CFNR, CFB)
	IMS 2

	Communication Deflection 
	CS or n.a.1

	Call Wait
	CS or n.a.1

	Communication Hold
	CS or n.a.1

	Communication Barring
	IMS

	Conference 
	CS or n.a.1

	Explicit Communication Transfer 
	CS or n.a.1

	

	Service Continuity 

	Basic Service Continuity
	IMS3

	Service Continuity on non mid call services
	IMS3

	Service Continuity with mid call services
	n.a.

	

	Other capabilities

	Call Independent Supplementary Services Operations
	IMS/CS4

	1 
Control in IMS of this service is not possible; as an alternative, this service may be provided by CS domain.

2 
Exclusive control in IMS of this service is not possible, some support from the CS domain may be required.
3 
Applicable to non ICS UEs capable of VCC.
4 
Service data management provided by the IMS for services controlled in IMS and by CS domain (if services are provided) for services controlled in CS domain.


6.3A.2
Architecture without VMSC enhancements, utilising CSAIF
The ICS reference architecture in figure 6.3A.2-1 may be used to provide full ICS support without requiring VMSC enhancements.
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Figure 6.3A.2-1: Architecture for ICS support without terminal/VMSC impact, utilising a CSAIF
6.3A.2.1
Service Support for non ICS UE

In this solution, the CSAIF provides a SIP UA behavior on behalf of the non ICS UE for CS sessions established using standard CS procedures.
6.3A.2.1.1
Line ID Services (OIP, OIR, TIP, TIR)
OIP/OIR can be supported in a manner similar to existing SIP procedures. Origination signaling from a CS UE does not contain a Public User Identity suitable for display (i.e. MSISDN), so the network will include identity information based on the default public user identity associated with the originating UE/subscriber.
TIP/TIR can be supported in a fashion similar to SIP interworking with ISUP as defined in 3GPP TS 29.163.  Specifically, the P-Asserted-Identity and Privacy headers in SIP can control the value of the Calling Party BCD Number in DTAP.
6.3A.2.1.2
Communication Diversion Services

6.3A.2.1.2.1
Communication Diversion services exclusively controlled in home IMS (CFU, CFNL)
With the CSAIF providing the SIP UA behavior on behalf of the non ICS UE, these services are provided in the IMS.
6.3A.2.1.2.2
Communication Diversion services requiring participation of serving network (CFNR, CFB)
These services are provided in the IMS.
6.3A.2.1.2.3
Communication Deflection

This service is provided in the IMS.  The CSAIF interworks the CallDeflection Facility IE from the non ICS UE into an IMS-compliant Communication Deflection response, e.g. a 302 "Moved Temporarily" response to the SIP INVITE.
6.3A.2.1.3
Communication Barring Services (CB)

With the CSAIF providing the SIP UA behavior on behalf of the non ICS UE, these services are provided in the IMS.
6.3A.2.1.4
Mid call services (Communication Hold, CW, Conf, Communication Transfer)
These services are provided in the IMS, with the CSAIF providing the required interworking between the single CS session and one or more IMS sessions.
6.3A.2.1.5
Voice Call Continuity
Support for Voice Call Continuity for non ICS UEs capable of VCC is based on 3GPP TS 23.206.
6.3A.2.1.6
User configuration of Supplementary Services

Editor's Note:
This section is FFS.
6.3A.2.1.6
Message Waiting Indication
The CSAIF can be configured to subscribe to the Message Waiting event on behalf of the CS UE, interworking any subsequent notifications to the appropriate Message Waiting Indication mechanism used on CS access, e.g. SMS.
Table 6.3A.2.1.6-1 below provides recommendation for serving domain for the services discussed in this clause:

Table 6.3A.2.1.6-1: Service set for non ICS UE with Direct CS Access solution
	Service Capability
	Serving Domain

	Supplementary Services

	Originating Identification Presentation 
	IMS

	Originating Identification Restriction 
	IMS

	Terminating Identification Presentation 
	IMS

	Terminating Identification Restriction 
	IMS

	Communication Diversion  (CFU, CFNL)
	IMS

	Communication Diversion (CFNR, CFB)
	IMS 

	Communication Deflection 
	IMS

	Call Wait
	IMS

	Communication Hold
	IMS

	Communication Barring
	IMS

	Conference 
	IMS

	Explicit Communication Transfer 
	IMS

	

	Service Continuity 

	Basic Service Continuity
	IMS1

	Service Continuity on non mid call services
	IMS1

	Service Continuity with mid call services
	n.a.

	

	Other capabilities

	Call Independent Supplementary Services Operations
	IMS2

	1 
Applicable to non ICS UEs capable of VCC.
2 
Service data management is FFS.


<<< Third Modification >>>
6.4
ICS Reference Points

6.4.0
Introduction

The following reference points are introduced by some, but not all, of the proceeding architecture alternatives.
6.4.1
I1 Reference Point

For ICS UEs, the I1 reference point is used between the ICS UE and the ICCF. The I1 reference point implements either the I1-cs or the I1-ps. The I1-cs may be established through the CS domain network using CS Access Signalling and the I1-ps may be established through PS domain using PS transport.

For non ICS UEs, the I1 reference point is used between the L-CAAF associated with the VMSC and the R-CAAF in the ICCF for establishment and control of ICCC.

6.4.2
I2 Reference Point

The I2 reference point is used between the ICCF and the CSCF for presentation of the SIP UA behaviour toward IMS for control of user sessions.

6.4.3
I3 Reference Point

The I3 reference point is established between non ICS UE and the ICCF through the CS network using standard CS network procedures for CS session establishment and using CAMEL for redirection of CS originating sessions to IMS.
<<< Fourth Modification >>>
6.8A
Architectural Alternative: Direct CS Access Approach
6.8A.1
Signalling and bearer architecture flows for full duplex speech over CS access

This model is centred around the concept of reusing a standard IMS capable UE accessing IMS services via CS access. This concept is depicted in a simplified way in the following figure:


[image: image4]
Figure 6.3A.2-1: Architecture for ICS support without terminal/VMSC impact, utilising a CNSF and CSAIF
In order to realise this architecture, the following new functional entities are required:

Core Network Selection Function (CNSF) – This functional entity chooses between CS and IMS core networks upon system access, when both core network types are present.  It allows for a subset of CS UEs and/or services to use the IMS core network for legacy voice services.  These are most likely an operator’s home subscribers, identified by PLMN-id (MCC+MNC), although this does not preclude other CS UEs from being routed to the IMS domain.  Optionally, for a period of time, CS roamers can be routed to the home operator’s VMSC.

This is a control plane only function on the A/Iu-CS interface. Co-location of this function with an existing function is neither required nor precluded.

This function may also require a new interface for dynamic provisioning or download of operator and service profile-controlled routing logic. Ideally this would be an HSS interface. This is FFS.
CS Access Interworking Function (CSAIF) – This functional entity provides interworking between CS access signalling, as defined in 3GPP TS 24.008 and other 24-series specifications, and IMS core network signalling, as defined in 3GPP TS 24.229.  This function is similar to the currently proposed CAAF/RUA function, except that a new protocol (ICCP) to be carried with USSD is unnecessary and the CSAIF function is best suited to co-reside with the P-CSCF, or at least appear as a P-CSCF to other IMS elements (as opposed to an AS).  It is expected that such an interworking function would provide the minimum required set of IMS-based services identified in 3GPP TR 23.892.
This would consist of a control plane (CSAIF-c) and user plane (CSAIF-u) functions, as the user plane protocol supported on CS access (A or Iu-CS) must be converted to the 3GPP-defined Mb interface, similar to the IM-MGW.  Any signalling interface defined between CSAIF-c and CSAIF-u would be H.248-based and would likely require only minimal (if any) changes beyond what is already specified in 3GPP TS 29.232 and 3GPP TS 29.332. The need to define this interface is FFS.
The CNSF and CSAIF are shown in the following diagram.

[image: image5]
6.8A.2
Information Flows
6.8A.2.1
Registration

Figure 6.8A.2.1-1 provides an example flow for registration by a non ICS UE using the Direct CS Access approach.
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Figure 6.8A.2.1-1: Non ICS UE Registration: Direct CS Access Approach
1. The UE sends a Location Update message with IMSI. Note that if IMSI is not included and not known, it can be retrieved using standard procedures.
2. The CNSF selects the IMS domain for this call.

3. A REGISTER request is sent to IMS. The IMSI is used as a temporary Public User Identity.
4. Authentication vectors are retrieved from the HSS.

5. The S-CSCF challenges the REGISTER.

6. The CSAIF-c sends an Authentication Request to the UE, including information received in the challenge.

7. The UE sends an Authentication Response with authentication credentials.

8. The CSAIF-c reissues the REGISTER request with authentication credentials.

9. The S-CSCF validates the authentication and updates the HSS with the server name/address.

10. A 200 OK response to the REGISTER is received at the CSAIF-c.

11. A Location Update Accept is sent to the UE. Although not shown, TMSI reallocation procedures are possible.
6.8A.2.2 
Origination
Figure 6.8A.2.2-1 provides an example flow for a call made by a non ICS UE using the Direct CS Access approach.
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Figure 6.8A.2.2-1: Non ICS UE Origination: Direct CS Access Approach
1. The UE sends a Setup message.
2. The CNSF selects the IMS domain for this call.  This assumes a prior Location Update selected the IMS domain for registration and the Setup message contains no information which warrants a change in domain.

3. A Call Proceeding is returned to the UE.

4. User plane resources are reserved.  For A-interface, a physical termination is added (Reserve Circuit procedure). For Iu-CS interface, an Iu termination is added (Prepare Bearer or Prepare IP Transport procedure).  Additionally, an RTP termination is also created (Reserve IMS Connection Point procedure).

5. An Assignment Request (or RAB Assignment Request) is sent to the BSC to reserve radio resources.

6. An Assignment Response (or RAB Assignment Response) is returned.

7. The CSAIF-c sends an INVITE towards IMS, built from information received in the Setup.  The INVITE is routed to the terminator via standard IMS mechanisms.

8. A 180 Ringing response is returned to the CSAIF-c.

9. An Alerting message is sent to the UE.
10. The call is answered and a 200 OK response to the INVITE is returned to the CSAIF-c.

11. A Connect message is sent to the UE.
6.8A.2.3
Termination

Figure 6.8A.2.3-1 provides an example flow for a call terminated to a non ICS UE using the Direct CS Access approach.
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Figure 6.8A.2.3-1: Non ICS UE Termination: Direct CS Access Approach
1. An INVITE is sent by an IMS UE. After iFC execution (not shown), the S-CSCF routes the call to the CSAIF-c as it would a terminating P-CSCF.
2. The CSAIF-c broadcasts a Paging request.

3. A Page Response is received from the UE.

4. A Setup is sent to the UE, built from information received in the INVITE
5. A Call Confirmed is received from the UE.

6. User plane resources are reserved.  For A-interface, a physical termination is added (Reserve Circuit procedure). For IuCS interface, an Iu termination is added (Prepare Bearer or Prepare IP Transport procedure).  Additionally, an RTP termination is also created (Reserve IMS Connection Point and Configure Remote Resources procedure).

7. An Assignment Request (or RAB Assignment Request) is sent to the BSC to reserve radio resources.

8. An Assignment Response (or RAB Assignment Response) is returned.

9. A 183 Session Progress is returned to the originator.

10. An Alerting is received from the UE.
11. A 180 Ringing is returned to the originator.
12. A Connect is received from the UE.
13. A 200 OK is returned to the originator.
6.8A.2.4
Mid‑call services

Figure 6.8A.2.3-1 provides an example flow for a call hold followed by a second call by a non ICS UE, using the Direct CS Access approach.
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Figure 6.8A.2.4-1: Non ICS UE Mid-Call Service – A holds B, calls C: Direct CS Access Approach
An active call exists between the non ICS UE and remote Party B
1. The UE sends a Hold request.

2. The CSAIF-c issues a SIP request to put the party on hold.
3. A response to the SIP hold request is received.

4. A Hold ACK is sent to the UE

5. A Setup is received from the UE, calling party C.

6. An additional RTP resource is added for the second IMS session (Reserve IMS Connection Point procedure).

7. An INVITE request is sent to party C.

The rest of the flow proceeds as shown previously.

Figure 6.8A.2.3-1 provides an example flow for Explicit Call Transfer (ECT) by a non ICS UE using the Direct CS Access approach.
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Figure 6.8A.2.4-2: Non ICS UE Mid-Call Service – ECT: Direct CS Access Approach

A held call/dialog exists between the non ICS UE and remote Party B.  An answered or alerting call/dialog exists between the non ICS UE and remote Party C.  These are the preconditions for ECT initiated by a CS UE.
1. The UE sends a Facility request for ECT with a Transaction Identifier for call A<->B.
2. The CSAIF-c, acting as the SIP transferor, sends a REFER request to IMS, addressed to UE-B.
3. A 202 Accepted response is returned.
4. The TAS notifies the transferor that the transfer is in progress via a NOTIFY request with fragmented 100 Trying.
5. A response to the NOTIFY is sent.
6. The TAS sets up the dialog between UE-B and UE-C via standard IMS procedures (TS 24.173).
7. The TAS notifies the transferor that the transfer has been completed via a NOTIFY request with fragmented 200 OK.
8. A response to the NOTIFY is sent.

9. A response to the Facility request is sent to the non ICS UE indicating success.

10. The CSAIF-c initiates release of Dialog-1.  Towards IMS these procedures are compliant to TS 24.173.  Towards CS access these procedures are compliant to TS 24.008.

11. UE-C initiates release of Dialog-2. 
6.8A.2.5
Domain Transfer

Figure 6.8A.2.5-1 provides an example flow for Explicit Call Transfer (ECT) by a non ICS UE using the Direct CS Access approach.
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Figure 6.8A.2.5-1: Domain Transfer IMS to CS: Direct CS Access Approach

1. Upon detection of conditions requiring Domain Transfer, the UE initiates location update if not already performed (not shown in the flow) and initiates Domain Transfer via CS access.

2. The CSAIF-c resolves the VCC Application Server’s PSI from the VDN and originates an INVITE towards IMS.  IMS routing to DTF follows one of the standardized approaches.
3. The DTF initiates update of the access leg.  This involves connecting the remote party to the CSAIF-u.

4. The DTF initiates release of the source access leg.  This involves release of the origination session towards the IP-CAN previously serving the VCC UE.
<<< Fifth Modification >>>
6.9
CAMEL redirection of CS call to IMS

6.9.1
Call origination using CAMEL redirection of CS call to IMS

For non-ICS UE (except when used in the Direct CS Access architectural alternative) and as an option for each of the above ICCC solutions, initial call origination can be implemented using CAMEL triggers to re-route the first ICS call towards the ICCF. Figure 6.9.1-1 provides an example flow for a call made by an ICS UE A to the other end B using CAMEL to redirect the CS calls to IMS, with AS approach of RUA of ICCF implementation.
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Figure 6.9.1-1: ICS origination: CAMEL Redirection to IMS
1
ICS UE A initiates a call to user B. The ICS UE initiates standard CS procedures for establishing a CS originated call.

2
Standard VMSC procedure for CS origination. CAMEL origination triggers are used at the VMSC to reroute the call to RUA of ICCF by retrieving an IMRN which is allocated as part of the CAMEL origination trigger processing as described in TS 23.206 section 6.2.2.2.
Editor’s Note 1:
How Line ID services (e.g., temp OIR) are executed when using CS call control for initial session setup is FFS.

Editor’s Note 2:
The relationship and inter-working with VCC is FFS.

3
Standard MGCF procedure for PSTN origination.

4
Standard CSCF procedure for PSI termination.

5
The RUA of the ICCF invokes a B2BUA, terminating the UE Leg and the other originating the RUA Leg for presentation of IMS session toward other end B on behalf of ICS UE A.

6
Standard IMS originated session processing at the CSCF.

Editor’s Note 3:
If subsequent call/service control uses SIP via I1-ps, both parties must be able to establish the PS session control signalling in the call setup phase and in middle of the voice call when the service needs to be invoked. How to associate the existing CS bearer with the subsequent control signalling sent via I1-ps is FFS.
6.9.2
Use of CS call control procedures for first session setup, CAMEL used to redirect CS calls to IMS

For each of the ICCC based ICS solutions, it is also possible to use standard CS call control procedures for setup of the first UE session with CAMEL used for redirection of the first user session to IMS. In this case, the ICCC is used for subsequent session set up and control of mid call services. SIP is used with the RUA providing SIP UA behaviour on behalf of the UE for control of all user sessions.  The Bearer Control Signalling path is established between the UE and the RUA by redirecting the CS call toward the RUA using CS redirection techniques such as the CAMEL origination triggers.

If a supplementary service needs to be invoked for the first user session, the UE uses ICCC to control the service related to the first session.  The UE uses the ICCC for establishment and service control of the second user voice session. CS call setup procedures are not used for establishment of subsequent user sessions or invocation of mid-call voice services. The RUA maintains the SIP/SDP state machine. Upon Domain Transfer, the service state is released in the UE. The RUA is therefore inserted in the session path for IMS sessions established for a dual mode UE for synchronization of service data post Domain Transfer to CS when using this model.

Call based (temporary) line identification services shall be provided as assisted by CS domain with this model.

Editor’s Note:
The need for distributed service configuration for some Supplementary Services e.g. Line ID services with this model is FFS.

<<< Sixth Modification >>>
7
Conclusion

7.1
Non ICS UE support

During the course of this study, a number of alternative architectural solutions that enable Centralized IMS services without terminal upgrading have been proposed and documented in this report. As a result of analysis, the solution in the Architecture with VMSC enhancements clause is not recommended due to the impacts to the CS network elements such as the VMSC. An Architecture without VMSC impacts is recommended, using CAMEL if and when appropriate.
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BSC

CSAIF-c

I/S-CSCF

CNSF

3. Page Response 

2. Paging

CSAIF-u

6. H.248 Add

7. Assignment Req

8. Assignment Resp

1. INVITE

4. Setup

ACK

Connect ACK

9. 183 Session Progress

10. Alerting

Bearer Patth

5. Call Confirmed

11. 180 Ringing

12. Connect

13. 200 OK
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UE-C

Non ICS UE-A

BSC

CSAIF-c

I/S-CSCF

CNSF

1. Facility (ECT)

2. REFER (To :C, Refer-to: B, Replaces Dialog-2)

9. Facility response

CSAIF-u

Held Dialog-1 with B

UE-B

TAS

Answered or Alerting Dialog-2 with  C

3. 202 Accepted

4. NOTIFY (t00 Trying)

5. 200 OK

6. TAS sets up Dialog-3 between B and C

7. NOTIFY (200 OK)

8. 200 OK

10. CSAIF initiates release of Dialog-1

11. UE-C initiates release of Dialog-2 (replaced by Dialog-3)
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UE-C

VCC (Non ICS) UE-A

BSC

CSAIF-c

I/S-CSCF

CNSF

1. Setup (VDN)

2. INVITE (DTF PSI DN)

CSAIF-u

DTF

3. Access Leg Update

4. Source Access Leg Release 

Active session with IMS via IP-CAN
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UE-C

Non ICS UE-A

BSC

CSAIF-c

I/S-CSCF

CNSF

1. Hold

2. Hold Media

4. Hold Ack

CSAIF-u

3. Hold Media Ack

7. INVITE (To C)

5. Setup (To C)

Bearer Patth

UE-B

6. H.248 ADD

Call proceeds as shown previously
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UE-B

Non ICS UE-A

BSC

CSAIF-c

I/S-CSCF

CNSF

1. Setup 

7. INVITE

3. Call Proceeding 

CSAIF-u

2. Setup 

4. H.248 Add

5. Assignment Req

6. Assignment Resp

8. 180 Ringing

9. Alerting

10. 200 OK

11. Connect

ACK

Connect ACK

Bearer Patth
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ICE UE-A

1. Setup (B) 

VMSC

MGCF

I/S-CSCF

MGW

2. IAM (IMRN)

6. INVITE (B)

                      Bearer Path 

ICCF

3. INVITE (IMRN)



4. INVITE (IMRN)



5. INVITE (B)
















