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Abstract: This paper analyzes options to short-cut CS Core Network (CN) providing CS access directly to IMS CN for all, or a subset of, CS UEs, thus expediting evolution to a single consolidated CN (i.e. IMS) without having to overlay an MMtel-enabled IP-CAN or engineer additional CS CN resources. Emphasis is on enabling operators to provide IMS centralized services for all UE types whilst also facilitating the evolution towards an all-IMS core network.

1 Introduction
S2-072482 discusses the issues with the current direction of ICS as documented in 3GPP TS 23.892.

This paper analyzes IMS core network support for CS access and CS mobiles without the use of the traditional CS core network. 
A major goal of ICS is to facilitate an increased investment in IMS core networks and services by providing IMS-based service equivalency across different access network types.  Certain operators question whether increased use of the CS core network is the best way to achieve this.  
This paper analyzes options to short-cut the CS core network, providing CS access directly to the IMS core network for either all or a subset of CS UEs. This allows an operator to expedite evolution to a single consolidated core network (i.e. IMS) without having to overlay an MMtel-enabled IP-CAN or engineer additional CS core network resources.  The ideas in this paper are meant to give operators an alternative for providing IMS centralized services for all UE types while also facilitating the evolution towards an all-IMS core network.
2 New alternative architecture
The following sections are meant for discussion purposes only, to provide high level analysis of the issues.  All sections are considered open for further study, even when potential solutions are suggested.
2.1 Network Evolution Roadmap
It is generally agreed that the end-goal architecture is entirely VoIP/IMS based, from the UE to the core network.  An example of the roaming architecture is shown in the following diagram in a simplified fashion.
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Figure 1  Targeted IMS Network Architecture

A core network-based proxy element (P-CSCF) is responsible for proxying signalling between home or visited IP-CANs (IP Connectivity Access Networks) and the IMS network (always located in the HPLMN).  MMtel (multimedia telephony) Application Servers are envisioned as the long-term replacements for Visited MSCs, offering voice services to IMS subscribers.  What is not generally agreed is the pace at which such an evolution will take place.

Today, bi-directional speech capable IP‑CANs are far from being as ubiquitous as CS access networks, therefore until such time as these IP-CANs are sufficiently deployed, support for CS access and CS UEs will be required.  Rather than increase the resource requirements of the CS core network during this time, and thus force operators to invest in legacy technology, an option for providing CS access connectivity to an IMS core network is much more highly desirable.  The following diagram highlights this approach at a very high level and is not meant to imply a particular implementation or suggest where functional changes are required.

[image: image2]
Figure 2  IMS Core Network Support of CS Access

The subsequent sections analyze the requirements, feasibility, challenges and areas for further study of such an approach.
2.2 New Functional Elements
While this view is subject to change, at first glance the following new functions would be required to provide CS access directly to IMS core networks.

Core Network Selection Function (CNSF) – A functional entity is required to choose between CS and IMS core networks upon system access, when both core network types are present.  Such a functional entity would allow for a subset of CS UEs and/or services to use the IMS core network for legacy voice services.  These are most likely an operator’s home subscribers, identified by PLMN-id (MCC+MNC), although this does not preclude other CS UEs from being routed to the IMS domain.  Optionally, for a period of time, CS roamers could be routed to the home operator’s VMSC.
This is expected to be a control plane only function on the A/IuCS interface. Co-location of this function with an existing function is neither required nor precluded.

This function might also require a new interface for dynamic provisioning or download of operator and service profile-controlled routing logic. Ideally this would be an HSS interface.
Note: Dual-mode phones possess the ability to perform domain selection, which can be important for emergency calls.  In addition, VCC capable UEs store and apply domain selection policies for originating calls.  How this architecture interworks with these concepts is for further study, but is not considered to be an impossibility.

CS Access Interworking Function (CSAIF) – A functional entity is required to interwork between CS access signalling, as defined in 3GPP TS 24.008 and other 24-series specifications, and IMS core network signalling, as defined in 3GPP TS 24.229.  This function is similar to the currently proposed CAAF/RUA function, except that a new protocol (ICCP) to be carried with USSD is unnecessary and the CSAIF function is best suited to co-reside with the P-CSCF, or at least appear as a P-CSCF to other IMS elements (as opposed to an AS).  It is expected that such an interworking function would provide the minimum required set of IMS-based services identified in 3GPP TR 23.892.  
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Figure 3  High Level Reference Architecture

This would consist of a control plane (CSAIF-c) and user plane (CSAIF-u) function, as the user plane protocol supported on CS access (A or IuCS) must be converted to the 3GPP-defined Mb interface, similar to the IM-MGW.  Any signalling interface defined between CSAIF-c and CSAIF-u would be H.248-based and would likely require only minimal (if any) changes beyond what is already specified in 3GPP TS 29.232 and TS 29.332. The need to define this interface is FFS.
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Figure 4  Reference Architecture for IMS Support of CS Access

It is also expected that this interworking function would require mobility management functions for handover/SRNS relocation. To ensure that this mobility is transparent to the IMS core network, the call would be anchored at a CSAIF, similar to existing CS domain functionality at the anchoring MSC. This is illustrated in the following diagram.
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Figure 5  CS Mobility with an IMS Core Network

The above figures are not meant to prohibit the CNSF or CSAIF functional entities from being co-located with other existing functional entities, either shown or not shown in this simplified diagram (as per normal 3GPP architectural designs).  Reference points are shown above only to help explain the diagram, this does not preclude other or even new reference points from being considered.
2.3 CS Network Resource Considerations

The above approach avoids the requirement for additional CS core network bearer resources (e.g. ISUP/BICC resources to MGCF) and signalling resources (USSD).

The cost of the CNSF function on A/IuCS interface should be studied further.

The following sections discus further considerations in more detail:
2.3.1 User Identity
IMS currently requires that each subscriber have at least one Private User Identity and at least one Public User Identity and provide these during the registration procedure.  To avoid changing this IMS requirement, Private and Public User Identities must be provided when the UE is using CS access.

Per 3GPP TS 23.003, the Private User Identity as well as a temporary Public User Identity can be built using the CS subscriber’s IMSI, obtained through CS access signalling. Permanent and addressable Public User Identities can be identified via implicit registration. 
2.3.2 Registration/De-registration
The location updating procedures used by a CS UE can be mapped to the IMS registration procedures required by the IMS core network.  This includes IMSI Detach mapping to IMS de-registration.
The IMS core network needs to have the ability to accurately maintain the CS UE’s location for call termination purposes.  This can be accomplished by CS access being "hidden" behind a P-CSCF emulation function, in which case the S-CSCF need only maintain the serving P-CSCF’s address, as it does today.

2.3.3 Network-Initiated Registration/De-registration

For further study. CS networks do not support this on the access interface, however this is likely not needed for support of any services. 
2.3.4 Authentication
In IMS, authentication is performed at registration time.  The only mandatory authentication scheme supported in 3GPP IMS is currently Digest-AKAv1-MD5 (also known as "IMS AKA"), although 3GPP specifications are clear that other types of authentication are possible and currently support of HTTP Digest authentication is under debate in SA3.
As already identified by 3GPP and TISPAN, Mw (SIP) and Cx (Diameter) signalling can easily be enhanced to support extra authentication mechanisms such as GSM authentication.  In the event that GSM AKA is used, no changes are required.  If A3-A8 authentication is used, IMS support can be added in a manner similar to how AKA support was defined in IETF RFC 3310.

2.3.5 Origination

The origination procedures used by a CS UE can easily be mapped to the IMS origination procedures required by the IMS core network.  The CSAIF-c is responsible for the control plane interworking, CS access network assignment and managing the resources of the CSAIF-u.  The CSAIF-u is responsible for the user plane interworking.
2.3.6 Termination

The termination procedures used by a CS UE can easily be mapped to the IMS termination procedures required by the IMS core network. The CSAIF-c is responsible for the control plane interworking, CS access network assignment and managing the resources of the CSAIF-u.  The CSAIF-u is responsible for the user plane interworking.
2.3.7 Mobility

The architecture must support inter-BSC/RNC mobility in the following scenarios:

1. Inter-BSC/RNC handover, where both BSCs/RNCs have IMS core network connectivity

2. Handover from a BSC/RNC which has IMS core network connectivity to a BSC/RNC which does not

3. Handover from a BSC/RNC which does not have IMS core network connectivity to a BSC/RNC which does
This is expected to require a combination of mobility management signalling and bearer control signalling for BSSMAP, RANAP, and MAP (as used over the E interface).
2.3.8 Roaming
The following is an excerpt from TR 22.892:

With respect to providing support for non-ICS enabled devices while roaming, if the roaming partner does not or cannot support ICS (due to architectural or technical limitations), then any ICS service offering may be limited or may not be possible to those roaming subscribers.  In such cases, one of the following would occur:
a) The subscriber does not receive IMS Centralized services.  The roaming subscriber may still be able to originate and terminate basic services e.g. bi-directional speech calls.

b) The subscriber receives a subset of IMS Centralized services (based on roaming agreements).

c) The subscriber is barred from roaming in those networks.

This statement is considered acceptable for the architecture analyzed by this paper.  A roaming network where a Visited GGSN is used and which does not possess the CNSF and CSAIF functional entities, would be considered a roaming partner which cannot support ICS due to architectural/technical limitations.  Options would therefore include the three listed above, in addition to support for ICS as defined in 23.892.
However, for roaming networks where a Home GGSN is used (which encompasses most, if not all PS roaming agreements today), there are no issues and ICS can be utilised as normal.
2.3.9 Presentation Services

The interworking of presentation services (CLIP, CLIR, etc.) between SIP and CS domain protocols (albeit ISUP/BICC) has been standardized in specifications such as ITU-T Q1912.5 and 3GPP TS 29.163.  The Calling Party Number and CLIP/CLIR information defined in 3GPP TS 24.008 should interwork to SIP in a similar fashion. This is therefore not considered an issue for the proposed solution.
2.3.10 Call Hold/Retrieve

The interworking of call hold/retrieve between SIP and CS domain protocols (albeit ISUP/BICC) has been standardized in specifications such as ITU-T Q1912.5 and 3GPP TS 29.163.  The Hold and Retrieve messages defined in 3GPP TS 24.008 should interwork to SIP in a similar fashion. This is therefore not considered an issue for the proposed solution.
2.3.11 Message Waiting

The CSAIF could be configured to register for the SIP Message Waiting package on behalf of the CS UE and interwork subsequent message-summary events with the appropriate message waiting indication mechanism used on CS access. This is therefore not considered an issue for the proposed solution.
2.3.12 Other Supplementary Services

The CSAIF should provide interworking of other supplementary services defined in 3GPP TS 24.080 (MPTY, ECT, RegisterSS/NotifySS, etc.) with IMS Core network.  Interworking should be provided for both activation/deactivation of supplementary Services, as well as for invocation of supplementary Services.
2.3.13 DTMF

Out-of-band DTMF information received from CS UEs shall be inserted into the RTP stream by the CSAIF using standardized mechanisms. This is therefore not considered an issue for the proposed solution.
2.3.14 Short Message Service

SMS messages on CS access (i.e. RP-DATA RPDUs) can be interworked with SIP messaging (MESSAGE method).  The store-and-forward function for SMS messages to/from the IMS network can continue to be the legacy SMSC, with an intermediate IP-SM-GW as defined in 3GPP TS 23.804 providing the necessary conversion.
Alternatively, operator policy could allow the CNSF to send SMS messages to a specific domain, e.g. always send to the MSC if present. This is therefore not considered an issue for the proposed solution.
2.3.15 3G CS Video Service

CSAIF should provide interworking between UMTS CS Video service access and the IMS core network to enable video service between CS Video-capable UEs and IMS devices, as well as CS Video-capable UEs and IMS Media Servers. 

This requires support for the appropriate SDP payload type (e.g. clearmode as defined in IETF RFC 4040) as well as the appropriate video gateway/transcoder in the IMS network, which is not considered an issue specific to this proposed solution.
2.3.16 Emergency Calls
Operator policy can allow the CNSF to send Emergency Setup messages to a specific domain, e.g. for TS12 calls or TS11 calls to known emergency numbers, always send to the MSC if present.  However, the solution must also consider scenarios in which the CNSF may have selected the IMS domain for initial registration but emergency originations must be handled in the CS domain. 
If an emergency call originated from a CS UE is sent to the IMS core network, the CSAIF shall comply with the emergency procedures of 3GPP TS 24.229. The CSAIF can also perform initial emergency registration on behalf of the CS UE if necessary.
Support for Emergency Calls is therefore not considered an issue for the proposed solution.
2.3.17 Priority Service

For further study.
2.3.18 CS origination to SIP URI

While not listed as a requirement in 3GPP TS 22.892, the concept of a CS UE addressing a call to a SIP URI (i.e. without an E.164 number in the user part) has been discussed.  This is not considered a mandatory requirement.  IMS UEs which are addressable by PLMN/PSTN entities require an E.164 number associated with them, with corresponding ENUM functionality within IMS capable of converting this to a SIP URI. This is therefore not considered an issue for the proposed solution.
3 Conclusions/Recommendations
Allow consideration of an architecture which allows direct connectivity between CS access and IMS core networks.
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