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Abstract of the contribution: This contribution provides a procedure description of a TAU with 2G/3G to LTE change. Mechanisms for “idle state signalling reduction” are detailed in the procedure.

Discussion

The inter RAT RAU/TAU procedures so far do not consider the mechanisms for idle state signalling reduction. As these mechanisms may change some flow details compared to TAU procedures for LTE only access it is useful to consider also idle state signalling reduction mechanisms to allow for alignments where possible or needed.

A TAU procedure including functionality for idle state signalling reduction is proposed for TS 23.401.
The below proposed procedure is an addition of a complete flow to 23.401.

Proposal

5.3.3
Tracking Area Update procedures

5.3.3.a
Tracking Area Update procedure with 2G/3G to LTE change
This procedure is performed when the UE selects LTE RAT and is registered already with an SGSN but has not yet registered with an MME, i.e. the UE has a valid P-TMSI and RAI(s) but no valid S-TMSI and TAI(s). The procedure is initiated when the UE changes to a TA that is not in its current list that the UE registered with the network. The procedure shows also the functionality for “idle state signalling reduction”.

[image: image1]
Figure 5.3.3-x: Tracking Area Update procedure with 2G/3G to LTE change
1)
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs and RAs that the UE registered with the network.
2)
The UE initiates the TAU procedure by sending a TAU Request (P‑TMSI and old RAI, active flag) message together with an indication of the Selected Network to the eNodeB. The UE is not registered at an MME and has therefore no valid S-TMSI and no old TAI associated with S‑TMSI. The UE indicates a valid P-TMSI and the old RAI associated with P‑TMSI. Selected Network indicates the network that is selected. Active flag is a request by UE to establish the user plane by the TAU procedure when the UE is in LTE-IDLE state.
Editor’s note: FFS whether all or selected bearers shall be established as part of the TAU procedure when ‘active flag’ indicates that the UE wants to re-establish bearers.
3)
The eNodeB derives the MME from the P-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause “MME Selection Function”.

The eNodeB forwards the TAU Request message together with an indication of the EUTRAN Area Identity, a globally unique EUTRAN ID, of the cell from where it received the message and with the Selected Network to the new MME.

4)
The new MME sends a Context Request (P‑TMSI, old RAI) message to the old SGSN to retrieve user information. The new MME derives the old SGSN from old RAI and old P-TMSI. 
Editor’s note: It is FFS if the legacy solution with S-TMSI Signature shall be used for integrity check of the message or if the NAS security functionality can be used.

5)
The old SGSN responds with a Context Response (context (e.g. IMSI, Authentication Quintets, bearer contexts, and Serving GW Address and TEID(s)), Subscription Data, RAI list) message. The PDN GW Address and TEID(s) is part of the Bearer Context. If the UE is not known in the old SGSN, the old SGSN responds with an appropriate error cause. RAI list is included if the old SGSN can apply “idle state signalling reduction” for the UE.
Editor’s note: It is FFS if the Subscription Data may be sent from the old MME in the Context Response message.

6)
The authentication functions are defined in clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7)
The new MME verifies whether the old Serving GW can continue to serve the UE. If not, it selects a new Serving GW as described in clause "Serving GW Selection Function". In this flow the Serving GW is not changed. The new MME constructs an MM context for the UE. The new MME sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID, ISR) message to the Serving GW. ISR indicates that “idle state signalling reductions” shall apply and the Serving GW shall maintain the SGSN related context information. 
8)
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.

The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID, ISSR) message to the new MME.

9)
The new MME sends an Update Location (MME Identity, IMSI) to the HSS.
10)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure.
11)
If the SGSN has not send an RAI list to the MME, the old SGSN removes the MM context. Otherwise, the contexts are removed when the Context Acknowledge is received and the new MME indicates that “idle state signalling reductions” applies for the UE. It also ensures that the MM context is kept in the old SGSN for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new ME. The old SGSN acknowledges with Cancel Location Ack (IMSI). 
12)
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME after the cancelling of old MM context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.

13)
The new MME validates the UE's presence in the (new) TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME sends a TAU Accept (S‑TMSI, TA list, RA list) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI. If the “active flag” is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. RA list is included if the MME decides to apply ISR. 
14)
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME. 
15)
The new MME sends a Context Acknowledge (ISR) message to the old SGSN. The old SGSN marks in its context that the information in the HSS are invalid. This ensures that the old SGSN updates the HSS if the UE initiates a TAU procedure back to the old SGSN. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old SGSN. The old SGSN shall continue as if the Identification and Context Request was never received. The new MME and the old SGSN store the signalling addresses of each other in their UE contexts if “idle state signalling reduction” applies for the UE.
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