3GPP SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Architecture — S2#58
S2-072419
25 - 29 June 2007
Orlando, USA
Source:

QUALCOMM Europe
Title:

IMEI checking 
Document for:

Approval
Agenda Item:

8.2.1
Work Item / Release:
SAES / Rel-8
1. Introduction
During 3GPP SA2 #57, it was agreed that SAE will support the same equipment identity (IMEI) checking functionalities as previous 3GPP systems. This paper follows up discussing basic aspects of IMEI checking.
2. Discussion
Having agreed that SAE shall support IMEI checking functionalities in an equivalent manner as 2G/3G, three options can be considered for the placement of such functionality
· RRC. This is not seen as desirable since inter-RAT events may interfere with an IMEI checking events. Additionally, it is noted that IMEI checking is a tool to e.g. enact barring of stolen terminals, collect statistics, and so on, in which case it would be preferable not to involve RRC in IMEI check procedures, since it would result in a distribution of the corresponding black-list to most or all eNB’s.
· NAS. No major drawbacks are found for this approach.
· IMS. This is not seen as desirable as situations may be possible where the IMS stack is loaded or reloaded at a second point in time e.g. by different personnel. Additionally, it is noted as use cases may easily exist where the IMS stack is located in a physically different device, e.g. a laptop where a LTE/SAE data card is plugged in. Thus, it would be preferable to keep the IMS stack and IMEI aspects separate.
It is therefore proposed to conclude that IMEI checking will take place at the NAS layer
3. Proposal
In light of the above discussion, it is proposed to agree that IMEI checking will take place at the NAS layer and add in TS 23.401 and TS 23.402 the text proposed in the annex
ANNEX: Text Proposals to TS 23.401 & TS 23.402
************ Start 1st text proposal *************


5.3.5
ME identity check procedure

The ME identity check procedure takes place at the MM layer.

************ End 1st text proposal *************



























