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1. Introduction

This paper discusses the principles of EPS bearer management and especially the TEID allocation principles for EPS bearers. 

The goal of the contribution is to introduce EPS bearer management principles that enable simple EPS bearer management in 23.401, while still optimizing the bearer establishment latency.

2. Bearer management triggers

2.1 Background

In 3GPP EPS a basic assumption has been that bearer management is network based. 
This should result into a small set of basic EPS bearer management signaling procedures with simple two-way handshakes between the PDN GW and the UE for the following procedures (currently described in section 5.4 of the TS 23.401)
· EPS Bearer Activation, 

· EPS Bearer Modification

· EPS Bearer Deactivation
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Figure 1. Basic Bearer management signalling flow. 

In Figure 1, the pink dots show the bearer activation messages where the UL TEIDs are sent. The blue dots show the messages where DL TEIDs are sent.

2.2 Triggers
Various mechanisms to trigger the bearer establishments from places different than the PDN GW or the PCC infrastructure have been proposed.

1. Bearer establishment during initial attach must be triggered by MME (after the UE triggers the initial attach itself).

2. A UE initiated request for QoS would require some triggering from the UE

3. Connecting the UE to a new PDN (beyond the first / current one) would require triggering from UE/MME

Also, some mechanisms to speed up the bearer establishment during the initial attach have been proposed.

2.3 Simplicity of TS 23.401
Assuming that it is desired to keep the basic principle of network controlled EPS bearer management, there are two basic ways to enable triggering of bearer establishment from other locations than the PDN GW:

1. Addition of separate “trigger message(s)” from the “triggering location” towards the PDN GW. This separate trigger message would then (if being authorized) trigger the regular network controlled two-way handshake bearer management procedure as they are already described in section 5.4 of TS 23.401.
 

2. Create special procedures for bearer management on a case by case basis 

· This seems to be the case at the moment, at least for the “bearer establishment within the initial attach”, as currently described in section 5.3.2 of TS 23.401.
Option 1 provides a simpler and cleaner way of doing EPS bearer management. 

In fact, we see that it is unnecessary to specify different types of bearer activation flows depending from where the trigger comes from. 

Having just a single generic network-initiated two-way handshake for bearer activation would keep TS 23.401 simple and future proof.

The gateway would then starts this two-way handshake procedure upon trigger from one of the following

· The PCC infrastructure, triggered by some network application

· Local policy in the GW itself

· The MME, the MME being itself triggered by the UE
3. Speed of Bearer Establishment

3.1 Early TEID
A key feature in the recent proposals for reducing the latency of the initial bearer establishment has been the idea to allocate the TEIDs for DL GTP traffic before the actual establishment of the EPS bearer is decided on at the PDN GW. 
In the following figure we illustrate how this latency optimized "advance TEID allocation" procedure (on the right-hand side) looks compared to a more generic procedure where a generic PDN GW originated bearer activation is reused (on the left). 
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Figure 2. “Normal” TEID allocation vs “Advance” TEID allocation  

3.2 Discussion of Early TEID allocation

For the UE/MME triggered case it can be seen that:

· the availability of the UL bearer is exactly the same in both cases

· the availability of the DL bearer is better in the optimized case

It can be expected that the first data packet to be sent over this new UE triggered bearer will be an uplink packet. E.g. if the UE starts to send UL data (DHCP request, DNS query etc) immediately after the establishment of the radio bearer, there is a slight possibility that the DL TEIDs are not available at PDN GW at the time when the first DL packet is received from the SGi  (e.g. DHCP or DNS response). 


This case could be solved simply with the PDN GW buffering or discarding the arrived DL data until the TEIDs are available. 


It is unclear whether this additional potential delay during initial attach is a valid concern requiring system optimizations.

Note that the proposed optimization is only valid for "non PDN GW initiated bearer management procedures". I.e. the optimization does solve e.g. a PCRF triggered bearer establishment although the same perceived latency problem (unavailability of DL TEIDs) may exist there as well. 
It should also be noted that this proposed early TEID allocation optimization for a UE initiated bearer activation, is only possible when the eNodeB understands that EPS bearers may be established triggered by a message transported from the UE, via the eNodeB, to the MME.

· In any case, it is impossible for the eNodeB to be sure whether an EPS bearer will be established or not as a consequence of the traversing UL NAS message. So sometimes the TEIDs would be allocated in vain.


· The eNodeB can not know if a single or multiple EPS bearers will be established (unless the specification limits the amount of bearers that can be activated with this optimized procedure to  one)


· The optimization may work only at initial attachment and may not work when the triggering NAS signaling is completely transparent to the eNodeB. I.e the optimization may not work in the following cases:

· UE initiated "default bearer" activation to another PDN after the initial attach


· UE initiated "dedicated bearer" activation
In practice the optimization is thus only valid at UE power-up or on situations similar to UE power-up. It is doubtful whether the possible gains from this optimization are significant e.g. compared to the anyway existing authentication and subscriber data retrieval delay.
Introduction of the optimized procedure blurs the EPS bearer activation principles: in the optimized procedure some bearer resources (TEIDs and related DL buffering capabilities within EPS nodes) are reserved before a decision to establish the bearer is even done. 
This will essentially create two different mechanisms for EPS bearer activation ("UE initiated bearer activation" and "PDN GW initiated bearer activation"). 

3.3. Alternative optimizations of basic PDN GW Initiated Bearer Activation procedure

If the access bearer availability latency is considered to be a real concern there may be other, simpler, possibilities by which the speed of the already existing bearer activation procedure can be enhanced. This would keep the EPS bearer management simple. 

Optimization possibilities:

1. DL TEID management could be done by the PGW for the SGW and by the SGW for the eNodeB. In this case the DL TEIDs could be allocated at the same time and at a same place as the UL TEIDs for any given reference point. The drawback of this solution is that the TEIDs would have to contain a globally unique Node IDs. 
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Figure 3. Possible TEID allocation optimization 1.  Non optimized case in left, optimized case at right.

2. The Bearer Activation procedure could be changed to be acknowledged in a hop-by-hop fashion. The hop by hop acknowledgement could be either additional acknowledgement just for TEID allocation or replace the full 2-way handshake acknowledgement completely.

This possibility is further described below:
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Figure 4. Possible TEID allocation optimization 2.  Non optimized case in left, optimized case at right.

In the rightmost figure the current bearer management procedure triggered by the UE is modified so that instead of doing a full roundtrip type of two-way handshake, the acknowledgement part of the handshake is done in a hop-by-hop fashion. This allows for earlier availability of the DL TEIDs at the SGW and the PGW.
In the above hop-by-hop style bearer activation, the SGW and eNodeB nodes would acknowledge the bearer activation (and allocates the DL TEID) when the bearer activation passes through the EPS node. In this approach it is possible that the bearer activation fails e.g. at eNodeB or UE, after e.g. SGW has already acknowledged the bearer activation to PGW.

If the bearer activation fails after an EPS node has already completed its part of the hop-by-hop bearer activation, a separate procedure would be required to trigger the PDN GW to deactivate the partly established EPS bearer from the EPS system. This type of "EPS Bearer deactivation trigger" functionality is however needed anyway in the EPS system, since it must be possible to trigger deactivation of an already established EPS bearer at any time, e.g. due to local congestion/failure at any EPS user plane node. The same procedure could be used also to deactivate a partly activated bearer.

Another possibility to handle the unsuccessful cases would be to have double acknowledgement for the bearer activation. First hop-by-hop acknowledgement allocating the TEIDs and then a Bearer activation Complete acknowledgement when the resources are established.
4. Proposal

It is proposed to endorse the following EPS bearer management principles:

1. The EPS should have a single set of EPS bearer management procedures: 

· EPS bearer activation, 

· EPS bearer modification (with or without QoS change) and 

· EPS bearer deactivation

2. These EPS bearer management procedures are always initiated from the PDN GW 

3. The gateway may start this two-way handshake procedure upon trigger from one of the following
· The PCC infrastructure, triggered by some network application

· Local policy in the GW itself

· The MME, the MME being itself triggered by the UE

4. If the faster availability of the DL access bearer is a concern, the PDN GW initiated bearer management procedures (at least the Bearer Activation) may be acknowledged in a hop-by-hop fashion as illustrated in Section 3.3. In such a case, if any EPS node has to release an EPS bearer which is already partly activated (e.g. eNodeB due to radio reasons) a separate procedure for such a deactivation should be specified

It should be discussed whether any optimization related to point 4 is required.

The Annex A provides a related P-CR providing the necessary changes to TS 23.401 according to the above principles 1, 2 and 3. The need to implement the principle 4 is left for further discussion within SA2. 

Annex A

************************ FIRST CHANGE START ******************************
5.3.2
Attach procedure
A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the EPS is enabled by establishing at least one EPS bearer during Network Attachment. The Attach procedure may trigger one or multiple Dedicated Bearer Establishment procedures to establish dedicated EPS bearer(s) for that UE.
Editor's note: The specific triggers for the Dedicated Bearer Activation procedure(s), i.e. the initial step(s) of the procedure, are FFS in this case.


[image: image9.emf] 

3. Identification Request  

1 .  Attach  Request  

new MME   old MME  

Serving  GW   PCRF  

HSS  

3. Identificat ion Response  

PDN  GW  

2 .  Attach  Request  

eNodeB    UE  

4. Identity Reques t  

4. Identity Response  

12. Bearer Request  

5. Authentication   

7 . Update Location  

8 . Cancel Location  

1 1 . Update Location Ack  

8 .  Cancel Location Ack  

9 . Delete Bearer Request  

9 . Delete Bearer Response  

1 7 c  .  S1 - AP: Initial Context Setup Req    

First Uplink  Data  

13. Bearer Request  

15.    Create EPS Bearer Request  

6. Delete Bearer Response  

6. Delete Bearer Request  

10. Insert Subscriber Data  

10. Insert Subscriber Dat a Ack.  

14. PCRF Interaction  

19 .  Radio Bearer establishment response  

18 .  Radio Bearer establishment request  

20 .    S1 - AP: Initial Context Setup Response  

21.  Create  EPS bearer Resp onse    

First Downlink  Data  

22.  Create  EPS bearer  Resp onse    

16 .    Create EPS Bearer Request  


Figure 5.3.2-1: Attach Procedure
1)
The UE initiates the Attach procedure by the transmission an Attach Request (IMSI or S‑TMSI and old TAI, Selected Network) message to the eNodeB. IMSI shall be included if the UE does not have a valid S‑TMSI available. If the UE has a valid S-TMSI, S-TMSI and the old TAI associated with S-TMSI shall be included. Selected Network indicates the network that is selected.

Editor's note:
It's FFS whether the APN information is provided by the UE.
2)
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause "MME selection function". The eNodeB forwards the Attach Request message together with an indication of the Cell Global Identity of the cell from where it received the message to the new MME.

Editor's note:
It's FFS whether the eNodeB will provide the TEID to the MME in this step.
3)
If the UE identifies itself with S-TMSI and the MME has changed since detach, the new MME sends an Identification Request (S-TMSI, old TAI) to the old MME to request the IMSI. The old MME responds with Identification Response (IMSI, Authentication Quintets). If the UE is not known in the old MME, the old MME responds with an appropriate error cause. 
4)
If the UE is unknown in both the old and new MME, the MME sends an Identity Request to the UE to request the IMSI. The UE responds with Identity Response (IMSI).

5)
If no UE context for the UE exists anywhere in the network, authentication is mandatory. The authentication functions are defined in clause x.x.

6)
If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request messages to the GWs involved. The GWs acknowledge with Delete Bearer Response message.
Editor's note: The concept of bearer context needs to be defined.

7)
If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS.

8)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.

9)
If there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Request messages to the GWs involved. The GWs return Delete Bearer Response message to the MME.
Editor's note:
It's FFS which flow triggers the Delete Bearer Request messages.
10)
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the Attach Request with an appropriate cause, and may return an Insert Subscriber Data Ack message to the HSS. If subscription checking fails for other reasons, the MME rejects the Attach Request with an appropriate cause and returns an Insert Subscriber Data Ack message to the HSS including an error cause. If all checks are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
11)
The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. If the Update Location is rejected by the HSS, the MME rejects the Attach Request from the UE with an appropriate cause.

Editor's note: further considerations on subscription data handling needed, e.g. if transferred between MMEs, if insertion by separated procedure from HSS necessary or if Steps 9 and 10 can be combined as one message.
12)
The MME selects a Serving GW as described under "GW Selection Function" and sends a Bearer Request (IMSI, MME Context ID) message to the selected Serving GW. 

13)
The Serving GW sends a Bearer Request (IMSI) message to the PDN GW.

Editor’s Note: It's FFS which entity will select the PDN GW. 

Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.
14)
The PDN GW may interact with the PCRF to get the default PCC rules for the UE if PCRF is applied in the network.

Editor's note:
It is FFS which kind of information will be provided by the PCRF. 
15)
The PDN GW starts Bearer activation towards the UE (As specified in section 5.4.1). PDN GW sends Create EPS Bearer Request (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address) message to the Serving GW. PDN Address is included if the PDN GW allocated a PDN address.

Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.

16)
The Serving GW  creates a new entry in its EPS Bearer table and sends a Create EPS Bearer Request (PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the MME. 
17)
The MME sends an S1-AP Initial Context Setup Request  to the eNodeB. This message encapsulates the NAS message Attach Accept (S-TMSI, PDN address, TA List). S-TMSI is included if the MME allocates a new S-TMSI. This S1 control message also includes the security context for the UE and QoS information needed to set up the radio bearer, as well as the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane. The PDN address assigned to the UE is included in this message.
18)
The eNodeB sends Radio Bearer Establishment Request to the UE and the Attach Accept Message (S-TMSI, PDN address, TA List) will be sent along to the UE.
19)
The UE sends the Radio Bearer Establishment Response (FFS) to the eNodeB. In this message, the Attach Complete Message will be included.

20)
The eNodeB will forward the Attach Complete message to the MME. On the S1_MME reference point, this message is contained in an S1_MME control message Initial Context Setup Complete. This S1 control message also includes the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point. 

After the Attach Accept message, the UE can then send uplink packets towards the eNodeB which will then be tunnelled to the Serving GW and PDN GW.
21)
The MME sends an Create EPS Bearer Response (eNodeB address, eNodeB TEID) message to the Serving GW. 

22)
The Serving GW sends a Create EPS Bearer Response (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane) message to the PDN GW.

NOTE:
After Step 13, the PDN GW may assign the PDN address to the UE or leave the PDN address unassigned. In some cases (e.g. non-integrated devices, such as Laptop), the UE PDN address may need to be assigned after the completion of attach procedure (e.g. via DHCP). 

Editor's Note: It's FFS how the EPS knows which type of PDN address to use.

************************ FIRST CHANGE END ******************************
************************ 2ND CHANGE START ******************************

5.4.1
Dedicated bearer activation

The dedicated bearer activation procedure for a GTP based S5/S8 is depicted in figure 5.4.1-1. In this procedure, the UE is assumed to be in active mode. 
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Figure 5.4.1-1. Dedicated Bearer Activation Procedure, UE in Active Mode

NOTE:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, steps 1, 2, 9 and 10 are FFS.
1) For GTP based S5/S8: Optionally, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. If the PCC architecture is not present, the PDN GW may apply a local QoS policy. 
2) For GTP based S5/S8: The PDN GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.6.2. The PDN GW sends a Create EPS Bearer Request message (Bearer QoS, UL TFT, S5/S8 TEID) to the Serving GW. 

Editor's note:
The identifier(s) used for bearer identification and linking with the default bearer is FFS.

3) The Serving GW sends the Create EPS Bearer Request (Bearer QoS, UL TFT, S1-TEID) message to the MME. 

4) The MME builds a Session Management Configuration IE including the UL TFT. The MME then signals the Bearer Setup Request (Bearer QoS, Session Management Configuration, S1-TEID) message to the eNodeB. If the eNodeBcontext for the UE doe not yet exist at eNodeB, MME uses S1-AP procedure: Initial Context Setup Request towards eNodeB.
5) The eNodeB maps the bearer QoS to the Radio Bearer QoS. It then signals a Radio Bearer Setup Request (Radio Bearer QoS, Session Management Configuration) message to the UE. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer. 

NOTE:
The details of the Radio Bearer QoS are specified by RAN2.
6) The UE NAS layer builds a Session Management Response IE. The UE then acknowledges the radio bearer activation to the eNodeB with a Radio Bearer Setup Response (Session Management Response) message. 

7) The eNodeB acknowledges the bearer activation to the MME with a Bearer Setup Response (S1-TEID, Session Management Response)  or Initial Context Setup Response message. The eNodeB indicates whether the requested Bearer QoS could be allocated or not. 

8) The MME acknowledges the bearer activation to the Serving GW by sending a Create EPS Bearer Response (S1-TEID) message. 

9) For GTP based S5/S8: The Serving GW acknowledges the bearer activation to the PDN GW by sending a Create EPS Bearer Response (S5/S8-TEID) message.

10) For GTP based S5/S8: If the EPS bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message. 

NOTE:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in 3GPP TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

************************ 2ND CHANGE END ******************************
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