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Abstract: This paper proposes that a number of different APN and NAI types are defined in EPS, so that connectivity to an appropriate PLMN is provided to connecting UEs.
1.  Introduction

In the context of EPS there are several different options for the UE for gaining IP connectivity. 
· When the UE attaches to the E-UTRAN, a PDN GW in the VPLMN or in the HPLMN can be allocated. 
· When the UE attaches to non-3GPP accesses, the picture is more complex: a PDN GW in HPLMN or in VPLMN can be assigned as for E-UTRAN, but a Trusted non-3GPP GW may also offer simple IP connectivity directly from the access system. 
· Moreover, similarly to PDG Release 7, an ePDG may offer direct connectivity to external PDNs.

When considering also mobility between 3GPP and non-3GPP accesses, the scenario gets even more complicated: 
· a PGW in HPLMN, a PGW in VPLMN or a SGW in VPLMN are, according to the current version of TS 23.402, possible Home Agents that can be allocated to the UE. 
· Moreover, the UE may connect to any of them either using PMIP over S2a/b or MIPv4 over S2a or MIPv6 over S2c and therefore the IP mobility protocol to be used must be selected based on several factors, including UE capability, operator’s policy, access network capability, and user profile. This is usually referred as the mobility mode selection issue.
Based on all these possible scenarios, it is clear that a mechanism to correctly identify the connectivity required for a UE is needed. This paper proposes to solve the problem by reusing existing 3GPP mechanisms; i.e. through the usage of APN and NAI decoration. 

The paper discusses also how the mobility mode selection issue can be translated into selection of the desired connectivity type. Based on this, the paper proposes to solve the mobility mode selection issue through APN and NAI decoration as done for the connectivity issue. 

2. Discussion

2.1. Connectivity Selection Principles
When a UE attaches to any access system (3GPP or non-3GPP) the access system should provide the UE with desired type of IP connectivity as required by the UE or based on the user’s profile. The mechanism used by both 3GPP and non-3GPP systems is to rely on an identifier provided by the UE or by the AAA/HSS system: this identifier is the APN for 3GPP accesses and an NAI for non-3GPP accesses. 
Typically the APN or NAI is being made available to the access network either by the UE itself during the access process or by the HSS/AAA system as part of the subscriber record during access authentication and authorization. The APN or NAI is then used for IP connectivity / PDN GW selection and therefore is used to provide the UE with the right connectivity for accessing the required services.
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Figure 1: Using APN/NAI to identify the desired connectivity (e.g. target PLMN)
2.2. Initial Mobility Mode Selection as Connectivity Selection
When network based mobility is used, the access network needs to be informed of the PDN GW towards which the network mobility signaling must be sent to. 
Therefore, to use network based mobility to connect to a given PLMN, the requested connectivity should be resolvable by the access network to a specific local or remote PDN gateway, in which case “Specific PLMN Connectivity” should be requested. 
When the gateway address is resolved, the access network responsibility is to connect the UE to that PDN gateway and keep the UE connected to the PDN gateway when the UE moves within the access system..
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Figure 2: Using APN/NAI to identify the need for network based mobility towards a PDN GW.

On the other hand, when host-based mobility is used, the access network can be unaware of the desired PLMN or PDN GW as the access network does not have an active role in the mobility management procedure. For this reason, for host based mobility the requested connectivity should point to a "Default Local Access Connectivity". 

The access network should then resolve this request into a default access-specific local gateway, thus providing IP connectivity with such local gateway. 
It is then up to the UE to trigger host based mobility procedures towards a PDNGW “on top” of the local IP connectivity. 
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Figure 3: Using APN/NAI to identify the need for local breakout and 
then using Host based mobility towards a PDN GW.

A third possible connectivity type - "Default Local PLMN Connectivity" - can be used to provide an anchor in the local PLMN. 
The access network should resolve this request into a default PDNGW in the local PLMN and provide UE with connectivity to that PDNGW. 
After that the UE may leverage VPLMN services (i.e. local breakout) and may trigger host based mobility procedures towards a further PDNGW on top of the local PLMN IP connectivity.
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Figure 4: Using APN/NAI to identify the need for network based mobility towards a V-PDNGW
and then using Host based mobility to connect towards a H-PDN GW.

2.3. Summary of Connectivity Types
When As a summary 3 different connectivity types should be possible to be requested from / indicated to the access network:
	Type
	Use case
	Reference

	A
	Default Local Access Connectivity
	Network-based mobility is not required beyond the access network
	Figure 3

	B
	Default Local PLMN Connectivity 
	Network-based mobility is desired towards a default local PDN GW
	Figure 4

	C
	Specific PLMN Connectivity 
	Network-based mobility is desired to be used all the way to the target PDN GW
	Figure 2


Table 1: Connectivity Types

2.4. Mobility Between Access Systems
This subsection discusses gateway selection aspects when mobility takes place between access systems.

When connectivity to a PDN GW has been established for a UE with network-based mobility (types B and C above), the UE should remain connected to the same PDN GW even when the UE moves between access systems.
This means that, for the cases B and C above (network-based mobility) each access system providing connectivity to an accessing UE should be able to know whether a PDN GW was already selected (e.g. while previously connected to another access system), so that the same PDN GW can be selected again. 

In order to do this, the EPS has to store a list of active PDN GWs for each connected UE and provide that list to the access system into which the UE is attaching,
On the other hand, when a default local access connectivity has been established for a UE (type A above), such a mechanism is not needed. In fact, for the case A, when the UE moves between access systems, a new local gateway - and thus a new IP address - is always allocated for that UE by the access system.

3. Conclusion
Based on the above discussion the following conclusions are summarized below

3.1 APN 
Two new "well known" APN names should be defined: 
· "Default Local Access Connectivity - APN"

· "Default Local PLMN Connectivity - APN"
Note that the "Default Local PLMN Connectivity - APN" would be similar to the well known Emergency-APN already defined
Note that there is no need for a “Specific PLMN Connectivity” APN name since APNs can already point to a given (pool of) gateways in a given PLMNs.
3.2 Subscription Profile

The Subscription profile should contain information of the allowed APNs for the subscriber. 
One APN could be marked as the default APN (or a wildcard APN can be indicated instead). 
The Subscriber profile should also indicate whether the subscriber is authorized for Default Local PLMN Connectivity or/and Default Local Access Connectivity.


3.3 Active PDNGW list

When a user is connected to a PDN GW within a PLMN (with type B and type C connectivity), the address of the PDN GW together with the APN from which the PDNGW was resolved, should be stored in the Active PDNGW List at the AAA/HSS. 
This is necessary in order to provide mobility management through a network-based approach. 
When the subscriber connects to a PDNGW with network based mobility the PDNGW should update it's address to the Active PDNGW List.

When the subscriber disconnects from a PDN GW to which it was previously connected with network based mobility, (i.e. the UE IP address is released), the PDN GW should trigger removal of it;s address from the Active PDN GW List. 

When the subscriber connects to an access network, the Active PDNGW List should be provided by the EPS network to the access network. 
Also, always when the list is updated, the updated list should also be pushed to the active access networks.
How this is done and where the list is stored is FFS.

Note that when type A connectivity (Default Local Access Connectivity) is used, nothing should be stored as network based mobility is not used to connect the UE with a PDNGW. 

If host based mobility is used to connect to a given PDNGW, then no support from access network is required to re-connect the UE to the same PDNGW in relation to inter access system mobility.
3.4. Connectivity Indication in Connection Request

When the UE connects to an Access system it should indicate what connectivity type it desires.  

For 3GPP accesses the desired connectivity can be communicated by the UE by including the APN to the "Connection Request" message. 
For Non 3GPP accesses it is proposed that the UE NAI identification is decorated with the APN information.

E.g.

NAIeps == user%APN_domain@home_domain

This can be decomposed to 

NAI == user@home_domain
APN == APN_domain

3.5. Access Network Operation

The access network should authorize the connection request against the authorized APNs in the retrieved Subscriber Profile. 


If authorized, and the desired APN is Local Access Connectivity APN, the access network should connect the UE to a local GW per local policy. Information of this selected local gateway should not be stored in the Active PDNGW list. This results in type A connectivity
If authorized, and the desired APN is pointing to a PDN GW, the access network should check if the provided APN is already associated with a specific PDN GW in the Active PDNGW List.
If it is, the access network should provide connectivity to the PDN GW address at the Active PDNGW List
If it is not, the access network should resolve the APN into a PD NGW and provide connectivity to the resolved PDNGW

4. Proposal

It is proposed to discuss the principles discussed in section 2 and 3 of this contribution. It is further proposed to add the following text about Connectivity Principles to the TS 23.402. 

*** Start of 1st Addition ***
4.7. Connectivity Principles 

An access systems utilized to providing connectivity to the EPC (as described in the present specification) can provide the following types of connectivity for the accessing UEs:

Type A: Default Local Access Connectivity
· in the case when network-based mobility is not required beyond the access network

Type B: Default Local PLMN Connectivity 

· in the case when network-based mobility is desired towards a default local PDNGW

Type C: Specific PLMN Connectivity 

· in the case when network-based mobility is desired to be used all the way to a specific PDNGW
The desired type of connectivity is indicated by the UE to the access network by the usage of APN. 

· For type A connectivity a well known APN: Default Local Access GW-APN is used

· For type B connectivity a well known APN: Default Local PLMN GW-APN is used

· For type C connectivity a regular APN resolvable by the access system to a specific PDNGW is used

For 3GPP accesses, the APN is provided as such.

For non 3GPP accesses the APN may be embedded in the NAI utilized to identify the accessing UE.

For type A connectivity, the access system resolves the request to a local gateway, thus providing IP connectivity within that access system.
For type B connectivity, the access system resolves the request to a default PDN GW in the local PLMN. Connectivity is provided through a network-based mobility protocol.

For type C connectivity, the access system uses 3GPP specified APN resolution mechanisms to resolve the PDN GW address. Connectivity is provided through a network-based mobility protocol.

Host based mobility management mechanisms may or may not be used on top of these different types of connectivity. The mechanisms by which UE makes decides whether to use host based mobility are FFS.

When a UE is connected to a PDN GW with network-based mobility (type B or type C connectivity), the corresponding PDN GW address and the APN from which the PDNGW was resolved are inserted in Active PDNGW list stored within the EPS AAA/HSS system.
The Active PDN GW List is made available by the EPC via AAA interfaces to each access network accessed by the UE. This list enables the access network to reconnect a UE connecting to a new access system to the same PDN GW where it was already connected via the previous access system in case network based mobility is used.

*** End of 1st addition ***
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