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1. Introduction
This contribution provides a P-CR to section 4 of TS 23.402 implementing the merger of S5/S8 IETF reference points with S2 family of reference points as discussed in contribution S2-072412. 

2. Proposal
It is proposed to update the section 4 of TS 23.402 according to the P-CR in Annex A of this contribution,
Annex A

*************************1st CHANGE  START *************************

4
Architecture Model and Concepts
<This section explains high-level architecture of EPS enhancements>
4.1
General Concepts

<This section explains high-level architecture of EPS enhancements>
The EPS shall support IETF based network-based mobility management mechanism (e.g., PMIP) and host-based mobility management mechanism (e.g., MIP) over S2 reference points. S2 reference points may be used for accessing Enhanced Packet Core (EPC) via 3GPP or non 3GPP IP access systems. S2 reference points may be non roaming or roaming reference points.

The mobility management procedures specified to handle mobility between 3GPP and non 3GPP accesses shall include mechanisms to minimize the handover latency due to authentication and authorization for network access. This applies to UEs either supporting simultaneous radio transmission capability or not supporting it.
4.2
Architecture Reference Model

4.2.1
Non-Roaming Architecture
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Figure 4.2.1-1: 23.402 based Non-Roaming Architecture for EPS.
Notes:
· (*) In case of untrusted IP Access the S2c shall traverse via PDG or ePDG
· Communication over S2c reference point may be carried over S2a or S2b reference points
This non-roaming architecture covers all the use cases where none of the utilized EPS nodes resides in the visited PLMN. Whether the  utilized non 3GPP access system is geographically in the same region as the entities of the home PLMN is irrelevant.
4.2.2
Roaming Architecture
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 Figure 4.2.2-2: 23.402 based Roaming Architecture for home routed connections with direct connectivity to HPLMN.

Notes:
· (*) In case of untrusted IP Access the S2c shall traverse via PDG or ePDG

· Communication over S2c reference point may be carried over S2a or S2b reference points


[image: image5.emf] 

vPCRF  

Untrusted    IP Access   

Trusted   Non 3GPP   IP Access  Nw  

Any*   IP Access  

HSS  

ePDG  

UE  

3GPP   AAA   proxy  

Wx  

S7  

S6c  

Wm*  

Wa*  

Ta*  

S2b  

S2a  

S2c  

Wn*  

Trusted   3GPP   IP Access  Nw**  

S2a  

hPCRF  

PDN  

Rx+  

SGi  

S7  

S9  

Wd*  

HPLMN  

V PLMN  &  associated    Non -  3GPP  accesses  

hPDNGW   (402)  

3GPP   AAA   server  

S2a  

*SGi  

vPDNGW   (402)  


Figure 4.2.2-3: 23.402 based Roaming Architecture for home routed connections with HPLMN connectivity via VPLMN.

Notes:
· (*) In case of untrusted IP Access the S2c shall traverse via PDG or ePDG

· Communication over S2c reference point may be carried over S2a or S2b reference points
· The SGi from vPDNGW is intended only for carrying communication related to a S2c reference point towards hPDNGW. 
· 

[image: image6.emf] 

vPCRF  

PDNGW   (402)  

Untrusted    IP Access   

Trusted   Non 3GPP   IP Access  Nw  

Any*   IP Access  

HSS  

ePDG  

UE  

PDN  

3GPP   AAA   proxy  

Wx  

Rx+  

SGi  

S7  

Wm*  

Wa*  

Ta*  

S2b  

S2a  

S2c  

Wn*  

**Trusted   3GPP   IP Access  Nw**  

hPCRF  

S9  

Wd*  

HPLMN  

V PLMN &  associated    Non -  3GPP  accesses  

S6d  

3GP P   AAA   server  

S2a  


Figure 4.2.2-4: 23.402 based Roaming Architecture for VPLMN routed connections.
Notes:
· (*) In case of Untrusted IP Access the S2c shall traverse via PDG or ePDG


4.3
High Level Functions

<This section explains the high level functions (eg charging, encryption) used for EPS enhancements>
4.4
Network Elements

<This section explains network elements of EPS enhancements and functions allocated to each network element>
4.4.1
Trusted 3GPP IP Access System
Trusted 3GPP IP Access system is a 3GPP specified access system providing IP connectivity for the UE. Such trusted 3GPP IP Access Systems are e.g. 
· the EPS system described in TS 23.401, 
· the GPRS/UMTS system described in TS 23,060 or 
· the Scenario 3 I-WLAN system described in TS 23.234.

4.4.2 
Trusted Non 3GPP IP Access System
Trusted Non 3GPP IP Access system is an access system specified outside of 3GPP providing IP connectivity for the UE. Such trusted Non 3GPP IP Access Systems may be e.g. 

· a 3GPP2 packet access systems, e.g. 1X and HRPD

· a WiMax access system 
4.4.3  
Untrusted IP Access System

Untrusted IP access system is an access system providing IP connectivity for the UE. Untrusted IP access system is not assumed to provide secure connectivity for the connecting UEs. Such untrusted IP access systems may be e,g.:

· Scenario 1 or 2 I-WLAN system

· Any arbitrary access system providing IP connectivity for the UE

4.4.4
PDN Gateway (402)








PDN GW (402) functions include user plane anchor for mobility between 3GPP access and non-3GPP IP access systems. a PDN Gateway (402) may reside in Visited PLMN, home PLMN or both. PDNGW(402) may collocate with Serving GW or/and PDNGW defined in TS 23.401.
4.5
Reference Points

4.5.1
List of Reference Points
The description of the reference points:

Editor's note:
Once the architecture diagrams are stable in this specification and in TS 23.401, the reference point names need to be updated to remove either the letters or only keep a number series, e.g. S6a replaced with Sn where there is only either a digit or a letter.
S1-MME, S1-U, S3, S4, S10, S11:
these are defined in [4].

S2a:
It provides the user plane with related control and mobility support between trusted IP access and the PDN Gateway (402). S2a may be used also between two PDNGWs(402). S2a may be used for roaming.
S2b:
It provides the user plane with related control and mobility support between ePDG and the PDN Gateway (402). S2b may be used for roaming.
S2c:
It provides the user plane with related control and mobility support between UE and the PDN Gateway (402). This reference point is implemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access. S2c may be used for roaming.


S6c:
It is the reference point between PDN Gateway in HPLMN and 3GPP AAA server for mobility related authentication if needed. This reference point may also be used to retrieve and request storage of mobility parameters.

S6d:
It is the reference point between Serving Gateway in VPLMN and 3GPP AAA Proxy for mobility related authentication if needed.  This reference point may also be used to retrieve and request storage of mobility parameters.
S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEF). The allocation of the PCEF is FFS.

S9: 
Indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN.
SGi: 
It is the reference point between the PDN Gateway  and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [5] are FFS. 

Ta*:
It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner.
Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [5] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signaling (transport of mobility parameters,  tunnel authentication and authorization data). Differences compared to Wm as defined in [5] are FFS.

Wn*:
This is the reference point between the  Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE initiated tunnel has to be forced towards ePDG. The existence of an entity corresponding to WAG in I-WLAN and its impact on Wn* is FFS.

Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [5] are FFS.

Usage of S6, S8 and S9 for providing visited network with static/dynamic policies is FFS.

It is FFS if the two depicted S7 interfaces are different or not.

S1 interface for E-UTRAN is the same for both the architectures.

Protocol assumption:

-
S2a interface and S2b interface are based on current or future IETF RFCs. S2a is based on Proxy Mobile IP. To enable access via Trusted Non 3GPP IP accesses that do not support PMIP, S2a also supports Client Mobile IPv4 FA mode. S2b is based on Proxy Mobile IP.

-
S2c is based on Client Mobile IP co-located mode. (The exact protocol decision is FFS)
-


The EPS shall allow the operator to configure a type of access (3GPP or non-3GPP) as the "home link" for Client Mobile IP purposes.















4.6
Aspects of QoS Concepts for non-3GPP accesses

<This section explains additions to QoS concepts in TS 23.401 that are relevant to non-3GPP accesses>
*************************1st CHANGE  END *************************
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