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1 Introduction

In this contribution, the supporting companies propose an architecture and functional split for the handling of local breakout traffic that is common for a GTP-based EPS and an IETF-based EPS. 

2 Discussion

2.1 Proposed SA2 Working Assumptions
1. Local breakout is realized only via a P-GW in the VPLMN. No requirements related to the control of local breakout traffic are put on the S-GW or a non-3GPP-access network node.

2.2 Architecture Figures for TS 23.401 and TS 23.402
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Figure 1:
Roaming Architecture for 3GPP Accesses, Local Breakout traffic, Visited Services
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Figure 2:
Roaming Architecture for non-3GPP Accesses, Local Breakout Traffic, Visited Services
2.3 Options for Controlling Local Breakout traffic from the HPLMN
There are multiple alternatives of applying HPLMN control over the LBO traffic of roaming subscribers:
· S9 with static rules: 
In this option there is an S9 interface between the vPCRF and the HPLMN that is used to download roaming policies for the user at default bearer establishment time. It is still the vPCRF making the decision but different policies can be applied to different roaming subscribers. This way the HPLMN can differentiate the roaming service among its customers.
· S9 with dynamic rules: 
In this option each time a policy decision needs to be made the vPCRF dynamically contacts the hPCRF. The hPCRF makes a decision and sends it back to the vPCRF, which can then adjust the decision to local policies (all in accordance with the roaming agreement). This way the HPLMN can have fine grained control over the services received by its roaming customers.
· No S9:
In this option there is no S9 interface between the vPCRF and the HPLMN. The vPCRF makes policy decision based on statically configured roaming policies that are derived from the roaming agreements by the VPLMN.
The supporting companies propose that SA2 first agrees on the requirements for controlling local breakout traffic from the HPLMN in Rel-8, and then seeks agreement on which of the above options would be applicable to satisfy those Rel-8 requirements.
2.4 Motivation
1. Reduce OPEX due to keeping PCEF functionality (“service awareness”) centralized in few network nodes as opposed to distributing it among many nodes throughout a PLMN

2. Reduce CAPEX due to a single architecture and functional allocation that is common between a GTP-based EPS and an IETF-based EPS
3 Conclusions
The supporting companies propose that the working assumptions provided in Section ‎2.1 are agreed within SA2 and documented in TS 23.401 and TS 23.402. If agreeable the supporting companies are happy to provide an initial P‑CR.
The control of local breakout traffic from the HPLMN in Rel-8 should be a subject for further discussions within SA2. To achieve agreement the supporting companies propose that SA2 first agrees on the requirements. 
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