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Abstract of the contribution: This paper proposes information flows enabling mobility and service continuity between 3GPP access networks and I-WLAN. They are based on the architecture proposed in S2-072211.

1. Introduction 

In S2-072211 [1] an architecture supporting mobility and service continuity between pre-SAE 3GPP access networks and I-WLAN, based on DSMIPv6 [4], is proposed. This paper presents the information flows for initial attach in GPRS and I-WLAN as well as for handover in both directions.
The general characteristics and advantages of this solution are also listed.

2. Discussion
2.1 Initial Attachment in I-WLAN and Subsequent Handover to GPRS

The information flow for initial attachment in I-WLAN and subsequent handover to GPRS is shown in fig. 1 for the non-roaming case (HSS and 3GPP AAA server are left out for simplicity).
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Figure 1: Information Flow for Initial Attach in I-WLAN and Subsequent Handover to GPRS (non-roaming case)
The following steps are performed:

(1) I-WLAN attachment and IPSec tunnel setup is executed according to TS 23.234 and TS 33.234. As a prerequisite a local IP address has been assigned by the WLAN access network to the UE. This step includes selection of a PDG via resolution of the W-APN. 
(2) The result is an established IPSec tunnel between UE and PDG, and an IP address from the PDG’s range is assigned to the UE (Remote IP address). Dynamic IP address assignment shall be used.
(3) A security association is setup between MN and the HA, based IKEv2. The HA assigns a HoA to the UE and delivers it in the configuration payload of the corresponding IKEv2 signalling. The method by which HA is known to the UE is left FFS.
(4) A DSMIPv6 Binding Update (BU) message is sent to the HA, where the Remote IP address is used as the CoA. The HA authenticates the BU message, creates an entry in its binding cache and sends a Binding Acknowledgement (BA) back to the UE.
(5) The result is a DSMIPv6 tunnel between UE and HA (inside the IPSec tunnel between UE and PDG), and UE is now able to transfer data.

(6) The dual mode UE when having GPRS coverage, may then decide to attach to the GPRS network using standard GPRS procedures according TS 23.060, and to establish a PDP context. It includes selection of a GGSN and assignment of an IP address to the UE (another Remote IP address for the GPRS domain). The GGSN allocates a suitable Remote IP address from its own range. Dynamic IP address assignment shall be used.

(7) GPRS connectivity (GTP tunnel and GERAN/UTRAN radio connection) is finally established and the UE may transfer data in uplink direction via this access.

(8)  Another DSMIPv6 BU message for the previously assigned HoA is sent to the HA, where the Remote IP address from the GPRS access is used as the CoA. The HA authenticates the BU message, modifies the entry in its binding cache and sends a BA back to the UE.
(9) As a result the DSMIPv6 tunnel is modified, and it is inside the GPRS tunnel and GERAN/UTRAN radio connection between UE and GGSN.
Note: On this level of detail the roaming cases (both PDG and GGSN in VPLMN or both in HPLMN) show no difference and are thus not shown. A roaming scenario with PDG in VPLMN and GGSN in HPLMN, or vice versa, is theoretically possible but seems impractical and is therefore not considered.
2.2 Initial Attachment in GPRS and Subsequent Handover to I-WLAN
The information flow for this case is shown in fig. 2. It is quite similar (or rather mirrored) to the above case, as some symmetry is observed between I-WLAN and GPRS access. The steps thus do not need further textual explanation.
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Figure 2: Information Flow for Initial Attach in GPRS and subsequent Handover to I-WLAN (non-roaming case)
2.3 Characteristics of this Solution
The selection procedures for GGSN and PDG are unchanged. Specific configuration of APNs may optimize the procedures.
Note that both the IPSec tunnel in I-WLAN and the GPRS PDP context serve as a “virtual” layer 2 between UE and PDG, ores. UE and GGSN. In both cases dedicated signalling is performed, which obsoletes any Router Solicitation/Advertisement messages. 
In I-WLAN the UE has to handle three IP addresses (local, remote and home address) and store the HA address. 
The procedure can easily be extended for multiple tunnels. If in I-WLAN multiple IPSec tunnels were established prior to handover to GPRS (corresponding to multiple HoA’s) they shall be mapped one by one to primary PDP contexts. If several secondary PDP contexts in the GPRS access were established prior to handover to I-WLAN in the simplest case they may be mapped to one IPSec tunnel, but it would then not allow to continue with differentiated QoS handling in the I-WLAN case. Alternative solutions are FFS. 

This solution works for IPv4 only and IPv6 only networks, if the HA is DS capable and I-WLAN and GPRS IP connectivity access networks (IPCAN) support the corresponding IP version. MIP signalling and tunnelling is then performed according to [2] or [3]. It works also in case an IPCAN supports only IPv4 addressing and an IPv6 HoA is required; MIP signalling and tunnelling is then performed according to [4]. 
The solution has minimal impact on UEs: UE’s need only a DSMIP client, and the logic for initiating and finalizing the handover. 
This solution does not have any impact the existing PDG and GGSN functionality and the existing procedures within I-WLAN and GPRS, i.e., legacy GGSN and PDG implementations can be used. 

3. Proposal

It is proposed to add the description of these message flows (sections 2.1 to 2.4) to section 6.2 of TR 23.827 and references as follows:

Start of First Change 

References

…

[1]
3GPP TS 22. 234: Requirements on 3GPP system to Wireless Local Area Network (WLAN) interworking; Stage 1

[2]
3GPP TS 23. 234: 3GPP system to Wireless Local Area Network (WLAN) interworking; System description; Stage 2
 [xx] H. Soliman (ed.), "Mobile IPv6 support for dual stack Hosts and Routers (DSMIPv6)", draft-ietf-mip6-nemo-v4traversal-04, March 2007
[yy] A. Patel et al., “Authentication Protocol for Mobile IPv6”, RFC 4285
End of First Change 

Start of Second Change 

6.2
The Solutions

6.2.1 
Alternative A
…
6.2.2 
Alternative B

6.2.2.1 The Architecture 
…
6.2.2.2 Initial Attachment in I-WLAN and Subsequent Handover to GPRS

The information flow for initial attachment in I-WLAN and subsequent handover to GPRS is shown in figure 6.2.x for the non-roaming case (HSS and 3GPP AAA server are left out for simplicity).
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Figure 6.2.x: Information Flow for Initial Attach in I-WLAN and Subsequent Handover to GPRS (non-roaming case)
The following steps are performed:

(1) I-WLAN attachment and IPSec tunnel setup is executed according to TS 23.234 and TS 33.234. As a prerequisite a local IP address has been assigned by the WLAN access network to the UE. This step includes selection of a PDG via resolution of the W-APN. 

(2) The result is an established IPSec tunnel between UE and PDG, and an IP address from the PDG’s range is assigned to the UE (Remote IP address). Dynamic IP address assignment shall be used.
(3) A security association is setup between MN and the HA, based on IKEv2. The HA assigns a HoA to the UE and delivers it in the configuration payload of the corresponding IKEv2 signalling. The method by which HA is known to the UE is left FFS.

(4) A DSMIPv6 [xx] Binding Update (BU) message is sent to the HA, where the Remote IP address is used as the CoA. The HA authenticates the BU message,  creates an entry in its binding cache and sends a Binding Acknowledgement (BA) back to the UE.
Editor’s note: The use of IETF RFC 4285 [yy] is FFS. When it is used the procedure will be different

(5) The result is a DSMIPv6 tunnel between UE and HA (inside the IPSec tunnel between UE and PDG), and UE is now able to transfer data.

(6) The dual mode UE when having GPRS coverage, may then decide to attach to the GPRS network using standard GPRS procedures according TS 23.060, and to establish a PDP context. It includes selection of a GGSN and assignment of an IP address to the UE (another Remote IP address for the GPRS domain). The GGSN allocates a suitable Remote IP address from its own range. Dynamic IP address assignment shall be used.

(7) GPRS connectivity (GTP tunnel and GERAN/UTRAN radio connection) is finally established and the UE may transfer data in uplink direction via this access.

(8)  Another DSMIPv6 BU message for the previously assigned HoA is sent to the HA, where the Remote IP address from the GPRS access is used as the CoA. The HA authenticates the BU message, modifies the entry in its binding cache and sends a BA back to the UE.

(9) As a result the DSMIPv6 tunnel is modified, and it is inside the GPRS tunnel and GERAN/UTRAN radio connection between UE and GGSN.

Note: On this level of detail the roaming cases (both PDG and GGSN in VPLMN or both in HPLMN) show no difference and are thus not shown. A roaming scenario with PDG in VPLMN and GGSN in HPLMN, or vice versa, is theoretically possible but seems impractical and is therefore not considered.
6.2.2.3 Initial Attachment in GPRS and Subsequent Handover to I-WLAN
The information flow for this case is shown in figure 6.2.y. It is quite similar (or rather mirrored) to the above case, as some symmetry is observed between I-WLAN and GPRS access. The steps thus do not need further textual explanation.


[image: image4]
Figure 6.2.y: Information Flow for Initial Attach in GPRS and subsequent Handover to I-WLAN (non-roaming case)
End of Second Change 
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