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Abstract of the contribution:

This paper defines the call flows for handover between 3GPP (EUTRA) and non-3GPP Access Systems over the S2a and S5 (PMIP6) reference points. Since S2a reference point allows both PMIP6 and CMIP4 operations, we address the CMIP4 over S2a case in this document. The PMIP6 case is defined in a separate document.

Introduction
The TS 23.402 includes specification for interworking non-3GPP access systems and SAE systems over S2 interfaces. An important aspect of the interworking specification is the description of the handover to and from SAE systems. In this contribution we propose call flows for handover scenarios using the S2a (CMIP4) and S5 (PMIP6) reference points.

Proposal

The following is proposed to be added to the TR 23.402:

**** Start of 1st set of changes ****

5.6.1.3 Non-3GPP CMIP4 over S2a to 3GPP Handover with PMIP6 over S5 in Non-Roaming Scenario
In this scenario, the session starts in non-3GPP access system using CMIP4 over S2a in a non roaming scenario. Subsequently, the session hands over to the 3GPP EUTRAN that uses PMIP6 over S5.

The call flow for this scenario is identical to that of 5.x assuming PMIP6 supports DSMIP6 extensions for IPv4 addressing.
5.6.1.4 3GPP PMIP6 over S5 to non-3GPP w/ CMIP4 over S2a Handover in Non-Roaming Scenario
In this scenario, the session starts in 3GPP access system using PMIP6 over S5. The session hands over to non-3GPP access system that uses CMIP4 over S2a.


[image: image1.emf]Old

MME

MME - EUTRAN

 Trusted 

Non-3GPP

IP Access

UE

2. UE discovers the non-

3GPP access system and 

initiates HO

PDN

GW

HSS/

AAA

5. RRQ

PCRF

Serving 

GW

1. PMIP6 Tunnel

3. Access Authentication (MN-NAI, PDN-GW)

9. CMIP Tunnel

3. Access Auth

4. AS/AA 

(FA-CoA)

5. AAA (Auth/Authz)

6. RRQ

7. AAA 

(Auth/Authz)

8. RRP (IP Addr)

8. RRP 

(IP Addr)


Figure 5.6.1.6-1. 3GPP S5 with PMIP6 to non-3GPP CMIP4 FA-CoA over S2a Handover
1) The UE uses a 3GPP access system. It has an IP address (IPv4) that is supported over S5 interface with PMIP6.
2) At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.

3) The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server in the SAE network authenticates and authorizes the UE for access in the non-3GPP system. The 3GPP AAA server sends PDN-GW information to the authenticator in the non-3GPP access system.

4) The non-3GPP access system is not PMIP6 capable, but it is setup to use CMIPv4 FA-CoA mode of operation. Therefore, the UE gets an Agent Advertisement with the FA-CoA address and other necessary fields (e.g. FA Challenge if necessary).
5) The UE sends a CMIPv4 RRQ message to the FA. This message may get authenticated and authorized at the FA.
6) The FA relayes the RRQ to the assigned PDN-GW address.

7) The PDN-GW may authenticate and authorize the RRQ.

8) Upon successful processing of the RRQ, the PDN-GW assigns the same IPv4 address that the UE used over 3GPP access (step 1) and replies back with an RRP. The FA relays the RRP back to the UE.
9) The UE continues with IP service using the same IPv4 address.

The bearer and session teardown in the previous access system is FFS.

**** End of 1st set of changes ****
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