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1. Introduction

One of the motivations of IMS Centralized Service is to allow Voice Call Continuity in case of active mid call service by centralizing the call states in IMS. This paper discusses the session identification issues in Mid Call service VCC scenario and potential solutions to the problem.
2. Discussion
2.1 Mid Call service VCC scenarios and problem descriptions
One of the mid call service scenario is multi call scenario with subsequent active call while call hold. Following figure illustrates the VCC scenario in mid call services.
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ICS User A has a hold call towards IMS user B and has initiated an active call towards IMS user C. DTF has two anchored SIP sessions and toggle the access leg session upon Domain Transfer request from UE while keeping the remote leg SIP session acting.
In order for DTF to find the corresponding SIP session to Re-INVITE or UPDATE with a new access leg connection address towards remote UE, there must be a mechanism to identify the target session to be transferred.  
2.2 Potential solutions
· Remote UE’s number
The target session is identified by combination of ICS UE’s number (A-party) and remote UE’s number (B-party or C-party). While this solution looks like the straight forward way, remote UE’s number may not be known to ICS UE when remote user subscribes to CLIR or OIR for incoming call. In addition, ICCP has to be always used to include both VDN and remote UE’s number to set up target access leg over CS access which prohibits the usage of CAMEL for call routing. 
· Call ID in SIP

The target session is identified by call ID in SIP session between ICCF or UE and DTF. When an ICS UE establishes a session over CS access, the call ID in SIP session towards DTF is delivered from ICCF to ICS UE using ICCP. While this solution looks like the natural way from SIP perspective, there is a risk that the call ID may be changed if B2BUA like ICBF or P-CSCF/IMS-ALG controlling NAT exists between ICS UE and DTF. In addition, ICCP has to be always used to include both VDN and call ID to set up target access leg over CS access which prohibits the usage of CAMEL for call routing. It should be also noted that call ID can be long to guarantee the global uniqueness which is problematic when ICCP-cs over USSD is used.
· Dynamic VDI/VDN

When an ICS UE establishes a session, the VDI/VDN is allocated and delivered per session dynamically from DTF towards ICS-UE. ICCP is used to delivery dynamic VDI/VDN from ICCF to ICS UE when a call is established over CS access. This solution has advantages that the same Domain Transfer request mechanism as VCC R7 can be used. This solution also makes CAMEL usage possible for call routing because no additional information than VDN is required. 
3. Conclusion
Solution analysis shows that dynamic VDI/VDN solution is the natural evolution from VCC R7 and works most reliably and efficiently with ICCP-CS and CAMEL call routing. We propose the dynamic VDI/VDN solution as the working assumption for further study on mid call VCC service support.
It’s a stage 3 issue to finally decide on the number / ID to be used to identify the individual call.

We also propose to add the following requirement to TR 23.892 section 6.1.7.2 ICCP functional requirements
( Begin 1st Change (
6.1.7.2
ICCP functional requirements 

-
The ICCP shall support an ICS capable UE to perform presentation services like OIP and TIP if needed to present SIP URI.

-
The ICCP shall support the mid-call handling capabilities, such as call hold, resume, etc.
-
The ICCP shall support an ICS capable UE if it’s necessary to identify and request the individual call for service execution, e.g. to identify the call to be transferred.
Note: Identity is necessary if the ICCF is not involved in the path over PS access.

Editor’s note: Whether or not additional ICCP functional requirements are needed for initial registration, re-registration and de-registration, for call initiation, for domain transfer and for call identification is FFS..
(  End 1st Change (
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