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1. Overall Description:

An IMS Centralized Services (ICS) user is capable of receiving IMS services via the CS access even if it is not registered in IMS over the IP-CAN. During the study on ICS, it has become apparent that there may be a need for an ICS UE to register into IMS via CS-access so that the user is able to receive services in a consistent manner like when it is registered normally in IMS via an IP-CAN. If the ICS UE attempts to access services via CS access when not registered in IMS, there is a possibility that the same service experience may be not be presented to the user, for example when unregistered iFC configuration for the ICS user in IMS is different from registered iFC configuration. A Trusted Registration by a network element on behalf of the ICS subscriber upon CS Registration is required to alleviate this issue.
SA2 recognises that Trusted Registration has not been standardized in 3GPP. SA2 also understand the concerns related to authentication/security associated with definition of such procedures and realize that the definition of a framework to allow Trusted Registrations from Application Servers in general may be a task of significant undertaking due to the related issues. However, the case of a home Application Server performing Trusted Registration in IMS for a user who has been authenticated in a trusted CS network, is quite different, and it is very well possible to define procedures for the same without much difficulty. 

In the attached document, SA2 proposes two solutions that could be considered for Trusted Registration performed by a Remote User Agent (RUA) function of a home Application Server, IMS CS Control Function (ICCF) for ICS users after they have been successfully authenticated in the CS domain: 1) Registration using IMS AKA in TS 33.203/TS 24.229; 2) Registration based upon similar procedures as specified in Early IMS security in TR 33.978. 
SA2 recommends the use of 2) Registration based upon similar procedures to that specified in Early IMS security in TR 33.978.

SA2 would like SA3 to check its assumptions are correct for the ability to support a Trusted Registration as detailed in the attached and would like SA3 to perform a full security review of the recommended SA2 solution.
2. Actions:

To SA3 group.

ACTION: 
SA2 kindly asks SA3 to check its assumptions for the support of Trusted Registration and asks SA3 to perform a full security review of its recommended solution as documented in the attachment.
3. Date of Next TSG-SA2 Meetings:
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