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Introduction
It was also a common view that the UE may have several SAE Bearers at one time. It should be possible for the SAE entities to uniquely identify one SAE Bearer during the bearer management by using an SAE Bearer identity. This contribution proposes to use a SAE Bearer ID to identify the SAE bearer.
Discussion

In UMTS the NSAPI is used to uniquely identify one PDP context and the related RAB (RABID=NSAIP) of the user. It is very flexible for the UE, RNC, SGSN and the GGSN to manage the UMTS bearer by using the NSAPI. So it is reasonable that there should be also the similar SAE bearer identity to uniquely identify the SAE bearers of one UE in the whole SAE system. The reason is in SAE the UE can use several SAE bearers concurrently. It should be possible for the SAE entity to manage some of these SAE bearers. The following is the use cases of the SAE bearer identity we foreseen.

1. If the UE needs to send uplink data it triggers the Serving Request procedure. There is no problem because it is an assumption that all of the existing SAE bearers (including the default and pre-established dedicated SAE bearers) of the UE are activated. Whether a subset of the existing SAE bearers to be activated is FFS. If there is a need to activate a subset of existing bearer then the MME has to identify which SAE bearers need to be activated in the Update SAE bearer procedure to the Serving SAE GW. 
2. Assume the IDLE mode termination point is Serving SAE GW (FFS). In LTE IDLE state once the Serving SAE GW receives downlink data in one existing SAE Bearer, it has to tell the MME from which SAE bearer it receives the downlink data and the MME need to re-establish such SAE bearer. 

3. It is FFS whether the UE allow to initiate SAE dedicated bearer management. If it is allowed then the UE need to identify which bearer it needs to update or delete in the related NAS signalling. 

4. In case of inter RAT relocation within 3GPP, the system should provide some mapping between the NSAPI used in the UMTS and the SAE Bearer Identity in the SAE.
From the discussion above it can concluded that the SAE bearer identity is very useful in SAE. One possible solution of SAE Bearer Identity is to use the user plane TEID. However this solution is useless in the NAS signalling. As the uplink TEID in the Serving SAE GW may be release in LTE-IDLE state (FFS), it is impossible for the MME to use such TEID to identify the SAE bearer in the Serving SAE GW.

Therefore it is proposed to use the SAE Bearer Identity to uniquely identify one SAE bearer in the SAE system. The allocation of SAE bearer identity is FFS.  

Conclusion

In some cases the user plane TEID cannot be used for identifying the SAE bearer. It is propose to use the SAE bearer identity to uniquely identify the SAE bearer. However the SAE bearer identity assignment is FFS.
Proposal

It is proposed to discuss the usage of SAE bearer Identification to uniquely identify the SAE bearer. Some changes on the call flows are provided in other contributions from ZTE.
3GPP

SA WG2 TD


