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1. Introduction

This contribution studies the current "integrated” LTE Attach and Default Bearer Establishment procedure in TS 23.401 and compares them with the simultaneous execution of separate “LTE Attach” and “Bearer Establishment” procedures.
The contribution proposes to reuse the “regular” Bearer Establishment procedure also for the case of default bearer activation at attachment.   

2. Discussion

The current "integrated" LTE Attach flow incorporates the default bearer establishment signaling. 
As discussed in contribution [05b], the default bearer establishment may also be executed separately from the LTE attach.  
For the cases where this is required, contribution [05b] discusses how the “regular” Bearer Establishment signaling flow can be reused.

The “integrated” LTE Attach & Default Bearer Establishment flow is depicted in figure 1. This signaling flow can be summarized as follows:

· Steps 1-11 are related to the LTE attach function

· Steps 12-16 and 21-22 are needed for the “default bearer establishment” functions

· Steps 17-20 are needed for both the ”attach” and the ”default bearer establishment” functions

In figure 1, the additional messages shown with red color show how a “regular” Bearer Establishment would operate if it was “superimposed” to the Attach flow.
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Legend
· Black arrows: existing “integrated” attach + default bearer procedure

· Red arrows: dedicated bearer procedure

From the picture, it can be seen that reusing the Bearer Establishment procedure also for the “default bearer activation” function would practically result into the same overall signaling flow as in the current “integrated” procedure. 
We also note that the reuse of the “ordinary” Bearer Establishment procedure also for the “default bearer activation” at attachment would:
· remove the need for two separate procedures for the “default bearer” and the “dedicated bearer” management 
· remove the need for attach-specific bearer management messages 15, 16, 21 and 22
· align the ”attach-related” Default Bearer Establishment signalling flow with the “attach decoupled” Default Bearer Establishment 
· simplify the handling of unsuccessful and erroneous cases, e.g.:
· handling of attach error cases similar to TRAU

· the handling of Default Bearer Establishment error cases would be similar to any bearer establishment
Additionally, reusing the “ordinary” Bearer Establishment procedure would provide exactly the same latency for the default bearer establishment during attach, as the current “integrated” procedure; thus no drawbacks exist from the latency point of view.
Finally, we note that it was generally considered that an advantage of such “integrated” procedure was the possibility to “piggyback” the NAS information related to the Attach and to the Default Bearer Establishment on the same signaling messages over the air (steps 17-20). 
We consider this an optimization that can certainly be retained also in case an “ordinary” bearer establishment is used as attach, as proposed by this contribution.
3. Proposal

It is proposed that the current TS 23.401 signaling flows are updated according to the principles introduced in section 2 of this contribution: 
· The Dedicated Bearer management flows are generalized to be applicable for both the “default” and “dedicated” bearers, i.e. generic “Bearer Establishment” flows
· The steps for the default bearer establishment within the current Attach signaling flow are replaced with the corresponding steps from the existing Bearer Establishment flow

The proposed changes to TS 23.401 are shown in Annex A of this contribution:

************ Start – First Modification to 23.401 ************* 
5.3.2
Attach procedure
A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the SAE system is enabled by establishing a default SAE bearer during Network Attachment.
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Figure 5.3.2-1: Attach Procedure
1)
The UE initiates the Attach procedure by the transmission an Attach Request (IMSI or S‑TMSI and old TAI, Selected Network) message to the eNodeB. IMSI shall be included if the UE does not have a valid S‑TMSI available. If the UE has a valid S-TMSI, S-TMSI and the old TAI associated with S-TMSI shall be included. Selected Network indicates the network that is selected.

NOTE:
It's FFS whether the APN information is provided by the UE.
2)
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause "MME selection function". The eNodeB forwards the Attach Request message together with an indication of the Cell Global Identity of the cell from where it received the message to the new MME.

NOTE:
It's FFS whether the eNodeB will provide the TEID to the MME in this step.
3)
If the UE identifies itself with S-TMSI and the MME has changed since detach, the new MME sends an Identification Request (S-TMSI, old TAI) to the old MME to request the IMSI. The old MME responds with Identification Response (IMSI, Authentication Quintets). If the UE is not known in the old MME, the old MME responds with an appropriate error cause. 
4)
If the UE is unknown in both the old and new MME, the MME sends an Identity Request to the UE to request the IMSI. The UE responds with Identity Response (IMSI).

5)
If no UE context for the UE exists anywhere in the network, authentication is mandatory. The authentication functions are defined in clause x.x.

6)
If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Context Request messages to the SAE-GW involved. The SAE GW acknowledges with Delete Bearer Context Response message.

7)  If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS.

8)  The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.

9)
If there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Context Request messages to the SAE GW involved. The SAE GW returns Delete Bearer Context Response message to the MME.
NOTE:
It's FFS which flow triggers the Delete Bearer Context Request messages.
10)
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the Attach Request with an appropriate cause, and may return an Insert Subscriber Data Ack message to the HSS. If subscription checking fails for other reasons, the MME rejects the Attach Request with an appropriate cause and returns an Insert Subscriber Data Ack message to the HSS including an error cause. If all checks are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
11)
The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. If the Update Location is rejected by the HSS, the MME rejects the Attach Request from the UE with an appropriate cause.

Editor's note: further considerations on subscription data handling needed, e.g. if transferred between MMEs, if insertion by separated procedure from HSS necessary or if Steps 9 and 10 can be combined as one message.
12)
The MME selects a Serving SAE GW as described under "SAE GW Selection Function" and sends a Create SAE Bearer Request (IMSI, MME Context ID) message to the selected Serving SAE GW. 

13)
The Serving SAE GW creates a new entry in its SAE Bearer table and sends a Create SAE Bearer Request (Serving SAE-GW Address for the user plane, Serving SAE-GW TEID of the user plane, Serving SAE-GW TEID of the control plane,) message to the PDN SAE GW.

Editor’s Note: It's FFS which entity will select the PDN SAE GW. 

Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.
14)
The PDN SAE GW may interact with the PCRF to get the default PCC rules for the UE In case PCRF is applied in the network.

NOTE:
It is FFS which kind of information will be provided by the PCRF. 
15)
The PDN SAE GW sends Create Bearer Request (PDN SAE-GW Address for the user plane, PDN SAE-GW TEID of the user plane, PDN SAE-GW TEID of the control plane,, PDN Address) message to the Serving SAE GW. PDN Address is included if the PDN SAE-GW allocated a PDN address.

Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.

16)
The Serving SAE GW sends a Create Bearer Request (PDN Address, Serving SAE GW address for User Plane, Serving SAE GW TEID for User Plane, Serving SAE GW Context ID) message to the MME. 
17)
The MME sends Initial Context Setup Request  to the eNodeB. Message encapsulates the NAS Attach Accept (S-TMSI, PDN address, TA List. S-TMSI is included if the MME allocates a new S-TMSI. Message encapsulates also the NAS info for the bearer to be activated. 

This S1 control message also includes the security context for the UE and QoS information needed to set up the radio bearer, as well as the TEID at the Serving SAE GW used for user plane and the address of the Serving SAE GW for user plane. The PDN address assigned to the UE is included in this message.
18)
The eNodeB sends Radio Bearer Establishment Request to the UE and NAS messages received in step 17 will be sent along to the UE.
19)
The UE sends the Radio Bearer Establishment Response (FFS) to the eNodeB. In this message, the NAS message Attach Complete will be included.

20)
The eNodeB will forward the Attach Complete message to the MME. On the S1_MME reference point, this message is contained in an S1_MME control message Initial Context Setup Complete. This S1 control message also includes the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point. 

After the Attach Accept message, the UE can then send uplink packets towards the eNodeB which will then be tunnelled to the Serving SAE GW and PDN SAE GW.
21)
The MME sends an Create Bearer Response (eNodeB address, eNodeB TEID) message to the Serving SAE GW. 

22)
The Serving SAE GW sends Cerate Bearer Response to the PDN GW
NOTE:
After Step 13, the PDN SAE GW may assign the PDN address to the UE or leave the PDN address unassigned. In some cases (e.g. non-integrated devices, such as Laptop), the UE PDN address may need to be assigned after the completion of attach procedure (e.g. via DHCP). It's FFS how the SAE system knows which type of PDN address to use.

************ End – First Modification to 23.401 *************
************ Start – 2nd Modification to 23.401 *************
 5.4.1
SAE bearer activation

The SAE bearer activation procedure for a GTP based S5/S8 is depicted in figure 5.4.1-1. The procedure can be used to activate the first SAE bearer between the UE and a PDN (default SAE bearer) or a secondary SAE bearer (dedicated SAE bearer). In this procedure, the UE is assumed to be in active mode. 
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Figure 5.4.1-1. SAE Bearer Activation Procedure, UE in Active Mode

NOTE:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, steps 1, 2, 9 and 10 are FFS.
1) For GTP based S5/S8: Optionally, the PCRF sends a PCC decision provision (QoS policy) message to the SAE PDN GW. If the PCC architecture is not present, the PDN SAE GW may apply a local QoS policy. 
2) For GTP based S5/S8: The SAE PDN GW uses this QoS policy to assign the Bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see Section 4.6.2. The SAE PDN GW sends a Create Bearer Request message (Bearer QoS, UL TFT, S5/S8 TEID) to the Serving SAE GW. 

NOTE:
The identifier(s) used for bearer identification and linking with the default bearer is FFS.

3) The Serving SAE GW sends the Create Bearer Request (Bearer QoS, UL TFT, S1-TEID) message to the MME. 

4) The MME builds a Session Management Configuration IE including the UL TFT. The MME then signals the Bearer Setup Request (Bearer QoS, Session Management Configuration, S1-TEID) message to the eNodeB. 
5) The eNodeB maps the Bearer QoS to the  Radio Bearer QoS. It then signals a  Radio Bearer Setup Request (Radio Bearer QoS, Session Management Configuration) message to the UE. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer. 

NOTE:
The details of the Radio Bearer QoS are specified by RAN2.
6) The UE NAS layer builds a Session Management Response IE. The UE then acknowledges the radio bearer activation to the eNodeB with a Radio Bearer Setup Response (Session Management Response) message. 

7) The eNodeB acknowledges the bearer activation to the MME with a Bearer Setup Response (S1-TEID, Session Management Response) message. The eNodeB indicates whether the requested Bearer QoS could be allocated or not. 

8) The MME acknowledges the bearer activation to the Serving SAE GW by sending a Create Bearer Response (S1-TEID) message. 

9) For GTP based S5/S8: The Serving SAE GW acknowledges the bearer activation to the PDN SAE GW by sending a Create Bearer Response (S5/S8-TEID) message.

10) For GTP based S5/S8: If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN SAE GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message. 

NOTE:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of TS 23.401. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in TS 23.203. Steps 1 and 10 are included here only for completeness.

5.4.2
SAE bearer modification with bearer QoS update

The SAE bearer modification procedure (including Bearer QoS update) for a GTP based S5/S8 is depicted in figure 5.4.2-1. The procedure can be used to modify the first SAE bearer between the UE and a PDN (default SAE bearer) or a secondary SAE bearer (dedicated SAE bearer). In this procedure, the UE is assumed to be in active mode.
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Figure 5.4.2-1: SAE Bearer Modification Procedure with Bearer QoS Update, UE in active mode

NOTE:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, steps 1, 2, 9 and 10 are FFS.

1) For GTP based S5/S8: Optionally, the PCRF sends a PCC decision provision (QoS policy) message to the SAE GW. If a PCC architecture is not present, the PDN SAE GW may apply a local QoS policy. 
2) For GTP based S5/S8: The SAE PDN GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from an active dedicated bearer. The SAE PDN GW generates the UL TFT and updates the Bearer QoS to match the aggregated set of service date flows. The SAE PDN GW then sends the Update Bearer Request (Bearer QoS, UL TFT) message to the Serving SAE GW. 

NOTE:
The identifier(s) used for bearer identification and linking with the default bearer is FFS.

3) The Serving SAE GW sends the Update Bearer Request (Bearer QoS, UL TFT) message to the MME. 

4) The MME builds a Session Management Configuration IE including the UL TFT. The MME then sends the Bearer Modify Request (Bearer QoS, Session Management Configuration) message to the eNodeB. 

5) The eNodeB maps the modified Bearer QoS to the Radio Bearer QoS. It then signals a Radio Bearer Modify Request (Radio Bearer QoS, Session Management Configuration) message to the UE. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer.

NOTE:
The details of the Radio Bearer QoS are specified by RAN2.

6) The UE NAS layer builds a Session Management Response IE. The UE then acknowledges the radio bearer modification to the eNodeB with a Radio Bearer Modify Response (Session Management Response).message.

7) The eNodeB acknowledges the bearer modification to the MME with a Bearer Modify Response (Session Management Response) message. With this message, the eNodeB indicates whether the requested Bearer QoS could be allocated or not.

8) The MME acknowledges the bearer modification to the Serving SAE GW by sending an Update Bearer Response message. 

9) For GTP based S5/S8: The Serving SAE GW acknowledges the bearer modification to the PDN SAE GW by sending an Update Bearer Response message.

10) For GTP based S5/S8: If the dedicated Bearer modification procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN SAE GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message.
NOTE:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in 3GPP TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

5.4.3

SAE bearer modification without bearer QoS update 
The SAE bearer modification procedure without QoS update is used to update the UL TFT for an active dedicated bearer. This procedure for a GTP based S5/S8 is depicted in figure 5.4.3-1. . The procedure can be used to modify the first SAE bearer between the UE and a PDN (default SAE bearer) or a secondary SAE bearer (dedicated SAE bearer). In this procedure, the UE is assumed to be in active mode.
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Figure 5.4.3-1: SAE Bearer Modification Procedure without Bearer QoS Update, UE in active mode

NOTE:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, steps 1,2,9 and 10 are FFS.
1) For GTP based S5/S8: Optionally, the PCRF sends a PCC decision provision (QoS policy) message to the SAE GW. If a PCC architecture is not present, the PDN SAE GW may apply a local QoS policy.

2) For GTP based S5/S8: The SAE PDN GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from an active dedicated bearer. The SAE PDN GW generates the UL TFT and determines that no update of the Bearer QoS is needed. The SAE PDN GW then sends the Update Bearer Request (UL TFT) message to the Serving SAE GW.

NOTE:
The identifier(s) used for bearer identification and linking with the default bearer is FFS.

3) The Serving SAE GW sends the Update Bearer Request (UL TFT) message to the MME. 

4) The MME builds a Session Management Configuration IE including the UL TFT. The MME then sends a Downlink NAS Transport (Session Management Configuration) message to the eNodeB.
5) The eNodeB sends the Direct Transfer (Session Management Configuration) message to the UE. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer.

6) The UE NAS layer builds a Session Management Response. The UE then sends a Direct Transfer (Session Management Response) message to the eNodeB. 

7) The eNodeB sends an Uplink NAS Transport (Session Management Response) message to the eNodeB.

8) The MME acknowledges the bearer modification to the Serving SAE GW by sending an Update Bearer Response message. 

9) For GTP based S5/S8: The Serving SAE GW acknowledges the bearer modification to the PDN SAE GW by sending an Update Bearer Response message.

NOTE:
For IETF based S5/S8, this step is FFS.

10) For GTP based S5/S8: If the dedicated bearer modification procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN SAE GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message.
NOTE:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in 3GPP TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

5.4.4
SAE bearer deactivation

5.4.4.1
PDN SAE GW Initiated SAE Bearer Deactivation

The dedicated SAE bearer deactivation procedure for a GTP based S5/S8 is depicted in figure 5.4.4-1. . The procedure can be used to deactivate the first SAE bearer between the UE and a PDN (default SAE bearer) or a secondary SAE bearer (dedicated SAE bearer).In this procedure, the UE is assumed to be in active mode.

[image: image6]
Figure 5.4.4-1. PDN SAE GW Initiated SAE Bearer Deactivation, UE in active mode
NOTE:
Steps 3-8 are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, steps 1, 2, 9 and 10 are FFS.
1) For GTP based S5/S8: Optionally, the PCRF sends a PCC decision provision (QoS policy) message to the SAE GW. If a PCC architecture is not present, the PDN SAE GW may apply a local QoS policy. 
2) For GTP based S5/S8: The SAE PDN GW is triggered by the QoS policy to initiate dedicated bearer deactivation procedure. The SAE PDN GW sends a Delete Bearer Request message to the Serving SAE GW. 

3) The Serving SAE GW sends the Delete Bearer Request message to the MME. 

4) The MME signals the Bearer Deactivation Request  message to the eNodeB. 
5) The eNodeB signals a Radio Bearer Release Request message to the UE. 
6) The UE removes the UL TFTs corresponding to the released radio bearer. The UE then acknowledges the radio bearer release to the eNodeB with a Radio Bearer Release Response message. 

7) The eNodeB acknowledges the bearer deactivation to the MME with a Bearer Deactivation Response message. 

8) The MME acknowledges the bearer activation to the Serving SAE GW by sending a Delete Bearer Response message. 

9) For GTP based S5/S8: The Serving SAE GW acknowledges the bearer deactivation to the PDN SAE GW by sending a Delete Bearer Response message.

10) For GTP based S5/S8: If the dedicated bearer deactivation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN SAE GW indicates to the PCRF that the requested PCC decision  was enforced by sending a Provision Ack message. 

NOTE:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in 3GPP TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.

************ End – 2nd Modification to 23.401 *************
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