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1
Introduction

ICCP is used within the context of ICCC-cs to support ICS enabled clients receiving IMS services over a CS access. It needs to be transported within USSD, and as such it provides a singular transport solution for all GSM/UMTS CS access networks with an ICS enabled UE. This contribution discusses options for ICCP and proposes that ICCP is simple functional request/response protocol.
Options for the ICCP must be based on the functional and non-functional requirements for that protocol.

2     ICCP Procedures and Requirements 

2.1  ICCP Functional Procedures
The following is a brief summary of the ICCP functional procedures to be supported by ICCP:

· Presentation Procedures: The ICCP shall support an ICS capable UE to perform presentation services like OIP and TIP if needed to present SIP URI.

· Mid-Call Handling Procedures: The ICCP shall support the mid-call handling capabilities which includes the following:

· Toggling between multiple calls, only one of which being active

· Putting a call on hold

· Resuming an active call that was put on hold

· Receiving a call while in conversation

· Mid-call signaling for ECT

· Establishing simultaneous calls. The number of simultaneous call is FFS.
· Converting a 2-way call to a multi-party call (conferencing)

· Outgoing Call Management Procedures: The ICCP shall support an ICS capable UE to initiate a call.

· Incoming Call Management Procedures: The ICCP shall support an ICS capable UE to receive a call and to signal back to the ICCF Accept, Busy, or Redirect to Voice Mail

· Domain Transfer Procedures: The ICCP shall support an ICS capable UE to perform domain transfer for established calls.

· Binding Procedures: The ICCP shall support to uniquely identify every call belonging to an ICS capable UE in any signaling exchange between the ICCF and the UE.

It is still FFS whether the following functional procedures are required:
· Registration Procedures: The ICCP shall support the initial registration, re-registration and de-registration of an ICS capable UE for accessing IMS services via CS access. 

2.2  ICCP Non Functional Requirements 

The following is a brief summary of the ICCP non-functional requirements:

· The number of bytes required to transfer the ICCP must be minimized so that it can fit with a single USSD where possible

· The processing to be performed over ICCP must be minimized so that no noticeable latency in call set up vs. a normal CS call is to be experienced by end-users.

3     Options for ICCP Protocol

3.1 ICS Client Architecture 

Figure 1 below shows an architectural overview of the network environment in which the ICCP is deployed. The depicted ICS client is functional in nature and is solely used for illustration purposes and does not implicitly or explicitly imply any specific architecture.
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Figure 1: ICS clients Network Architecture Overview

As can be seen in the above diagram, one call control protocol for CS access is shown within the ICS client. The CS call control is based on the ICCP.
3.2   ICCP and the SIP option

One of the candidates for ICCP is SIP. This can be used in conjunction with SIP compression using SIGCOMP, as defined in RFC 3320 and RFC 3321, in that regard. Alternatively, a specialized B2BUA can be deployed within the ICS client and whose behavior is to filter all but the necessary information to allow the network to establish the call.  

With respect to SIGCOMP, empirical evidence has showed that the expected compression ratio from any compression algorithm based on SIP static dictionary in RFC 3485, in conjunction with dynamic compression, can never be guaranteed. At best, a range can be provided.  This is due to the numerous parameters that play a role in the compression ratio. To name some, the size of the text to be compressed, the effectiveness of the compression algorithm itself, trade-offs between algorithm complexity for effectiveness vs. computation time, etc.

As such, there is a need for a mechanism to deal with the cases where the size of an ICCP compressed message cannot fit within the USSD. Even if one is to utilize some user specific dictionary instead of the traditional SIP dictionary to optimize compression efficiency, there are various challenges with respect the generation of this dictionary and the transfer of the dictionaries between both peers so it can be shared and subsequently used. Finally, the execution times needed to perform compression and decompression algorithms will certainly contribute to some noticeable delays in call establishment, compared to a regular CS call. 

With respect to the specialized B2BUA, it can filter all but the necessary information to allow the network to establish the call, hence minimizing the information to be transferred between both peers so that it can fit within a USSD without the need to perform any compression. And although this looks simple and feasible on the surface, however the B2BUA in both ICS clients in the UE and in the network will have to maintain quite an elaborate state machine and information stored in there to be able to handle adequately the SIP aspects on either side. Furthermore, this B2BUA has to perform some message mapping to handle mid-call functions that are handled in SDP (example, call hold, etc,)

Given that the complexity for both of the above strategies deployed with SIP outweighs the benefits to be gained from having both CS and PS share the same SIP stack, it is not recommended to use SIP as the ICCP

Figure 2 depicts the approach of using SIP for ICCP.
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                   Figure 2: ICS client architecture with SIP option for ICCP
3.3  ICCP as a simple Request Response protocol 

Based on the functional and non-functional requirements, a simple Request Response protocol is all what is needed to fulfill these requirements. The following is breakdown of the information to be included in the Request and the Response of such a protocol.

3.3.1 ICCP  Request

Figure 3 depicts the overall structure for a Request Protocol Data Unit (PDU)

The Request for an ICCP protocol can be structured as follows: 
1. Protocol Data Unit (PDU) indicator: (1 byte). This is the first byte and includes an indicator depicting the information carried in the protocol data unit (PDU), namely a Request or a Response.  For a Request PDU, additional information is included within the indicator regarding the type of Request. The following types of requests with their respective information elements (IEs), and which follow the PDU indicator,  are to be supported:

· Register Request  number of bytes is FFS)

· tbd

· New Call (31-35 bytes) – or subsequent call (when CAMEL is used to establish the first call)

· Caller MDISDN (15 bytes) – MSISDN only

· Callee  MSISDN (15 bytes for regular MSISDN destinations. In case the callee is a SIP-URI, this information will be included in the appropriate field in the additional info. field, and only a 1 byte indicator would be included in here)

· Session id (1 byte)

· Mid-call info Request (17-20 bytes). 

· Requester MSISDN. This field is always present.

· Mid-Call-info indicator followed by the appropriate information depending on the option. This is a one byte indicator  which can include one of the following options at any time: 

· Call on hold. 

· Resume Call.

· Accept Call.

· ECT call signaling.

· Conf-calls.

For each of the above options, the session-id follows the mid-call-info indicator, with the exception of the Conf-calls option, where more than one session-id can follow the indicator.

The Request information element should have a fixed length to minimize number of bytes.
2. Additional info (? bytes)

Since this field is of variable lengths, and to allow for future extensions, this field should be coded in PLV (parameter, length, value) format. This field would follow the request information element in the PDU. This field can include the following info:

· SIP URI (present only if callee destination is absent)

· Operator specific extension container

· others to be defined later

Some additional rules associated with Requests:

· Each Request carries only type of Request information element.

· Additional info can be present with any Request 

· There should not be any outstanding Request before a peer sends a second Request.  

· If a Request is timed-out, then it considered failed
· Combination of MSISDN + session id =  global uniqueness of every call for ever user  
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  Figure 3: Request Structure 
3.3.2 ICCP Response 

Figure 4 depicts the overall structure for a Response Protocol Data Unit (PDU)

Response: (1byte): The PDU indicator in this case would indicate a Response. A Response would include the following information elements:

· Result (1 byte)

· Success-accept, failure-busy, redirect,

· UE MSISDN  (15 bytes)

· This allows binding a Response to a Request.

· Additional information  (tbd)

· VDI / VDN to be used for domain transfer
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Figure 4: Response Structure

Note that working out the protocol details of ICCP is a stage 3 issue.

4     Proposal
This contribution proposes that the ICCP is a simple functional Request / Response protocol and that the following text is captured in an Annex to TR 23.892.

( Begin 1st Change (
x.x.x     ICCP Protocol

x..x.x.1 ICS Client Architecture 

Figure 1 below shows an architectural overview of the network environment in which the ICCP is deployed. The depicted ICS client is functional in nature and is solely used for illustration purposes and does not implicitly or explicitly imply any specific architecture.
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Figure x.1: ICS clients Network Architecture Overview

As can be seen in the above diagram, one call control protocol for CS access is shown within the ICS client. The CS call control is based on the ICCP.
x.x.x.2 ICCP Procedures

The following is a list of procedure of ICCP:

· Presentation Procedures 
· Mid-Call Handling Procedures
· Outgoing Call Management Procedures
· Incoming Call Management Procedures
· Domain Transfer Procedures
· Binding Procedures
· Registration Procedures (FFS)

x.x.x.3 ICCP as a simple Request Response protocol 

Based on the functional and non-functional requirements defined in section 6.1.7, a simple Request Response protocol is all what is needed to fulfil these requirements. The following is breakdown of the information to be included in the Request and the Response of such a protocol.

x.x.x.3.1 ICCP  Request

Figure x.2 depicts the overall structure for a Request Protocol Data Unit (PDU)

The Request for an ICCP protocol can be structured as follows: 
2. Protocol Data Unit (PDU) indicator: (1 byte). This is the first byte and includes an indicator depicting the information carried in the protocol data unit (PDU), namely a Request or a Response.  For a Request PDU, additional information is included within the indicator regarding the type of Request. The following types of requests with their respective information elements (IEs), and which follow the PDU indicator,  are to be supported:

· Register Request  number of bytes is FFS)

· tbd

· New Call (31-35 bytes) – or subsequent call (when CAMEL is used to establish the first call)

· Caller MDISDN (15 bytes) – MSISDN only

· Callee  MSISDN (15 bytes for regular MSISDN destinations. In case the callee is a SIP-URI, this information will be included in the appropriate field in the additional info. field, and only a 1 byte indicator would be included in here)

· Session id (1 byte)

· Mid-call info Request (17-20 bytes). 

· Requester MSISDN. This field is always present.

· Mid-Call-info indicator followed by the appropriate information depending on the option. This is a one byte indicator  which can include one of the following options at any time: 

· Call on hold. 

· Resume Call.

· Accept Call.

· ECT call signaling.

· Conf-calls.

For each of the above options, the session-id follows the mid-call-info indicator, with the exception of the Conf-calls option, where more than one session-id can follow the indicator.

The Request information element should have a fixed length to minimize number of bytes.
3. Additional info (? bytes)

Since this field is of variable lengths, and to allow for future extensions, this field should be coded in PLV (parameter, length, value) format. This field would follow the request information element in the PDU. This field can include the following info:

· SIP URI (present only if callee destination is absent)

· Operator specific extension container

· others to be defined later

Some additional rules associated with Requests:

· Each Request carries only type of Request information element.

· Additional info can be present with any Request 

· There should not be any outstanding Request before a peer sends a second Request.  

· If a Request is timed-out, then it considered failed
· Combination of MSISDN + session id =  global uniqueness of every call for ever user  

              
Figure x.2: Request Structure 
x.x.x.3.2 ICCP Response 

Figure x.3 depicts the overall structure for a Response Protocol Data Unit (PDU)

Response: (1byte): The PDU indicator in this case would indicate a Response. A Response would include the following information elements:

· Result (1 byte)

· Success-accept, failure-busy, redirect,

· UE MSISDN  (15 bytes)

· This allows binding a Response to a Request.

· Additional information  (tbd)

· VDI / VDN to be used for domain transfer












Figure x.3: Response Structure

Note that working out the protocol details of ICCP is a stage 3 issue.

(  End 1st Change (
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