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1
Introduction
As previously discussed during the VCC standardisation, and including in S2-070150 in SA2#56, and S2-071355 in SA2#56c, there is a need to register the users who are receiving IMS centralised services via a CS access in order to avoid impacts to other IMS application servers.  This contribution overviews the motivation and outlines some options for registering the users in the IMS.
2
Discussion

During the discussion of S2-070150 “Consideration for IMS service delivery with VCC” in SA2#56 which addressed the need to be able to be able to register the users in IMS when a CS access is used, the feeling of the group was to further address this topic in Release 8 under IMS centralized services.  

2.1
Motivation

A simplified Scenario of an IMS centralized user making or receiving a call via the CS domain is shown below in Figure 1.  The figure also shows a Telephony application server (TAS) as described in TS 23.228.  The TAS provides the network support and supplementary services for multimedia telephony services.
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Figure 1: Simplified CS originating/termination IMS centralized subscriber 
As it can be seen in figure 1 above, the IMS centralized terminal originating a call through the CS domain may not be registered to the IMS.  If the terminal does not have PS connectivity, then it will not be registered at all with the IMS.  In such a case, if the terminal initiates or terminates a call, the TAS will think that the user is unregistered and execute supplementary services based on the unregistered status.  However the TAS should provide registered services to the user, not unregistered services since the subscriber is a IMS centralised subscriber and registered/available over the CS domain.  One example is for a terminating call where a typical “not registered” service is to forward calls to not registered users to a voice mail service.  This would not be desirable for a IMS centralized subscriber that is “not registered” in IMS but is attached to the CS domain.   
This can also imply that the expected behavior of an application server is different when the call originates from the CS domain or the IMS domain, in that when originating/terminating a call to/from a PS access over IMS, the application servers will see that the user is Registered and apply registered services, however when originating/terminating a call via a CS access, the user may be unregistered.  This works against the vision of convergence where the application servers should be able exhibit the same behavior irrespective of the used access technology.
Deeper analysis may also raise other examples of concern, in particular to application servers that are already in operation.
This contribution considers that the introduction of IMS centralized services should not imply further implications on the other SIP-ASs that may be already deployed; hence consideration should be given to have a means to ensure that subscribers can be registered in IMS also when only using a CS access.
2.2
Potential Solutions

A number of potential solutions are discussed below:

2.2.1
Use of registered AS name in filter criteria.
One approach that initially appears as a simple idea is to have the “AS name” in the unregistered initial filter criteria for that subscriber to be the “AS name” the AS receives registered SIP requests on.  However this is not complete as the AS will not be able to receive a “REGISTER” message when the terminal is connected via a CS access, but it does when the terminal is connected via a packet access.  As this is not a general solution, it is not further pursued in this document.
2.2.2
Node performing registration of a provisioned list of IMS centralized subscribers.
With this approach, there is a node that performs the registration of the IMS centralized users.  This would be a third party registration as shown in Figure 2 below.
Figure 2: [image: image2.emf]CSCFs

SIP-AS SIP-AS

MGCF

Registration

Support

Function

HSS

1a REGISTER

(Contact=?)

1b Cx Registration

Signalling

2 REGISTER

Node performing registration of a list of IMS centralized subscribers

The registration support function has a provisioned list of users that need to be registered.  The registration support function performs a registration towards the CSCFs; which in turn contact the HSS to perform the registration.  After the user is registered, and if it is in the users profile that the S-CSF retrieved from the HSS, the S-CSCF will perform a registration to the application servers over the ISC.

Aspects that need to be considered are:
· Security:  SA3 would need to be contacted regarding a solution to allow such users to register (i.e. avoiding authentication or for the registration support function to have credentials that allow the user to register.

· What contact address to include.

2.2.3
Administrative registration

An alternative to the solution described above; instead the HSS could be informed of which users should be administratively registered.  The HSS could then inform a S-CSCF that the user is REGISTERED and provide the S-CSCF with a contact address for the user.  While this approach reduces the need for introducing an extra functional entity and gets around the security issues, the question of which contact address to use remains.
2.2.4
ICCF performing registration
A further variant of the approach described in Section 2.2.2 above is to have a SIP-AS perform the registration.  Such a SIP-AS could be ICCF as currently described in TR 23.892.
In this approach, the ICCF could be aware that the user is CS attached due to either information received from the ICCP from the UE, or looking at CS mobility information received from e.g. CAMEL ph3 mobility triggers.

This approach provides a more dynamic means to register the user instead of providing a more static registration as above-described.  SA3 would still need to be contacted regarding a solution to allow such users to register (i.e. avoiding authentication or for the registration support function to have credentials that allow the user to register. 
It should be noted that the contact address registered is somewhat independent of the means to register the user.
3
Proposal
This contribution proposes that the means to register in IMS are captured in an Annex to TR 23.892.  It also proposes that the ICCF performing registration is the recommended approach.
( Begin Change (
Annex A:
IMS Registration alternatives for non PS based accesses
The following is a list of some of the possible approaches to registering performing registration of a IMS user when the user is registered across the CS domain.
A.1
Node performing registration of a provisioned list of IMS centralized subscribers.

With this approach, there is a node that performs the registration of the IMS centralized users.  This would be a third party registration as shown in Figure A-1 below.

Figure A-1: Node performing registration of a list of IMS centralized subscribers

The registration support function has a provisioned list of users that need to be registered.  The registration support function performs a registration towards the CSCFs; which in turn contact the HSS to perform the registration.  After the user is registered, and if it is in the users profile that the S-CSF retrieved from the HSS, the S-CSCF will perform a registration to the application servers over the ISC.

Aspects that need to be considered are:

· Security:  SA3 would need to be contacted regarding a solution to allow such users to register (i.e. avoiding authentication or for the registration support function to have credentials that allow the user to register.

· What contact address to include.

The issue of the contract address is handled below.

A.2
Administrative registration

An alternative to the solution described above; instead the HSS could be informed of which users should be administratively registered.  The HSS could then inform a S-CSCF that the user is REGISTERED and provide the S-CSCF with a contact address for the user.  While this approach reduces the need for introducing an extra functional entity and gets around the security issues, the question of which contact address to use remains.

A.3
ICCF performing registration

A further variant of the approach described in Section 2.2.2 above is to have a SIP-AS perform the registration.  Such a SIP-AS could be ICCF as currently described in TR 23.892.

In this approach, the ICCF could be aware that the user is CS attached due to either information received from the ICCP from the UE, or looking at CS mobility information received from e.g. CAMEL ph3 mobility triggers.

This approach provides a more dynamic means to register the user instead of providing a more static registration as above-described.  SA3 would still need to be contacted regarding a solution to allow such users to register (i.e. avoiding authentication or for the registration support function to have credentials that allow the user to register.
A.4
Recommended Registration approach
The recommended registration approach is the ICCF performing registration.
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