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This document briefly introduces a SA1 study item, Paging Permission with Access control. Then, it continues on to the discussion whether or not, SA2 has any responsibility of standardization work for this item. Currently, the TR work progress within SA1 is 60%, and it is expected to reach to 80% at SA1#36 taking place during the same week as of SA2#57. 
1. Introduction

The study of Paging Permission with Access Control known as PPAC was established within SA1, and SA1 has allocated a sub-working group to prepare a SA1 TR. The TR is now reached to 60 % completion as of SA1#35 in February 2007, and expected to reach to 80% TR completion at SA1#36 in April. This document presents an introduction of PPAC and feasible working procedure within SA2.
2. Discussion
2.1. Introduction of Paging Permission with Access Control
Current access control capability defined in relevant specifications (e.g. TS 22.101, TS24.008, and TS25.331) prevents UE from responding to a paging request during access class control. Such situation where a network performs the access class control operation because of congestion is likely at during large-scale natural disasters such as earthquakes. 
The justification of allowing UE to respond a paging request in such situation depends on the clarification of use-cases. Presented in TR22.908 and shown below, it defines three use-cases;

1. The first use-case is a priority communication service that is originated from an authorised user (e.g. government, emergency responder) using priority mechanisms such as special access class (i.e. access classes 11 to 15) and high priority level allocation of eMLPP, and the terminating side camps in congested area where a network operator performs an access control operation, so that terminating user presumably cannot make any access attempts. 
2. The second use-case is the emergency service call back where the terminating side camps in congested area and a network operator performs an access control operation, so that terminating user presumably cannot make any access attempts.
3. The third use-case is the communication between user UEs in the same area where access control is performed. In this case, a network operator performs an access class control, and the access class of originating UE is unbarred and terminating UE is barred. 
With all this use-cases, current specification prohibits terminating side to respond to paging request. The justification for each use-case has been identified in TR. Simply saying, all use-cases were identified and accounted for in terms of the policy of service provisioning in such emergency situation. The use-case three was also supported from the aspect of efficient use of network resource. On this aspect of efficient use of network resource, TR includes a detailed model analysis based on traffic simulation which concludes that allowing paging permission with access control for communication from citizen to citizen actually leads to efficient use of resource. 
The TR concludes with a gap analysis. The gap analysis is performed based on service accessibility and resource allocation and precedence relation to identify whether or not, in support of PPAC, it requires the capability, and if required, it presents a new feasible capability. The study of gap analysis is currently being investigated in SA1#36. 
2.2. Stage2 working procedure for PPAC

The work responsibility is based on the outcome of SA1 gap analysis which will be handled within SA1#36; however, it is our feeling that there will be an impact on UTRAN/CN mobility management. Considering the complexity of current access restriction mechanism specified in 3GPP specification, it is better for SA2 to seek and collect the feasible solution approaches into one TR and review the various current access control mechanism. The outcome of this will be used to derive any new function requirements. While this, if any architecture impact to Stage2 specification, then it shall be clarified. 

In summary, the principle of working tasks for this item within Stage2 could be the followings. 

· Seek and collect various feasible solutions
· Review the current access control mechanism
· Identify the new functional requirements

· Contains a presentation of the potential technical solutions

· Conclusion

· Presentation of study road map (optional)
All these tasks shall be organized into one Stage2 TR. 

3. Conclusion
At present, it is not proposing a creation of new WID. Instead, with this contribution, if there is any comment on working process (e.g. SA2 responsibility on this item) or work itself, SA2 delegates are ask to make a feedback to NTT DoCoMo. 
Our conclusion as of now is that, for this item, it is yet unclear whether or not there is any architecture impact; therefore, it is the responsibility of SA2 to investigate the architecture impact. Moreover, SA2 WG should prepare a technical report; so that, following technical groups (e.g. CT1 and RAN2) are able to perform a necessary standardization work on the same solution approach, provided by SA2.
Note: A document for supplementary information is also attached. 
In conclusion, our current work plan is to propose a creation of new WID on SA2#58; therefore, it is expected to give us the feedback before that. 
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