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Abstract of the contribution: Multiple PDN solutions are presented, with the aim to provide a solution that also can be used for Local breakout for IMS.
1 Introduction

Local breakout for IMS traffic is currently being discussed, and this also has a relation to Multiple PDN. Different technical solutions on how to support Multiple PDN have been presented over time, as well as solutions for Local breakout, and it is not obvious that all solutions for Local breakout also will support Multiple PDN, at least not for all use cases. It therefore seems more efficient to discuss both Local breakout and Multiple PDN functionality to get a more optimal solution.
This contribution discusses a solution for how to provide Multiple PDN support for LTE access in a manner that is compliant to a Local breakout solution that may be used for IMS, see S2-071753 “Local Breakout concepts for Intra-PLMN”. Another contribution S2-071755 “Multiple PDNs for non-3GPP accesses” contains a discussion for non-3GPP access.
A description on how PDN GW selection can be performed to align with the proposal in this contribution is found in S2-071738 “GW selection for LTE and non-3GPP accesses”. The DNS based lookup described will provide a flexible and efficient GW selection that works both in roaming and non-roaming cases.
Multiple PDN for 2G/3G access is not discussed in this contribution, since it is assumed that the current functionality level in 2G/3G will be retained.
Both a solution for Multiple simultaneous PDNs as well as a solution allowing Multiple PDNs but only one PDN at a time are presented.

2 Solution A for Multiple simultaneous PDNs
A number of solutions for providing Multiple PDN support have been presented over time, all with their pros and cons. The most important aspects being considered for the solution presented here have been:
· Support for both IPv4 and IPv6 with the same solution

· Possible to co-exist and interoperate with 2G/3G, since Multiple PDN solutions are present in a large number of 2G/3G networks today by usage of Multiple APN
Use case assumptions:

· Multiple simultaneous PDNs will not be the common case for most operators

· Corporate access is assumed to migrate towards VPN concepts over time, but since a number of operators are using Multiple APNs for corporate access in 2G/3G today, it may need to be supported in a similar way also for SAE/LTE

· Simultaneous IPv4 and IPv6 access to the same PDN shall be supported
Solution proposal:

· Re-use principles existing in 2G/3G.
· Support Multiple simultaneous PDNs, as well as selection of a specific PDN

· Allow the selection of the PDN by use of a DNS-type string, similar or the same as the APN string used in 2G/3G networks. The DNS-type string can be sent explicitly by the UE, or being provided from HSS. Additional ways to provide the DNS string may be supported, FFS.
· Provide the UE with one IP address per PDN. The drawback is that this requires UE support and is not transparent to the UE, but is implemented in the 2G/3G terminals.
Also for a UE supporting/using only one PDN at a time, the proposed mechanism could be used to select a single PDN based on end user and operator preferences.
A new procedure is needed to enable the UE to establish connectivity with an additional PDN, i.e in addition to the PDN being selected for the Default access.

3 Solution B for Multiple PDNs without simultaneous access
If simultaneous access to Multiple PDNs isn’t required, simplifications are possible. The most important aspects being considered for such a solution have been:

· Support for both IPv4 and IPv6 with the same solution

· Possible to change PDN connectivity
Use case assumptions:

· Corporate access is assumed to migrate towards VPN concepts over time
· Simultaneous IPv4 and IPv6 access to the same PDN can be supported, either by allowing both IPv4 and IPv6 address on the same bearer, or on separate bearers, FFS. The usage of IPv4 and IPv6 address on the same bearer would however not be compatible to 2G/3G usage.
Solution proposal:

· Re-use principles existing in 2G/3G.

· Allow the selection of a specific PDN by use of a DNS-type string, similar or the same as the APN string used in 2G/3G networks. The DNS-type string can be sent explicitly by the UE, or being provided from HSS. Additional ways to provide the DNS string may be supported, FFS.

· The UE will not need to support more than one IP address at a time, since only one PDN at a time can be used.
A new procedure is needed to enable the UE to establish connectivity with a new PDN, in case another PDN than the PDN being selected at Attach is required.

How to proceed at handover from 2G/3G for a UE using more than one APN is FFS.

4 Use case fulfilment for solution A
23.882 v 1.9.0 chapter 7.10.1 “Description of Key Issue – IP connectivity with multiple PDNs” contains a list of seven use cases, which all can be supported by solution A. The text in Italic is copied from 23.882, while the text in bold provides a comment on how the proposed solution can support the use cases:
1.
UE accesses a single PDN: This is not a use case involving multiple PDNs/Service Domains, but is included for the purpose of comparisons with the solutions presented in other use cases.
Assumptions: It is anticipated that a UE will typically have connectivity to only a single PDN at a time. This always-on IP connectivity is enabled by establishing a basic IP service during the Network Attachment procedure.
Comment: Can be supported by the UE only accessing one PDN. The proposed solution will also support to change from one PDN to another, if needed.
2.
UE accesses both Ipv4 and Ipv6 PDNs: A UE could access both Ipv4 and Ipv6 PDNs/Service Domains, e.g. if Ipv4 and Ipv6 traffic is routed from the UE to Ipv4 and Ipv6 server clusters in different physical locations.
Assumptions: It is anticipated that support of concurrent Ipv4 and Ipv6 service usage is still needed because of legacy Ipv4 support and new Ipv6 services.
Comment: Can be supported.
3.
Corporate PDN and IMS services in separate trust domains: Corporate employees may wish to use the LTE/SAE access system available in corporate premises for access to corporate services, while using the UE for IMS based telecommunications such as phone calls. The IMS traffic should comply with the requirements of the operator trust domain in order to secure charging and LI while the corporate traffic should be securely and efficiently routed.
Assumptions: It is anticipated that access to corporate services needs to be securely separated.
Comment: Can be supported. The UE will use different IP addresses for IMS and corporate traffic. The tunnelling of end-user traffic will assist in separating traffic for different PDNs.
4.
Corporate PDN and other services in separate trust domains: When working remotely away from the corporate site, a corporate employee may access corporate services. This corporate traffic should remain securely separated from other PDNs/Service Domains such as public Internet, or Device Management to the UE performed by the home operator.
Assumptions: It is anticipated that access to corporate services needs to be securely separated.
Comment: Can be supported, see above.
5.
UE mobility between access systems: UE mobility between access systems such as LTE, 2G/3G or I-WLAN, or between operators.
Assumptions: It is anticipated that mobility between 3GPP access systems and between 3GPP and non-3GPP access systems needs to be efficiently supported. The detailed performance requirements are described in other key issues.
Comment: Possible to support, see S2-071755  
6.
Roaming cases: In some roaming cases, the UE could use the VPLMN for access to visited network services such as public Internet or IMS emergency sessions (for pre-SAE/LTE access systems TR 23.867 requires a globally dedicated APN), while operator services can also be provided in the HPLMN.
Assumptions: It is anticipated that the home network informs the current visited network of the UE about whether access to local PDNs other than the PDNs connected to the home network, including visited services or local breakout, is supported. The allowance of the access to the visited services and/or local breakout is based on agreements between the visited and home operators, and the user’s subscription.
Comment: Can be supported. 
7.
Separate private address spaces: Some of the PDNs/Service Domains may use private address spaces instead of public addresses.
Assumptions: It is anticipated that the private address spaces of the multiple PDNs/Service concurrently accessed by a UE may overlap with each other.
Comment: Can be supported. The tunnelling of end-user traffic enables the usage of overlapping private IP addresses.
5 Use case fulfilment for solution B

23.882 v 1.9.0 chapter 7.10.1 “Description of Key Issue – IP connectivity with multiple PDNs” contains a list of seven use cases, where not all can be supported by solution B. The text in Italic is copied from 23.882, while the text in bold provides a comment on how the proposed solution can support the use cases:

1.
UE accesses a single PDN: This is not a use case involving multiple PDNs/Service Domains, but is included for the purpose of comparisons with the solutions presented in other use cases.
Assumptions: It is anticipated that a UE will typically have connectivity to only a single PDN at a time. This always-on IP connectivity is enabled by establishing a basic IP service during the Network Attachment procedure.
Comment: Can be supported.
2.
UE accesses both Ipv4 and Ipv6 PDNs: A UE could access both Ipv4 and Ipv6 PDNs/Service Domains, e.g. if Ipv4 and Ipv6 traffic is routed from the UE to Ipv4 and Ipv6 server clusters in different physical locations.
Assumptions: It is anticipated that support of concurrent Ipv4 and Ipv6 service usage is still needed because of legacy Ipv4 support and new Ipv6 services.
Comment: Can be supported for the case where one PDN supports both IPv4 and IPv6.
3.
Corporate PDN and IMS services in separate trust domains: Corporate employees may wish to use the LTE/SAE access system available in corporate premises for access to corporate services, while using the UE for IMS based telecommunications such as phone calls. The IMS traffic should comply with the requirements of the operator trust domain in order to secure charging and LI while the corporate traffic should be securely and efficiently routed.
Assumptions: It is anticipated that access to corporate services needs to be securely separated.
Comment: Can not be supported. Either corporate or IMS services, one at a time, can be supported.
4.
Corporate PDN and other services in separate trust domains: When working remotely away from the corporate site, a corporate employee may access corporate services. This corporate traffic should remain securely separated from other PDNs/Service Domains such as public Internet, or Device Management to the UE performed by the home operator.
Assumptions: It is anticipated that access to corporate services needs to be securely separated.

Comment: The separation can be supported using VPN technology for corporate access.
5.
UE mobility between access systems: UE mobility between access systems such as LTE, 2G/3G or I-WLAN, or between operators.
Assumptions: It is anticipated that mobility between 3GPP access systems and between 3GPP and non-3GPP access systems needs to be efficiently supported. The detailed performance requirements are described in other key issues.
Comment: Possible to support, see S2-071755  
6.
Roaming cases: In some roaming cases, the UE could use the VPLMN for access to visited network services such as public Internet or IMS emergency sessions (for pre-SAE/LTE access systems TR 23.867 requires a globally dedicated APN), while operator services can also be provided in the HPLMN.
Assumptions: It is anticipated that the home network informs the current visited network of the UE about whether access to local PDNs other than the PDNs connected to the home network, including visited services or local breakout, is supported. The allowance of the access to the visited services and/or local breakout is based on agreements between the visited and home operators, and the user’s subscription.
Comment: Can be supported, but only either Visited services or Home services. 
7.
Separate private address spaces: Some of the PDNs/Service Domains may use private address spaces instead of public addresses.
Assumptions: It is anticipated that the private address spaces of the multiple PDNs/Service concurrently accessed by a UE may overlap with each other.
Comment: Can be supported, since only one PDN accesses at a time.
4 Scenarios

Below are shown different scenarios for solution A, where one UE can be connected to PDN1, PDN2 and PDN3, either one at a time, or all three simultaneously. Both non-roaming and roaming, as well as local breakout are shown.
The scenarios for solution B are using only one PDN at a time, either PDN1, PDN2 or PDN3 can be accessed at a time.
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Figure 1: Non-roaming case, or Local services
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Figure 2: Roaming case, with all services in HPLMN
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Figure 3: Roaming case, with services in HPLMN as well as in VPLMN
The dashed boxes show that the Serving GW and PDN GW may be co-located when residing in the same PLMN.
5 Conclusion
If a solution including simultaneous access to Multiple PDNs is required, also possible to use for Local breakout, the solution A described here is the one preferred by Ericsson. 
Since such a solution undoubtedly will add complexity, an alternative solution B supporting Multiple PDNs but only one at a time for a certain UE can be discussed as an alternative. The restriction regarding Local breakout would then be that Local breakout is not supported at the same time as Home tunnelled services.
Ericsson can provide text to TS 23.401 to describe either solution, depending on SA2 decision.
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