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Abstract of the contribution:

This contribution proposes to simplify the architecture figure for roaming with Home routed traffic by deleting the S2c instance connecting to the Serving Gateway.

1
Discussion

The architecture figure for roaming with Home routed traffic in TS 23.402 v0.4.0 has two instances of S2c, connecting to the Serving GW and the PDN GW.

Having an S2c instance to the Serving GW would imply that there is a CMIP Home Agent (HA) in the Serving GW. While it is possible to make work such a configuration (i.e. CMIP HA in Serving GW with PMIP backhauling on S8b), it is not clear what is the benefit of doing so.
Note that with such an approach, any Serving GW relocation also implies relocation of the CMIP HA. In order to preserve session continuity, the Home Address (HoA) assigned by the CMIP HA function would have to be preserved. While it is possible in theory to switch from one CMIP HA to another and preserve the HoA at the same time, we believe that any such solution would bring unnecessary complexity, without bringing a clear gain.
We also note here that according to the scenarios listed in Annex B of TS 23.402 there is no scenario in which S2c connects to the Serving GW.
2
Proposal

It is proposed to delete the S2c instance connecting to the Serving GW. Assuming that the original intent behind S6d (Serving GW to 3GPP AAA Proxy) was to use it only for authentication of CMIP binding updates (or registration requests), it is also proposed to delete S6d.
Below is the implementation of the proposed change.

*** Start of Change in TS 23.402 *****
4.2.2
Roaming Architecture


[image: image2]
Figure 4.2.2-1. Roaming Architecture for non-3GPP Accesses, Home Routed

Editor’s note: impacts from Direct Tunnel architecture need to be considered in the architecture diagrams.
Editor’s note:  the Roaming architecture for the Visited Services scenario and bearer traffic local breakout for the Home Services scenario needs to be included in this specification. 

*** Next Change in TS 23.402 *****
4.5.1 
List of Reference Points
The description of the reference points:

Editor’s note:    Once the architecture diagrams are stable in this specification and in TS 23.401, the reference point names need to be updated to remove either the letters or only keep a number series, e.g. S6a replaced with Sn where there is only either a digit or a letter.
S1-MME, S1-U, S3, S4, S10, S11:
these are defined in [4].

S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Gateway.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Gateway. 

S2c:

It provides the user plane with related control and mobility support between UE and the SAE  Gateway. This reference point is implemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access. 

S5:
It provides user plane tunneling and tunnel management between Serving GW and PDN GW. It is used for Serving GW relocation due to UE mobility and in case the Serving GW needs to connect to a non collocated PDN GW for the required PDN connectivity.
S6a:
This interface is defined between MME and HSS for authentication and authorization. It is defined in [4].
S6c:
It is the reference point between SAE Gateway in HPLMN and 3GPP AAA server for mobility related authentication if needed.  


S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEF). The allocation of the PCEF is FFS. 
S8b:
It is the roaming interface in case of roaming with home routed traffic. It provides the user plane with related control between SAE Gateways in the VPLMN and HPLMN.
S9: 
Indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN.
SGi: 
It is the reference point between the SAE Gateway and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [5] are FFS.  

Ta*:
It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. 

Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [5] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signaling (transport of tunnel authentication and authorization data). Differences compared to Wm as defined in [5] are FFS.

Wn*:
This is the reference point between the  Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE initiated tunnel has to be forced towards ePDG. The existence of an entity corresponding to WAG in I-WLAN and its impact on Wn* is FFS.

Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [5] are FFS.
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