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This contribution proposes the IETF based initial LTE attachment procedure in roaming case
1 Introduction

This contribution proposes the IETF based initial LTE attachment procedure in roaming case
2 High level description
In last SA2#56c Adhoc meeting, a basic SAE/LTE attachment procedure with GTP based S5/S8 is approved to TS23.401. It’s FFS that how the IETF based S5/S8 is used for the SAE/LTE attachment. This paper proposes an initial LTE attachment with S8b involved to be added into TS23.402. Mobile IP based mobility between 3GPP and non-3GPP is hopeful to be performed after this attachment procedure.
3 Proposal
It is proposed to add the following text to TS 23.402 
******************************************** Start of Change **************************************
5.4.2.x Initial LTE/SAE attach via S8b
This section is related to the case when the UE powers-on in the LTE network via S8b interface and network based mobility management mechanism is used. Proxy Mobile IP is used on S8b interface. It is assumed that Proxy Mobility Agent (PMA) is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.
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5.4.2.x-1 Initial LTE/SAE attach via S8b
Step1) ~ 5): The UE initiate the attachment procedure to the LTE system, the detail procedure refers to the correspondently steps in TS23.401 Clause 5.3.2
6) If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request messages to the Serving GW. The Serving GW acknowledge with Delete Bearer Response message.
7) If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS.
8) The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.
9) If there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Request messages to the serving GW. The Serving GW return Delete Bearer Response message to the MME.
10) The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. By receiving this message, if all checks(including subscription checking, TA validity, etc) are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
11) The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. If the Update Location is rejected by the HSS, the MME rejects the Attach Request from the UE with an appropriate cause
12) The MME selects a Serving GW and sends a Create Default Bearer Request (IMSI, MME Context ID, MIP version flag, PDN GW address) message to the selected Serving GW. The MIP version flag indicates the serving GW that proxy Mobile IP registration shall be performed for the UE.
Notes: It’s FFS how to select PDN GW address and Serving GW address

13) The Serving GW send Binding update to the PDN GW if the MIP version flag it received indicates proxy Mobile IP registration shall be performed for the UE or the serving GW is configured to perform proxy Mobile IP function. 
Editor’s note: How the Proxy Binding Update message is secured is FFS.

14) The PDN GW may perform authentication and authorization of the PMA in the serving GW based on the information received from the AAA server. This step is optional, e.g., the PDN SAEGW may have received all needed information before this attachment.
15) The PDN GW may interact with the PCRF to get the default PCC rules for the UE In case PCRF is applied in the network. The detail is FFS.
16) The PDN GW processes the binding update and creates a binding cache entry for the UE. The PDN GW allocates a PDN address for the UE. The PDN GW send Binding update acknowledgment to the Serving GW including the PDN address allocated for the UE 
17) The PMIP tunnel is set up between the Serving GW and the PDN GW.
18) The Serving GW returns a Create Default Bearer Response (PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the MME.
Step 19~22: attach complete procedures. The detail steps could refer to the description in TS23.401 Clause 5.3.2
******************************************** End of Change **************************************
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