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Discussion

Currently, in TS 23.402 a series of procedure have been defined for the initial attachment of the UE to the network. Not all cases are covered yet, but a significant subset is already described. 

In the procedures in 23.402 there is a series of FFS notes:

· in section 5.4.2.1.3 (Initial Attach procedure with PMIPv6 for non-roaming over S2a) in step 3 it says “How PDN SAE GW is resolved is FFS.”

· In section 5.4.2.2.2 (Initial Attach procedure with PMIPv6 for non-roaming over S2b), it says “How APN is resolved to a PDN SAE GW is FFS.  If APN should be included in this step is FFS.”
· In section 5.4.2.2.3 (Initial Attach procedure with PMIPv6 for roaming case with home routed traffic anchored by visited Serving SAE GW over S2b) in steps 2 and 3 it says “How to select a visited Serving SAE GW is FFS. If APN should be included in this step is FFS.”

The common point of these FFS notes is that PDN SAE GW resolution is not defined yet. In addition, whether the APN describing the PDN is carried or not in the signalling used to establish the bearer has not been decided yet. 

In this contribution we argue about the need to carry some information in the signalling used to establish the bearer in order to:

· enable intermediate nodes (e.g. SAE GW in the roaming case) to direct the signalling to the correct PDN SAE GW: even in scenarios where there is a “default” PDN SAE GW or PDN associated to the UE, e.g. based on subscription information, typically the SAE GW is not aware of such information and, in order to forward the tunnel establishment signalling to the correct PDN SAE GW, must be provided with additional information.

· enable a PDN SAE GW capable of connecting to multiple PDNs to select the specific PDN to establish routing for the user plane data flow between the UE and a specific PDN. The feasibility of this scenario depends on the deployment choices, but it is possible to foresee that some operators may desire to allow a specific PDN SAE GW to connect to multiple PDNs
The three main questions to be addressed are:

· What type of information is carried in the signaling

· Which entity provides/generates the information

· How is the information carried

For sake of clarity, in the following the specific case of S2b is used to describe the concepts. Applicability to S2a is also possible, though the details are FFS.

(1) type of information

As for the type of information, this contribution proposes the use of a PDN Descriptor, defined as a collection of information used by a network element to identify/select the node to which sending the bearer establishment signaling. The PDN Descriptor will be contained in e.g. the PMIP Proxy Binding Update messages forwarded by the node initiating the PMIP tunnel setup (e.g. ePDG in case of S2b) or an intermediate node (e.g. the SAE GW in case of roaming and use of PMIP). 

Note: The contribution addresses specifically the attachment scenarios related to the use of PMIP on the network side, both for S2a and S2b. The applicability to handoff scenarios and scenarios that use CMIP for mobility management are FFS.

The details of the information contain in the PDN descriptor are FFS, and their definition belongs to stage 3 work. However, for sake of clarity and to provide examples, using S2b as an example one could think of several alternatives for the content of the PDN descriptor:

· The address of the “next node”: depending on how the SAE GW and PDN SAE GW resolution is performed, the PDN Descriptor can actually contain the address of the next node to which network entities must send signaling messages. As an example, assuming that at attach the HPLMN decides the PDN SAE GW, 3GPP AAA Server may return this information through the AAA proxy (roaming case) to the ePDG. It is also possible that the AAA Proxy may “add” to that information, e.g. providing the address of the SAE GW, depending once again on how the GW selection is performed. In such case, the ePDG would initiate the tunnel setup with the SAE GW setup provided in the AAA signaling, and including a PDN Descriptor whose content is the address of the PDN SAE GW, that in turn the SAE GW would use to establish the tunnel with it;

· An APN corresponding to the PDN the connectivity shall be setup with: the APN may obtained as in the previous example, i.e. from the 3GPP AAA Server, and used by ePDG (in non-roaming case) and SAE GW (in case of roaming) to select the PDN SAE GW. The APN would be inserted in the PDN Descriptor in the PMIP Proxy Binding Update to be carried to the SAE GW.

· Information for the PDN SAE GW to select the correct PDN to establish connectivity with
(2) Which entity provides/generates the information

As for the entity providing the information, one possibility shown above is to obtain such information through the AAA. In such case, typically the HPLMN would select either the PDN SAE GW or an APN to be used for PDN SAE GW selection, and provided to the ePDG. the 

One scenario to be considered is also the possibility for the UE to provide an APN to the network to indicate which service/PDN the UE desires to setup at the default bearer establishment. This can benefit the UE in terms of obtaining faster connectivity to the desired PDN already upon attach to the network. It is already possible in I-WLAN for the UE can to provide the desired W-APN to the network. Though for I-WLAN the information is provided to the network using IKE signaling ([1]), a different mechanism can be adopted for trusted accesses (how it is supported for various accesses may be access-dependent). 

Note: PDN access authorization when the PDN Descriptor contains an APN provided by the UE is FFS. 

(3) how the information is carried

There have been several discussions in the past on how additional information could be carried in PMIP. As we know, PMIP is not yet a complete standard, therefore there is still room for improvement. In addition, PMIP could be defined as a basic standard without any enhancements, and potential enhancements (e.g. the ability to carry a PDN Descriptor) could be defined in separate specifications. An attempt to do so for Mobile IPv6, applicable also to PMIP, is described in [2]. In conclusion, we believe it is possible to carry such additional information in PMIP signaling.

Note: as indicated above, whether these concepts apply to CMIP and how the information would be transported for CMIP are FFS.

As for the case where the PDN Descriptor information is carried to the ePDG from the HPLMN through AAA, the procedures and information elements defined for I-WLAN (e.g. to carry the selected W-APN to the PDG) can be reused. 
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Proposal

It is proposed that the principles described above are adopted in TS 23.402:

1. a collection of information called a PDN Descriptor is used by a network element to resolve the GW (SAE GW and or PDN GW, depending on the roaming/non-roaming scenarios) to which sending the bearer establishment signaling (e.g. Proxy Binding Update message over S2b when using PMIP).

Note: The applicability of the PDN descriptor to handoff scenarios and scenarios that use CMIP for mobility management are FFS.
2. A PDN Descriptor is a collection of information obtained by combining either user preferences (e.g. specific indication obtained by the UE of the desired PDN, e.g. an APN) or network preferences (e.g. an APN obtained during authentication/authorization from the HPLMN, or the actual address of a GW). 
3. The PDN Descriptor can comprise of an APN, either provided by the UE or the HPLMN
4. The PDN Descriptor is used by the PDN GW to select the appropriate PDN, in case a PDN GW supports multiple PDNs.

The appendix contains the actual changes for TS 23.402.

Appendix

**** Start of first change ****
5.4.2
SAE-GW Selection and IP address allocation

<This section specifies selection of SAE-GW for PDN access and allocation of IP address applied when connecting non-3GPP accesses to the SAE core. >
Editor’s note: Initial attach will be covered in this section.

Initial network attach and network selection procedures are carried out as described in section “Network Discovery and Selection”.
Principles:

· a collection of information called a PDN Descriptor is used by a network element to resolve the GW (SAE GW and or PDN GW, depending on the roaming/non-roaming scenarios) to which sending the bearer establishment signaling (e.g. Proxy Binding Update message over S2b when using PMIP).

Note: The applicability of the PDN descriptor to handoff scenarios and scenarios that use CMIP for mobility management are FFS.
· A PDN Descriptor is a collection of information obtained by combining either user preferences (e.g. specific indication obtained by the UE of the desired PDN, e.g. an APN) or network preferences (e.g. an APN obtained during authentication/authorization from the HPLMN, or the actual address of a GW). 

· The PDN Descriptor can comprise of an APN, either provided by the UE or the HPLMN

· The PDN Descriptor is used by the PDN GW to select the appropriate PDN, in case a PDN GW supports multiple PDNs.
5.4.2.1 
Initial Attach on S2a
**** End of first change ****
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