SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#57
S2-071695
23 - 27 April 2007

Beijing, China
Source:
HUAWEI 

Title:
Avoidance of S2c for Untrusted Non 3GPP Access
Document for:
Discussion/Approval

Agenda Item:
8.4.1
Work Item / Release:  SAE/ Rel-8 
Abstract of the contribution:

This contribution argues that untrusted non 3GPP access should be avoided on S2c.
1. Introduction

In the last meeting, MIPv4 in FA mode is removed from many alternative options over S2 interface, which simplifies the non 3GPP accessing scenario.

In this proposal, we want to compare other two non 3GPP accessing scenarios, namely untrusted non 3GPP access over S2c and S2b. Since most companies would agree that PMA function should be realized on ePDG for untrusted non 3GPP accessing, it might be advantageous to remove untrusted non 3GPP access over S2c since no benefit can be obtained from this accessing scenario according to the analysis in this paper. 
2. Discussion

In the architecture in TS 23402.v040, both S2c and S2b may be used for untrusted non 3GPP access. For the untrusted accessing over S2c, besides MIP tunnel exists between UE and PDG GW, an IPsec tunnel is also needed between UE and ePDG. So every IP packet transmits from UE to PDN GW would be encapsulated with an MIP header and an IPsec header over the air because of the double tunnels, which is quite wasteful for the air resource. However, for the untrusted accessing over S2b, there are no such double tunnels because the IPsec tunnel and the PMIP tunnel don’t overlap each other. So every IP packet transmits from UE to PDN GW would be only encapsulated with an IPsec header only over the air, which is unavoidable for untrusted accessing.

The description above is illustrated in Figure1:
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Figure 1

Besides the signalling transmitting path is overlapping partly in case of untrusted accessing over S2c, neither of these two scenarios saves more signallingt because the signal number of CMIP co-located mode and PMIP is equal to be handled in ePDG. So from the signaling aspect, the efficiency is approximately same.
However, from data transmission aspect, the untrusted accessing over S2c is much more wasteful compared with the one over S2b. The packet data has one more encapsulation layer, so that more processes should be performed on both UE and ePDG. Besides that, the air resource would be wasted unnecessarily.
Thus, the conclusion can be drawn as below:

· For any untrusted non 3GPP access, ePDG should integrated with PMA function mandatory;
· There shall be no S2c between UE and PDN GW in case of untrusted accessing.

3. Proposal

We propose the following changes in TS 23.402:
Start of First Change

4.2.1
Non-Roaming Architecture

[image: image2]
Figure 4.2.1-1. Non-Roaming Architecture for non-3GPP Accesses within SAE

4.2.2
Roaming Architecture

[image: image4]
Figure 4.2.2-1. Roaming Architecture for non-3GPP Accesses, Home Routed

Editor’s note: impacts from Direct Tunnel architecture need to be considered in the architecture diagrams.
Editor’s note:  the Roaming architecture for the Visited Services scenario and bearer traffic local breakout for the Home Services scenario needs to be included in this specification. 

End of First Change

Start of Second Change 

4.5.1 
List of Reference Points

4.5.1 
List of Reference Points
The description of the reference points:

Editor’s note:    Once the architecture diagrams are stable in this specification and in TS 23.401, the reference point names need to be updated to remove either the letters or only keep a number series, e.g. S6a replaced with Sn where there is only either a digit or a letter.
S1-MME, S1-U, S3, S4, S10, S11:
these are defined in [4].

S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Gateway.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Gateway. 

S2c:
It provides the user plane with related control and mobility support between UE and the SAE Gateway. This reference point is implemented over trusted non-3GPP Access and/or 3GPP access. 

S5:
It provides user plane tunneling and tunnel management between Serving GW and PDN GW. It is used for Serving GW relocation due to UE mobility and in case the Serving GW needs to connect to a non collocated PDN GW for the required PDN connectivity.
S6a:
This interface is defined between MME and HSS for authentication and authorization. It is defined in [4].
S6c:
It is the reference point between SAE Gateway in HPLMN and 3GPP AAA server for mobility related authentication if needed.  

S6d:
It is the reference point between SAE Gateway in VPLMN and 3GPP AAA Proxy for mobility related authentication if needed.  
S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEF). The allocation of the PCEF is FFS. 
S8b:
It is the roaming interface in case of roaming with home routed traffic. It provides the user plane with related control between SAE Gateways in the VPLMN and HPLMN.
S9: 
Indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN.
SGi: 
It is the reference point between the SAE Gateway and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [5] are FFS.  

Ta*:
It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. 

Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [5] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signalling (transport of tunnel authentication and authorization data). Differences compared to Wm as defined in [5] are FFS.

Wn*:
This is the reference point between the Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE initiated tunnel has to be forced towards ePDG. The existence of an entity corresponding to WAG in I-WLAN and its impact on Wn* is FFS.

Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [5] are FFS.

Usage of S6, S8 and S9 for providing visited network with static/dynamic policies is FFS.

It is FFS if the two depicted S7 interfaces are different or not.

S1 interface for LTE is the same for both the architectures.

Protocol assumption:

-
S2a interface and S2b interface are based on current or future IETF RFCs. S2a is based on Proxy Mobile IP. To enable access via Trusted Non 3GPP IP accesses that do not support PMIP, S2a also supports Client Mobile IPv4 FA mode. S2b is based on Proxy Mobile IP.

-
S2c is based on Client Mobile IP co-located mode. (The exact protocol decision is FFS)
-
The S5, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized. The S5 interface is based on current or future IETF RFCs. The GTP variant of S5 interface is described in TS 23.401 [4].

-
S8b interface is based on current or future IETF RFCs. The GTP variant interface (S8a) is described in TS 23.401 [4].

The SAE System shall allow the operator to configure a type of access (3GPP or non-3GPP) as the “home link” for Client Mobile IP purposes. 

Note that redundancy support on reference points S5 and S8b should be taken into account.

4.5.2 
Reference Point Requirements

4.5.2.1
S5 reference point requirements
Both the GTP and IETF variants of the S5 reference point shall satisfy the following architectural principles:

-
There shall be only one radio interface protocol stack defined, common for both S5 variants, including both radio layer and Non-Access Stratum protocols. 
-
There shall be only one S6a interface defined common to both S5 variants. There may be a need for different information elements specific to IETF or GTP based variants of S5 but differences due to the S5 variants should be minimized.
-
In the non-roaming case, there shall be only one S7 interface defined for transfer of policy and charging rules, common to both S5 variants. There may be a need for different information elements specific to IETF or GTP based variants of S5 but differences due to the S5 variants should be minimized.
-
The same functional split between the endpoints of the S5 reference point shall be used, independent of S5 variant. 
The S5 reference point shall fulfil the following requirements:

-
S5 shall support transfer of access network and location information (e.g. as input to policy decisions) 

-
S5 shall allow access to multiple PDNs. It shall be possible to allow an UE to connect to different packet data networks. It is FFS whether it shall also be possible to support a UE with concurrent connections to several packet data networks.
-
S5 shall be able to transport both IPv4 and IPv6 user plane traffic independent of IP version of the underlying IP transport network. 

-
S5 shall support fault handling. There should be mechanisms to identify and signal faults for groups of mobiles – e.g., if a large node handling millions of terminals goes down. 

NOTE: 
As further development of the architecture takes place as well as when additional functionality such as MBMS, LCS etc. are addressed, further requirements will be needed.
…

End of Second Change
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