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Abstract of the contribution:

This paper adds the procedure for initial network attach over S2b interface using MIPv6 for non-roaming scenarios.
High Level Description

SAE GW selection is based on APN of the service accessed by the UE.  How the APN is resolved to a SAE GW is FFS.

Both IPv4 and IPv6 sessions are supported using the IPsec tunnel between the UE and the ePDG and the MIPv6 tunnel between the UE and the SAE GW.

The MIPv6 signalling messages are protected using IPsec security associations between the UE and the SAE GW.
We propose to make the following change to TS 23.402.
*** Start of change***
2
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5.5.1
SAE-GW Selection and IP address allocation

<This section specifies selection of SAE-GW for PDN access and allocation of IP address applied when connecting non-3GPP accesses to the SAE core as part of  Session Management. >
Editor’s note: Initial attach will be covered in this section.
This section is related to the case when the UE powers-on in an untrusted network via S2b interface. Initial network attach and network selection procedures are carried out as described in section “Network Discovery and Selection”
5.5.1.X
Initial Attach procedure with DSMIPv6 for non-roaming
Dual Stack MIPv6 [XX2] is used for supporting mobility over S2c interface.
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Figure X1: shows the initial attachment when Host based MM mechanism are used over S2b for non-Roaming
The UE is authenticated and authorised to access the Untrusted Non-3GPP Access network, After the authentication, UE is configured with Local IP Address from the access network domain. Local IP Address is used as Source IP address to initiate Tunnel Establishment Procedure using IKEv2.
1. The IKEv2 tunnel establishment procedure is started.. After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234 [XX1].
Editor’s note: The IP address discovery of the ePDG is FFS.
Editor’s note: How APN is resolved to a PDN AGW is FFS. If APN is involved in PDN AGW selection is FFS.
Editor’s Note: If a relation between ePDG discovery and PDN AGW discovery is required is FFS. 
2. The ePDG sends the final IKEv2 message with the assigned IP address in IKEv2 Configuration payloads.
3. IPsec Tunnel between the UE and ePDG is now setup.
4. The security association is established between UE and PDN AGW to secure the Binding Update messages between UE and PDN GW.
Editor’s note: Protocols for Security Association Setup and PDN AGW IP Address Configuration is FFS.
5. The UE sends the Binding Update message to the PDN AGW.  The Binding Update is as specified in [XX2]
Editor’s Note: It is FFS how the UE is informed of the allocated PDN AGW IP address.
6. The PDN AGW processes the binding update and creates a binding cache entry for the UE.  The PDN AGW allocates an IP address for the UE.  The PDN AGW then sends a binding ack to the UE, `including the IP address allocated for the UE.
Note: If UE requested for both IPv4 and IPv6 addresses, both IPv4 and IPv6 addresses are allocated. In the case only IP address of either IPv4 or IPv6 is requested, then IP address of only the requested IP version is allocated.
7. The IP Connectivity is now setup. 
Editor’s note: It is FFS, if AAA Server/HSS are updated of the service provided by the UE.
*** End of change***
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