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This paper discusses an alternative solution that will avoid the DTI flag in RNC and it proposes in addition to reduce time delays in the setup of PDP contexts with direct tunnel post to a GGSN failure.

Introduction

In OTS CR (S2-064134), a new flag – DTI – is added in the RNC. The intention for introducing this flag is “to instruct the RNC to apply direct tunnel specific error handling as described in subclause 13.8.” And in subclause 13.8 GGSN Failure in TS 23.060, it addresses “If the RNC receives an error indication from a GGSN and the RNC has the DTI flag set for that RAB, it shall initiate the RAB Release procedure”. As a result, the RNC shall be updated when introducing the direct tunnel function. 

This paper discusses an alternative solution that will avoid the DTI flag in RNC and it proposes in addition to reduce time delays in the setup of PDP contexts with direct tunnel post to a GGSN failure.

Discussion
Current solution for One Tunnel is that the RNC initiates a RAB Release procedure with a new error cause - ’Resource Not Available in GGSN’ - to the SGSN for direct tunnel enabled PDP Contexts when receiving an error indication from the GGSN and when DTI flag is set in the RNC. As a result, the SGSN knows the GGSN failure and initiate the Deactivation PDP Context procedure to the MS to delete the affected PDP Context. PDP Contexts needs to be re-established later by the UE.
This proposal has the following drawbacks:

- It introduces a new DTI flag in the RNC and a specific handling in the RNC depending whether direct tunnel is used or not.
- It implies new signalling between the UE and the Network and inside the Network (subscription check in the SGSN, QoS check in the GGSN) to re-establish the bearers and therefore this delays data transfer. This provides a bad Network behaviour from the UE perspective.

- As the UE does not see whether GGSN is restarted or not, UE may request multiple PDP Context activation before being accepted
We suggest another alternative that would avoid specific handling of GGSN failure in the RNC and let the SGSN manages the GGSN failure:
· When the GGSN fails and recovers, the SGSN detects the GGSN failure for PDP contexts using direct tunnel if there is an Echo Detection Mechanism on the Gn control plane. The SGSN should notice the GGSN failure. 

· There is no specific handling in the RNC: when the GGSN receives a GTP‑U PDU for which no PDP context exists, it discards the GTP‑U PDU and return an error indication to the originating RNC. The RNC initiates a RAB Release procedure. The SGSN locally releases the RAB and keep the associated PDP context information. 
· When the SGSN determines that GGSN has recovered via Echo procedure over Gn interface, it can attempt to re-establish the bearers on its own with the GGSN without waiting UE interaction: initiate the RAB Assignment procedure with the RNC if the RAB has been released and a Create PDP Context procedure with the GGSN. In order not to overload the recently restarted GGSN entity, the SGSN should re-establish the bearers in a smooth way (for example, it could only have one outstanding Create PDP Context Request message at the time, i.e. it should always await a Response message before transmitting a new Request message).

Therefore, the only modification of SGSN for this proposed solution is to start Create PDP Context procedure for those PDP contexts in which DTI flag is set in the SGSN. This solution does not require any update of the current RNC and no handling of DTI in the RNC in order to support the direct tunnel function. 
Proposal

It is proposed to adopt the proposed solution described in this paper and remove all the impacts related with the direct tunnel function in the RNC. Associated CR to 23.060 will be produced.
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