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1 Introduction
AMR and AMR-WB [1] were originally designed for circuit-switched mobile radio systems such as GSM and UMTS.  Due to their flexibility, wide adoption in terminal implementations and robustness, they are also suitable for real-time speech communication services over the packet-switched domain and is obviously desirable their features to be possible to be exploited in SAE.
2 AMR features and their applicability in SAE

· Flexibility

AMR codec has the capability to perform rate adaptation in order to adapt to congestion condition of  the wireless network, i.e. in the circuit-switched domain it is possible to change the AMR encoding rate in order to adapt to the radio congestion conditions. The following AMR codec modes are being defined in [1] 
	Codec mode
	Source codec bit-rate

	AMR_12.20
	12,20 kbit/s (GSM EFR)

	AMR_10.20
	10,20 kbit/s

	AMR_7.95
	 7,95 kbit/s

	AMR_7.40
	 7,40 kbit/s (IS-641)

	AMR_6.70
	 6,70 kbit/s (PDC-EFR)

	AMR_5.90
	 5,90 kbit/s

	AMR_5.15
	 5,15 kbit/s

	AMR_4.75
	 4,75 kbit/s

	AMR_SID
	 1,80 kbit/s (see note 1)


In Circuit Switched operation the codec adaptation is being performed by manipulating the Codec Mode Request (CMR) field in the encoded speech frames since it is assumed that voice is being sent in two directions. This function is being performed by the RNC/BSC in order to alleviate congestion is the number of cells it controls when levels of congestion reach a certain threshold.
In the PS domain there are two possibilities that this adaptation can be performed.
1. The receiving client after detecting that a number of AMR voice frames is lost triggers the codec adaptation by changing the CMR field of the encoded frame to lower bitrate codec mode (e.g. from AMR_12.20 to AMR_4.75). This will trigger the codec mode change also in the (originally) transmitting client when it receives the encoded frames. Alternatively the exact same mechanism can happen by the usage of RTCP quality from the receiving client to transmitting client that will force it to trigger the codec mode adaptation
. Another alternative with essentially the same essence is the usage of SIP renegotiation to change the codec mode with a re-INVITE offering lower bitrate mode. We name all these options as “end-to-end codec mode adaptation”, given they are the two clients the ones that trigger the codec mode change. 
2. Alternatively to the above “end-to-end codec mode adaptation” similarly to the existing CS procedure the eNodeB triggers the codec mode adaptation when it detects that the congestion levels reach a certain threshold. It can do so by changing the CMR field in UL and DL voice streams for all the UEs that use the voice service (identified by the QoS label) in the cell. The eNodeB is able to discriminate the AMR codec and codec mode in use are available in the DL and UL IP Packets (the codec is available in the RTP Header and the codec mode is available in RTP payload Table of Content). As a consequence, the eNodeB only needs to know the AMR frame payload structure associated to each codec mode negotiated. This can be provided by O&M configuration (if it is assumed that always the highest bitrate mode is originally used) or via signalling. Similar procedure to that is already considered in [2] for the usage of Unequal Error Protection (UEP) for AMR usage in VoIP. We name this option as “network-controlled mode adaptation”.
Summary: The “end-to-end codec mode adaptation” relies solely in the UEs to perform the codec mode adaptation and this is very problematic since the UE behavior is very difficult to be nailed down with specific metrics and is not at all network controlled. In addition to that the one-by-one (during a voice session) codec mode adaptation using the “end-to-end codec mode adaptation” mechanism is very inefficient in corner cases such as the edge of the cell may create continuous codec mode changes with catastrophic effects for the voice quality. 

On the other hand the “network-controlled mode adaptation” is not possible with the current working assumption in RAN-SA2 given the ciphering and compression engines are placed in the UPE which does not have any visibility of radio conditions.
· Robustness

One other property of AMR codec that makes it particularly attractive for cellular networks is the usage of three categories of importance (A,B,C class bits) in the encoded bits that allow the usage of Unequal Error Protection (UEP) by the RAN to protect the most important bits with more robust codes. For UTRAN or GERAN Iu mode, the codecs as such are not known by the RAN. Instead RAB subflows have been defined to enable Unequal Error Protection and Rate Control. Each RAB sub-flow corresponds to a specific class of bits in a codec frame (Class A, B or C in AMR) and is associated with SDU Error Ratio and Residual Bit Error Ratio. All the RAB sub-flow belonging to a RAB are mapped to "coordinated DCHs" in the UTRAN, which are synchronized. A "RAB sub-flow Combination" fully defines a codec mode with class A, B and C bits. For example there are 3 RAB sub-flows for 12.2 kbit/s AMR.
In [2] section 5.2 a possible adaptation of this mechanism for VoIP is being described for UTRAN. The principles of this mechanism are similar to the earlier described “network-controlled codec mode adaptation”. Nevertheless also UEP as described in [2] is not possible to be used in SAE, with the working assumption of ciphering and compression in the UPE, the eNodeB does not have visibility of the encoded frames and the relevant RTP header fields.
Summary: UEP for VoIP as described in [2]  is not possible to be performed in SAE from higher layers’ perspective given the current working assumptions of ciphering and compression in the UPE even if RAN WGs choose to support it now or in the future.

3 Conclusions

Our analysis has shown that the current working assumption in SA2 to place ciphering and header compression in  the CN makes quite problematic the usage of the well-known AMR principles of flexibility and robustness.

It is requested SA2 to discuss these findings in order to: 

· Re-evaluate the current working assumptions of placing ciphering and header compression in the CN  given the impact they will have in service performance and radio network capacity. 

· Agree that both network-controlled and end-to-end AMR codec mode adaptation should be possible in SAE.
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� Note RTCP reports for VoIP are currently not supported in rel.6.
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