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This contribution proposes an input to TS 23.402, Section 5.1 “Control and User planes”, related to the S2 reference point.
1. Introduction
This contribution focuses on the mobility management options to be supported over the S2 interface. 

In a former contribution [DS], we have discussed in detail upon the IP version aspects of the basic Mobile IP protocol, which applies to both client and proxy based approaches, i.e. CMIP and PMIP.

In order to satisfy the existing requirements related to IP version issues, we are proposing solutions based on Dual-Stack variants of basic CMIP and PMIP. 

Note that the term Client-MIP or CMIP is some time used to differentiate the client initiated version of the Mobile IP (MIP) protocol from the proxy version of the same protocol (PMIP). For this reason the terms MIP and CMIP are used interchangeably.
3. Discussion

Different mobility management approaches require different degrees of “trust relationship” between the access network providers and the main EPC operator. Note that “trust” in this case includes aspects of security e.g., the ability of entities in one system to talk to entities in another system, as well as operational policy, e.g., the ability for the network to define what type of traffic should go over one technology versus another.

More specifically, in an inter-access technology scenario, PMIP based approaches are applicable to network deployments where the non-3GPP access technology and the EPC belong to the same “access network”. CMIP-based approaches, however, can also be applicable to situations where the provider of the non-3GPP access technology and the EPC operator cannot be considered to belong to the same “access network”. The definition of “access network” in this context is as copied from [NOHOST]:

“An access network is a collection of fixed and mobile network components allowing access to the Internet all             belonging to a single operational domain.  It may consist of multiple air interface technologies (for example 802.16e, UMTS , etc.) interconnected with multiple types of  backhaul interconnections (such as SONET, metro Ethernet, etc.).”  

The following discussion assumes the differentiation of the S2 variants as proposed in S2-070731 [S2VAR] and copied below:
S2a:   
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Anchor. S2a is based on Network Assisted mobility. 
S2b:   
It provides the user plane with related control and mobility support between ePDG and the SAE Anchor. S2b is based on Network Assisted mobility. 
S2c:   
It provides the user plane with related control and mobility support between UE and the SAE Anchor. S2c is based on Client mobility.
For network assisted mobility management protocol options PMIP [PMIPv4][PMIPv6] and CMIPv4 FA Mode [MIPv4] variants should be considered. 
We believe that both PMIPv4 [PMIPv4] and PMIPv6 [PMIPv6] protocol should be protocol options. The protocol version ultimately deployed is a matter of timing and IPv4 vs IPv6 operator capabilities during deployment. An operator with primarily IPv4 based systems wishing to deploy the 23.402 solution may chose to base S2a/b operations on PMIPv4. An operator with IPv6 capable systems wishing to deploy the 23.402 solution may chose to base S2a/b operations on PMIPv6.
We also believe that CMIPv4 FA Mode [MIPv4] of operation enables client mobility operation where the non-3GPP system offers Foreign Agent Services. This mode of operation is considered as more practical when compared with CMIPv4 CCoA mode [MIPv4] of operation, since the latter has some relative shortcomings:

· It requires two IPv4 address per mobile. This is not very practical given the IPv4 address shortage at least in some parts of the world.
· It requires support for NAT-Traversal [MIPNAT]. MIPv4 NAT-Traversal is a complicated mechanism requiring UDP based tunnelling and regular keep-alive messages, not suited to a cellular environment.

For this reason, we believe that CMIPv6 and CMIPv4 FA mode of operation, are more practical client mobility management protocols than CMIPv4 CCoA mode of operation.
For all variants of network and client based Mobile IP protocols, dual stack operation should be supported. PMIPv4 [PMIPv4] and PMIPv6 [PMIPv6] specification include support for dual stack (IPv4 and IPv6) UEs. For CMIPv4[MIPv4] and CMIPv6[MIPv6], DS-MIPv4 [DSMIPv4] and DS-MIPv6 [DSMIPv6] specification are been defined separately.
The determination of whether CMIP or PMIP might be used for a particular access technology should be based on the requirements these access technologies have (i.e. in terms of security) and the business agreements their respective providers have with the EPC operator.

Finally, a Simple IP option is also proposed for S2a/b interfaces in which case the non-3GPP domain offers connectivity but no inter-system handoff capabilities. 
2. Proposal

The following mobility protocols shall be supported: 

S2a (reference point between SAE GW and non-secured non-3GPP access networks):
· PMIPv4

· PMIPv6 

· DS-MIPv4 FA mode

· Simple IP
S2b (reference point between SAE GW and secured non-3GPP access networks):

· PMIPv4

· PMIPv6 

· DS-MIPv4 FA mode

· Simple IP
S2c (reference point between SAE GW and UE):

· DS-MIPv6

A corresponding input for TS 23.402, Section 5.1 “Control and User planes” is provided in the Annex.
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Annex

Proposed changes to Sec. 5.1 of TS 23.402
*** Start of modified Section ***

5
Functional description and Information Flows

<This section specifies key functions of the architecture enhancements for non-3GPP accesses>
5.1
Control and User Planes

<This section specifies the protocol stacks on the control and user planes for each of the interfaces required for non-3GPP access support.>

5.1.x
S2 Reference point

5.1.x.1
Protocol options for S2a

The following protocols shall be supported on S2a:
· PMIPv4   (Figure X1)

· PMIPv6  (Figure X2)

· DS-MIP FA mode (Figure X3)

· Simple IP (Figure X4).

The figures below illustrate the control and user planes for each protocol option.
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Figure X1: Protocols for control and user planes of S2a for the PMIPv4 option

Legend:

· According to terms defined in PMIPv4 [PMIPv4], the functional entities terminating both the control and user planes are denoted PMA (Proxy Mobile Agent) in the non-3GPP IP access and HA (Home Agent) in the SAE GW.

· The control plane stack is PMIPv4 [PMIPv4]  over UDP [RFC 768] over IPv4 [RFC 791].

· The user plane carries remote IPv4/v6 packets over an IPv4 transport network.

· The tunnelling layer implements IP encapsulation applicable for PMIPv4 [PMIPv4]. The tunnelling mechanisms supported are defined in MIPv4 [RFC3344].
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Figure X2: Protocols for control and user planes of S2a for the PMIPv6 option

Legend:

· According to terms defined in PMIPv6 [PMIPv6], the functional entities terminating both the control and user planes are denoted PMA (Proxy Mobile Agent) in the non-3GPP IP access and HA (Home Agent) in the SAE GW.

· The control plane stack is PMIPv6 [PMIPv6]  over IPv6 [RFC 2460].

· The user plane carries remote IPv4/v6 packets over an IPv6 transport network.

· The tunnelling layer implements IPv6 encapsulation applicable for PMIPv6 [PMIPv6]. The tunnelling mechanisms supported are defined in MIPv6 [RFC3775]. 
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Figure X3: Protocols for control and user planes of S2a for the DS-MIPv4 FA mode option

Legend:

· According to terms defined in MIPv4 [MIPv4], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE, FA (Foreign Agent) in the non-3GPP IP access, and HA (Home Agent) in the SAE GW.

· The control plane stack is MIPv4 [MIPv4] with Dual Stack Extensions [DSMIPv4] over UDP [RFC 768] over IPv4 [RFC 791].

· The user plane carries remote IPv4/v6 packets over an IPv4 transport network.

· The tunnelling layer implements IP encapsulation applicable for MIPv4 as defined in [MIPv4].
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Figure X4: Protocols for S2a for the simple IP option

Legend:

· S2a provides a simple IPv4 or IPv6 protocol stack without mobility support.

5.1.x.2
Protocol options for S2b

The protocols shown in Figures X1 to X4 shall be applicable also to reference point S2b.

The protocols are terminated in the ePDG, however, rather than in a node of the non-3GPP IP access.

5.1.x.3
Protocol options for S2c

The following protocol shall be supported on S2c:

· DS-MIPv6 (Figure X3)

Figure X5 illustrates the control and user planes for this protocol.
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Figure X5: Protocols for control and user planes of S2c for DS-MIPv6 option

Legend:

· According to terms defined in MIPv6 [MIPv6], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE, and HA (Home Agent) in the SAE GW.

· The control plane stack is MIPv6 [MIPv6] with Dual Stack Extensions [DSMIPv6] over IPv6 [RFC 2460].

· The user plane carries remote IPv4/v6 packets over an IPv6 transport network.

· The tunnelling layer implements IP encapsulation applicable for MIPv6 as defined in [MIPv6].

*** End of modified Section ***
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