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	The TS 23.203 describes the possibility of using PCC rules that are pre-configured in the PCEF, the so-called predefined PCC rules. This document clarifies the restrictions for the usage of predefined PCC rules.

There are two types of predefined PCC rules. The first type is known to the PCRF and can be taken into account when PCC rules are selected and associated to QoS classes. The PCRF may activate or deactivate these predefined PCC rules on any one IP-CAN bearer. Furthermore, there are precedence rules mentioned in the specification that take care of any overlap situation in the IP flow filter sets. 

The other type of predefined PCC rules is not known by the PCRF. Therefore, they cannot be taken into account by the PCRF at all. These PCC rules are activated by the PCEF itself based on operator policies.

Nevertheless, it still needs to be clarified that in general a predefined PCC rule can only be activated on a single IP-CAN bearer per IP-CAN session. This is mainly because of the packet routing functionality in downlink direction which forwards the service data flow traffic to the first IP-CAN bearer that has a matching PCC rule. Consequently, having the same PCC rule on another IP-CAN bearer would make no sense at all. The only exception is a predefined PCC rule that is only containing filter information for the uplink direction. Such a predefined PCC rule could be activated for multiple IP-CAN bearers of the same IP-CAN session
In case of UE provided traffic mapping information, especially the usage of predefined PCC rules that are not known to the PCRF requires further restriction. Here, the downlink traffic needs to be forwarded to the IP-CAN bearers as indicated by the UE. Consequently, the PCEF may only activate the predefined PCC rules (which are not known to the PCRF) on the IP-CAN bearer for which no traffic mapping information was received from the UE.



	
	

	Summary of change:
(

	This document clarifies the restrictions for the usage of predefined PCC rules:

For predefined PCC rules that are known to the PCRF, the PCRF can activate such a PCC rule only once per IP-CAN session. However, if a predefined PCC rule is only containing filter information for the uplink direction it can be activated for multiple IP-CAN bearers of the same IP-CAN session.

For predefined PCC rules that are not known to the PCRF, the PCEF may only activate such a PCC rule if there are no UE provided traffic mapping information related to the IP-CAN bearer.
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	Activation of predefined PCC rules (by PCRF or PCEF) without respecting the UE provided traffic mapping information would lead to different understandings of the mapping between service data flows and bearers between UE, PCEF and PCRF. This would mean unpredictable implications on the QoS of service data flows as well as the resource control capabilities of the PCRF. Furthermore, it is even possible that services get terminated due to a matching of wrong PCC rules or the usage of unintended IP-CAN bearers.
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Start of 1st modified section

6.3.1
General

Editor's note:
To be filled with relevant information from section 5.2 of TS 23.125.

The Policy and charging control rule (PCC rule) comprises the information that is required to enable the user plane detection of, the policy control and proper charging for a service data flow. The packets detected by applying the service data flow template of a PCC rule are designated a service data flow.

Two different types of PCC rules exist: Dynamic rules and predefined rules. The dynamic PCC rules are provisioned by the PCRF via the Gx reference point, while the predefined PCC rules are directly provisioned into the PCEF and only referenced by the PCRF. 

NOTE 1:
The procedure for provisioning predefined PCC rules is out of scope for this TS.

NOTE 2:
There may be another type of predefined rules that are not explicitly known in the PCRF and not under the control of the PCRF. The operator may define such predefined PCC rules, to be activated by the PCEF on one IP-CAN bearer within the IP-CAN session. The PCEF may only activate such predefined PCC rules if there is no UE provided traffic mapping information related to that IP-CAN bearer.
There are defined procedures for activation, modification and deactivation of PCC rules (as described in clause 6.3.2). The PCRF may activate, modify and deactivate a PCC rule at any time, over the Gx reference point. However, the modification procedure is applicable to dynamic PCC rules only.

Each PCC rule shall be installed for a single IP-CAN bearer only, i.e. PCC rules containing completely identical information shall receive different PCC rule identifiers (an exception are predefined PCC rules that contain only uplink service data flow filters and which are known to the PCRF, see 6.3.2)

The operator defines the PCC rules.

Table 6.3 lists the information contained in a PCC rule, including the information name, the description and whether the PCRF may modify this information in a dynamic PCC rule which is active in the PCEF. The Category field indicates if a certain piece of information is mandatory or not for the construction of a PCC rule, i.e. if it is possible to construct a PCC rule without it.

… text skipped …
The DL-bitrate indicates the authorized bitrate for the downlink component of the service data flow. The interpretation of the bitrate depends on the QoS class and the IP-CAN.

End of 1st modified section

Start of 2nd modified section

6.3.2
Policy and charging control rule operations

Policy and charging control rule operations consist of activation, modification and de-activation of PCC rules.

Activation of a dynamic PCC rule provides the PCC rule information to the PCEF via the Gx reference point.

Activation of a predefined PCC rule provides an identifier of the relevant PCC rule to the PCEF via the Gx reference point.

Activation of a predefined PCC rule, not known in the PCRF, may be done by the PCEF based on operator policy. The PCEF may only activate such predefined PCC rule if there are no UE provided traffic mapping information related to the IP-CAN bearer.
An active PCC rule means that:

-
the service data flow template shall be used for service data flow detection;

-
the service data flow template shall be used for mapping of downlink packets to the IP-CAN bearer determined by the bearer binding;

-
the service data flow template shall be used for service data flow detection of uplink packets on the IP-CAN bearer determined by the bearer binding;
-
usage data for the service data flow shall be recorded (further details can be found in clause 6.1.2 Reporting and clause 6.1.3 Credit Management);

-
policies associated with the PCC rule, if any, shall be invoked.

A predefined PCC rule is known at least, within the scope of one access point.

NOTE:
The same predefined PCC rule can be activated for multiple IP-CAN bearers in multiple IP-CAN sessions.
A predefined PCC rule that contains downlink service data flow filters can only be activated once per IP-CAN session. A predefined PCC rule that contains only uplink service data flow filters can be activated for multiple IP-CAN bearers of the same IP-CAN session (deactivation of such a predefined PCC rule would remove this PCC rule from every IP-CAN bearer). 
The PCRF may, at any time, modify an active, dynamic PCC rule.

The PCRF may, at any time, deactivate an active PCC rule in the PCEF via the Gx reference point.  At IP-CAN bearer termination all active PCC rules on that bearer are deactivated without explicit instructions from the PCRF to do so.

End of 2nd modified section
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