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1. Introduction

The current SAE architecture (fig. 4.2-1 and related text in [1]) is not too specific on S2: 

S2:
It provides the user plane with related control and mobility support between WLAN 3GPP IP access or non 3GPP IP access and the SAE Anchor.

This definition constitutes only the absolute minimum for such a reference point between SAE and different types of access networks, but did not proof useful for a deeper understanding. 

In [2] an effort was undertaken to clarify the nature of S2, showing three options for access control and corresponding Access Gateway Functionality (AGF). Although that contribution could not be incorporated into the SAE TR, we see it as a good starting point; but in contrast to [2] we avoid the definition of the term “trust” (of an SAE operator regarding an access NW), because it doesn’t seem to be necessary and can be left to operator’s agreements.

The aim of the present contribution is 

· to further detail the necessary functionality on S2,

· to separate it into the mobility and AAA/security related parts, and thus

· refine the logical high level architecture for the evolved system.
The scope is limited to the non-roaming case, impacts on the roaming architecture are thus FFS.
2. Discussion 

2.1 3GPP IP Access and ePDG
With a first modification we want to clarify the location of the PDG, its properties when interworking with SAE system, and the related nomenclature. 

Unfortunately “WLAN 3GPP IP Access” has been used differently and not very strictly in text and architectural graphs in the past:

· In fig. 4.1 in [3] (simplified WLAN model) the term “WLAN 3GPP IP Access” refers to the 3GPP entities only (PDG and PS services).  

· Fig. 6.1 in the same document (non-roaming reference model) it includes also WAG, and the corresponding bubble extends slightly into the WLAN access NW. 3GPP AAA server and the reference points Wu and Wa, on the other hand, do not seem to be part of WLAN 3GPP IP Access! 

· In the roaming reference model fig. 6.2 of [3] the WLAN 3GPP IP Access bubble does not extend into the WLAN access NW. 

· According to the logical high level architecture for SAE (fig. 4.2-1 in [1]), WLAN 3GPP IP Access seems to include PDG and the WLAN access NW, plus the interconnection between them. (The 3GPP AAA server is not shown there.) 

Referring to the last item it must be noted that these two parts belong, in the general case, to two different operators. The PDG is located within the 3GPP operator’s domain. Further we must expect changes/ enhancements on PDG when integrating I-WLANs with mobility into SAE. Therefore we propose a first modification of the logical high level architecture for SAE in fig.1.


[image: image1]
Figure 1: first modification in SAE non-roaming reference architecture, introducing ePDG 
It shows (i) an evolved PDG (ePDG) within the Evolved Packet Core and (ii) the I-WLAN access NW. Both together are denoted now as “WLAN 3GPP IP Access”. A justification of the new term ePDG is due to the fact that it has changed its role (no longer IP point of connectivity with PDNs) and the option to support the mobility mechanism of S2, e.g. by acting as a Proxy-MIP agent (this argument has already been used in [3]). The full benefit of this modification will become apparent when considering also the case of non-3GPP IP access. The location of ePDG in EPC clarifies that it is under the 3GPP operator’s control, the new depiction of WLAN 3GPP IP Access makes apparent that this type of access involves both the I-WLAN access NW and the PDG/ePDG according to existing specifications.   
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3. Proposal

It is proposed to substitute fig. 4.2-1 in the SAE TR with above fig. 1 and to change/add the definitions of reference points. 
No definition of “trust” (in access networks) or “trusted access” is necessary in the SAE TR.

Start of First Change 
4.2
Architecture for the evolved system – non-roaming case

Figure 4.2‑1 depicts the base line high level architecture for the evolved system.

Editor's note: It is not the finalized architecture model for the evolved system. i.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.


 

[image: image6]
Figure 4.2-1: Logical high level architecture for the evolved system

The location of the functions belonging to MME/UPE is dependent on RAN CN function split table, i.e. it is FFS.

It is FFS whether there is an interface between UTRAN and evolved packet core.

The separation of MME/UPE into two separate entities is FFS.

Editor's Note: Additional Architecture diagram updates will be done following concrete resolutions on the other key issues. The current figure above does not intend to draw any conclusion regarding the functional grouping within the Evolved Packet Core. The number of interfaces and their termination points may change once the grouping and other key issues are resolved.

3GPP Anchor

The 3GPP Anchor is a functional entity that anchors the user plane for mobility between the 2G/3G access system and the LTE access system. 

SAE Anchor

The SAE Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems and non-3GPP access systems.
Whether the 3GPP Anchor functional entity is co-located with the MME/UPE or the SAE Anchor or both is FFS. I.e. it is FFS whether to standardize open interfaces between the MME/UPE and the 3GPP Anchor and between the 3GPP Anchor and the SAE Anchor. 

Note: The Inter Access System Anchor (IASA) is indicated with a dotted box in Figure 4.2-1, because it is used in several parts of this TR, including in figures, to represent both the 3GPP Anchor and the SAE Anchor.
Note: It is FFS how to map SAE architecture for the non-roaming case in Figure 4.2-1 to the roaming architectures in section 4.3

ePDG (evolved PDG)
It comprises the functionality of a PDG according to TS 23.234; modifications/extensions  compared to PDG are FFS. 

End of First Change 

Start of Second Change 

Reference points
S1:
It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic.

S2a:
It provides the user plane with related control and mobility support between non 3GPP IP access and the SAE Anchor.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Anchor. 

S3:
It enables user and bearer information exchange for inter 3GPP access system mobility in idle and/or active state. It is based on Gn reference point as defined between SGSNs.

…
End of Second Change 
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