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1. Introduction

For IMS, a problem definition has been agreed in S2-061772. If PCC provides a notification to an AF that the signalling path is not open (as detected at the GW) the problem is reduced, but does not vanish since PCC is limited in scope.

2. Discussion
The QoS Requirements for IM CN subsystem signalling are detailed in TS 23.228, clause 4.2.6. For the detection, whether the IMS signalling path is open or not, the following need to be accounted for

-
the IM CN subsystem signalling destination(s)

-
the signalling destinations for DHCP and DNS

From a PCC perspective, these destinations will be important input for one or more service data flow templates in PCC rules. These PCC rules shall not include any other service data flow filter than those detecting the signalling traffic.

The IP-CAN specific preconditions for the IMS signalling path to be open, when PCC is in use, are

-
the PCC rule(s) for the IM CN subsystem signalling traffic are active with a valid binding to a bearer

-
the PCC rule(s) for the DHCP and DNS traffic are active with a valid binding to a bearer

-
there is no closed gate in any PCC rule for the IM CN subsystem signalling traffic

-
credit management does not prevent the signalling (IMS signalling is expected not to be subject to charging in the normal case)

The PCC architecture is not expected to monitor the connectivity status beyond the Gi (or corresponding) interface.

The TS 29.061, clause 13a.2, defines how to configure the detection of IM CN signalling at the GW. The addresses of the IM CN signalling servers (P-CSCFs) as well as DHCP and DNS servers shall be preconfigured at the GGSN. For a GGSN supporting dedicated PDP context for IM CN signalling "The static packet filters for down-link signalling traffic shall have the format of a TFT..." so it is expected that the GGSN is able to assemble the service data flow template for IM CN signalling without any interaction with the PCRF. Therefore the PCC rules that describe the IM CN signalling (as well as DHCP and DNS communication) can be anticipated to form pre-defined PCC rules at the PCEF, although the PCRF should still activate them.

Thus, the PCRF controls what PCC rules describe the signalling of interest. In order to indicate the signalling path status to an AF, it needs to know the transmission path status for each of the rules.

The following requirements can be derived:

-
the Rx shall include a mechanism for an AF to subscribe for the event "Signalling path status"

-
the PCRF shall be provisioned with information, for each type of signalling the PCRF supports notifications on signalling path status, what PCC rules describe a signalling flow

-
the PCRF shall, for each IP-CAN session, maintain information on what PCC rules are for signalling and capable of aggregating the signalling path status

.
3. Summary and proposal
It is proposed to include the following changes in the TS 23.203.
*** 1st change *****

5.2.1

Rx reference point
The Rx reference point resides between the AF and the PCRF.

Editors' note:
The Rx reference point shall combine Rel-6 Rx reference point together with Rel-6 Gq reference point within a single protocol. This single protocol shall allow Rel-7 Rx to be backwards compatible with all Rel-6 capabilities of Gq and Rx reference points (i.e. Rel-7 PCRF can support interacting with Rel-6 AFs and Rel-7 AFs can support interacting with a Rel-6 PDF and/or Rel-6 CRF).

This reference point enables transport of application level session information from AF to PCRF. Such information includes, but is not limited to:

-
IP filter information to identify the service data flow for policy control and/or differentiated charging;

-
Media/application bandwidth requirements for QoS control.

The Rx reference point enables the AF subscription to notifications on signalling path status in the IP-CAN.

5.2.2

Gx reference point

The Gx reference point resides between the PCEF and the PCRF.

The Gx reference point enables a PCRF to have dynamic control over the PCC behaviour at a PCEF.

Editors' note-i:
The evolved Gx reference point shall allow for all Rel-6 Gx capabilities enabling the use of service data flow based charging rules.

Editors' note-ii:
In the PCC architecture the existing functionality from previous releases of the Go reference point is realized together with Gx reference point with a single protocol, using single message sequence to communicate both SBLP decisions and FBC decisions. Thus, the existing rel-6 Gx protocol shall be enhanced with the necessary information elements to fulfil also SBLP requirements as described in clause 4.3 of the present specification.

Editors' note-iii:
Rel-7 Gx shall evolve the charging rules defined in TS 23.125 [7] to support policy functionality (uplink and downlink).

The Gx reference point enables the signalling of PCC decision, which governs the PCC behaviour, and it supports the following functions:

-
Initialisation and maintenance of connection (IP-CAN session);

-
Request for PCC decision from PCEF to PCRF;

-
Provision of PCC decision from PCRF to PCEF;

-
Negotiation of IP-CAN bearer establishment mode (UE only, NW only or NW/UE);

-
Termination of connection (IP-CAN session).
A PCC decision consists of one or more PCC rule(s) and IP-CAN attributes. The information contained in a PCC rule is defined in clause 6.3.

*** 2nd change *****

6.1.4
Event Triggers

The PCEF shall receive information from the PCRF that define the conditions when the PCEF shall interact again with PCRF after an IP-CAN bearer establishment.

The event triggers are provided by the PCRF to the PCEF using the Provision of PCC Rules procedure. An event trigger is valid for an IP-CAN session, or an IP-CAN bearer. The PCEF shall, when an event trigger is met, report the event to the PCRF, which may take new PCC decisions. It shall be possible for the PCRF to instruct the PCEF to report the events listed in table 6.2.

Table 6.2: Event triggers

	Event trigger
	Valid for (scope)
	Description

	PLMN change
	IP-CAN session
	The UE has moved to another operators' domain.

	QoS change (all or exceeding authorization only)
	IP-CAN bearer
	The QoS of the IP-CAN bearer has changed. Two settings shall be possible: all changes of the QoS or only those that exceed the authorized QoS.

	Traffic mapping information change
	IP-CAN bearer
	The traffic mapping information of the IP-CAN bearer has changed.

	Change in type of IP-CAN (see note 1)
	IP-CAN session
	The access type of the IP-CAN bearer has changed.

	NOTE 1:
This list is not exhaustive. Events specific for each IP-CAN are specified in clause A.

NOTE 2:
A change in the type of IP-CAN may also result in a change in the PLMN.


IP-CAN bearer modifications, which do not match any event trigger shall cause no interaction with the PCRF.

The QoS change event trigger shall allow two different settings to trigger the PCRF interaction for all changes of the IP-CAN bearer QoS or only for those changes that exceed the QoS of the IP-CAN bearer that has been authorized by the PCRF previously. The QoS parameters of the IP-CAN bearer that have to be checked by the PCEF against a change shall only comprise the bandwidth and the QoS class.

*** 3rd change *****

6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.

Editor's note:
This functional entity encompass the harmonization of the PDF and CRF release 6 logical entities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF.

The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.

The PCRF shall decide how a certain service data flow shall be treated in the PCEF, and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile.

Editor's note:
For GPRS, it shall be possible to support policy control on a per PDP context basis.

The PCRF may check that the service information provided by the AF is consistent with both the operator defined policy rules and the related subscription information as received from the SPR during IP-CAN session establishment before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF when the service information is not consistent with either the related subscription information or the operator defined policy rules and as a result the PCRF shall indicate that this service information is not covered by the subscription information or may indicate, in the response to the AF, the service information that can be accepted by the PCRF. In the absence of other policy control mechanisms outside the scope of PCC, it is recommended that the PCRF include this information in the response.

Editor's Note:
For Go it was defined that the controller provides the authorized QoS to the PEP. In PCC it is FFS what the gain and benefits would be to change this concept such that the PCRF receives the requested QoS. Then the PCRF checks it against the authorized QoS and hence may downgrade the requested QoS from the PCEF when it exceeds the authorized QoS.

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF (e.g. SDP information or other available application information) and/or the subscription information received from the SPR to calculate the proper QoS authorization (QoS class identifier, bitrate). The PCRF may also take account the requested QoS received from the PCEF via Gx interface.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services.

Editors' note:
The subscription specific information for each service may contain e.g. max QoS class and max bit rate for each APN the subscriber has access permission to and a corresponding charging key. 
If an AF requests the PCRF to report on the signalling path status, for the service supported by the AF, the PCRF shall, upon indication of loss of resources, for PCC rules corresponding to that signalling notify the AF on changes to the signalling path status. It shall be possible for the AF to request signalling path status reports without authorizing any service data flow.
*** 4th change *****

6.2.3
Application Function (AF)

The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the IP-CAN user plane behaviour. The AF shall communicate with the PCRF to transfer dynamic session information, required for PCRF decisions as well as to receive IP-CAN specific information and notifications about IP-CAN bearer level events. One example of an AF is the P-CSCF of the IM CN subsystem.

The AF may receive an indication that the service information is not accepted by the PCRF together with service information that the PCRF would accept. In that case, the AF rejects the service establishment towards the UE. If possible the AF forwards the service information to the UE that the PCRF would accept.

An AF may communicate with multiple PCRFs. The AF shall contact the appropriate PCRF based on either:

-
the end user IP Address; and/or

-
a UE identity that the AF is aware of.

NOTE:
By using the end user IP address, an AF is not required to acquire any UE identity in order to provide information, for a specific user, to the PCRF.

For certain events related to policy control, the AF shall be able to give instructions to the PCRF to act on its own, i.e. based on the service information currently available as described in clause 6.1.5. 
The AF may request the PCRF to report on the signalling path status for the service supported by the AF. The AF shall cancel the request when the AF ceases handling the user.
*** End of changes ***
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