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Abstract of the contribution: This document proposes changes to VCC procedures in order to send an indication that VCC has been enabled to the UE on a per call basis and without any additional signalling overhead.
1 
Introduction

Document S2-062929 discusses sending an indication that VCC has been enabled on a per call basis via the V3 reference point. It proposes that this indication can be useful to the UE and could be provide on a per call basis without any additional signalling overhead. This document proposes changes to procedures to send that indication. 
2
Proposed text

<<<<First proposed change>>>>

6.2.2.2
UE Origination from CS Domain using CAMEL

VCC UE voice calls are re-routed using CAMEL to the user's home IMS network for anchoring. The UE establishes the call using standard call origination procedures; CAMEL origination triggers at the VMSC invoke signalling towards the VCC Application's gsmSCF. The gsmSCF instructs the VMSC to route the call towards the IMS or to continue with normal call origination procedures. 

Figure 6.2.2.2-1 describes the initial session setup of Mobile Originated Call processing for a VCC user initiated call from CS domain when using CAMEL for originating redirection to the IMS. Calls shall not be re-routed to the home IMS network if there is no means to translate the called party number (e.g., local number) into proper routable format to the intended local destination.
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Figure 6.2.2.2-1: CS Call Origination from the VCC User

1.
The VCC user originates a voice call in the CS domain using a VCC UE to party-B.

2.
Origination triggers at the VMSC detects that external call processing decisions are required ; VMSC sends an Initial DP message towards the gsmSCF.

3.
Internal (unspecified) interactions between gsmSCF and VCC Application lead to VCC Application determining that  the call needs to be anchored in IMS for VCC. CAMEL is used to re-route  the original call to the VCC Application.
NOTE:
How the information available to the VCC application is used to decide whether the call should be routed through the IMS is implementation specific and not standardized in this specification.

4.
The VCC Application allocates an IMRN (IP Multimedia Routing Number) and responds with a Connect message containing the Original Called party ID and Destination Routing Address. Destination Routing Address contains the IMRN to route the call to the VCC Application. Handling of Destination Routing Address and Original Called party ID is as defined in TS 23.078 [4].

5.
The VMSC routes the call towards the user's home IMS network using the IMRN via an MGCF in the home network.

6.
The MGCF initiates an INVITE towards the I-CSCF in the home IMS of the originating VCC user. The calling party number and/or original called number are included in the INVITE if they are received from the PSTN call setup signalling (e.g., ISUP).
7.
The I-CSCF routes the INVITE based on one of the following standard procedures specified in "PSI based Application Server termination - direct and PSI based Application Server termination – indirect" procedures in TS 23.228 [2].

7a.
The I-CSCF forwards the INVITE to the VCC Application via the S-CSCF that is assigned to the IMRN.

7b.
The I-CSCF forwards the INVITE directly to the VCC Application.
8.
If the VCC Application does not have enough information to complete the call, it may use the IMRN to retrieve the original called party number and the calling party number. The VCC Application uses the original called number and the calling party number to setup the outgoing call leg to party-Bin accordance with the AS origination procedure defined in clause 5.6.5 of TS 23.228 [2]
9.

Standard call setup procedures as per TS 23.228 [2] are followed to continue the call setup at the S-CSCF for the VCC user.
10.
The VCC Application receives the 200OK from the remote end and inserts an indication that VCC has been enabled for the call and that it has been anchored in the IMS.
11.
The MGCF recognizes the VCC enabling indication and provides and indication that VCC has been enabled in the ANM sent towards the VMSC.

12.
The VMSC passes the VCC enabling indication transparently to the user in the CONNECT message.
NOTE:
The provision of the indication that VCC has been enabled is subject to communicated operator policy.
NOTE. 
The indication that VCC has been enabled could optionally be sent towards the MGCF in session progress 18x messages and towards the VMSC/UE in ACM/Alerting messages.
<<<<End of first proposed change>>>>
<<<<Second proposed change>>>>

6.3.3
Terminated Call Directed to CS

Figure 6.3.2-1 describes how the signalling path is established toward a VCC user when the user is roaming in the CS Domain and the call is directed to CS.
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Figure 6.3.2-1: Terminated Call Directed to CS Domain
1.
An INVITE is arriving at the S-CSCF including a request URI in Tel URI or SIP URI format.

2.
S‑CSCF invokes as service logic is appropriate.

3.
S-CSCF sends the INVITE toward the CCCF.

4.
CCCF performs domain selection based on operator and user preferences, registration and call states.

5.
CCCF determines the CS domain routing number (CSRN).

6.
CCCF sends an INVITE including the CS domain routing number as request URI toward the S-CSCF. The INVITE including the CSRN contains an indication that VCC has been enabled and sufficient information to allow the S-CSCF to determine that the session is to be routed to the CS domain.

7.
S-CSCF routes the INVITE toward the CS domain according TS 23.228 [2].
8.
The MGCF recognizes the VCC enabling indication and provides and indication that VCC has been enabled in the IAM sent towards the VMSC.

9.
The VMSC initiates paging towards UE-B.

10.
 The VMSC passes the VCC enabling indication transparently to UE-B in the SETUP message.

11.
Standard call setup procedures are followed to continue call setup between UE-B and the calling party.
<<<<End of second proposed change>>>>

<<<<Third proposed change>>>>

6.4.1
Domain Transfer Procedures

Domain Transfer procedures enable voice continuity between CS domain and IMS while maintaining one or more active voice sessions when using a VCC UE. All Domain Transfer procedures associated with a VCC subscriber call including initial and subsequent transfers are executed and controlled in user's home IMS network by the CCCF upon UE's request.

6.4.1.1
Enablement of Domain Transfer procedures

Static anchoring techniques are employed to establish a 3pcc (3rd party call control) function for VCC subscriber voice calls using a VCC UE at the CCCF upon session establishment. When invoked as part of originating or terminating iFC execution at the VCC subscriber's S-CSCF, the CCCF inserts itself in the signalling path of VCC subscriber's voice calls made using VCC UE by employing a Routing B2BUA function. For an originating voice session, the CCCF terminates an Access Leg from the user and establishes a Remote Leg toward the remote end; for a terminating voice session, the CCCF terminates a Remote Leg from the remote end and establishes an Access Leg toward the user. The CCCF subsequently, subject to operator policy, informs the UE that VCC has been enabled and coordinates the call control signalling exchange between the Access Leg and the Remote Leg associated with a VCC subscriber voice call.

Figure 6.4.1.1-1 shows B2BUA at the CCCF when the Access Leg is established via the CS domain and IMS respectively to illustrate its use for precondition of Domain Transfer procedures. Note that the figure is for illustration of the B2BUA at the CCCF and its use for Domain Transfer procedures, hence it only shows the signaling and bearer components relevant to the enablement and execution of Domain Transfers; for example, the components involved in anchoring of CS calls in IMS or establishing IMS session are not shown. Some signalling optimizations may be possible when using the CCCF to anchor the CS calls in IMS as specified in clause 6.2.2 VCC UE Origination from CS domain.
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Figure 6.4.1.1-1: B2BUA at CCCF

The applications associated with the call are anchored at the CCCF as part of the Remote Leg of the call, and are therefore not impacted by Domain Transfer procedures executed on the Access Leg.

NOTE:
Any SIP ASs linked in before the CCCF will be released upon the Domain Transfer.

6.4.1.2
Execution of Domain Transfer procedures

When VCC is enabled, and upon detection of conditions requiring Domain Transfer, the UE establishes an Access Leg with the CCCF via the transferring-in domain to request Domain Transfer to the transferring-in domain. The CCCF executes the Domain Transfer procedure by replacing the Access Leg currently communicating to the Remote Leg with the Access Leg established via the transferring-in domain. The Access Leg established via the transferring-out domain is subsequently released. When the switch of the Access leg from the transferring-out domain to the transferring-in domain is executed, the Remote Leg is also updated in order to forward the U-Plane data to the transferring-in domain.

In other words, the execution of the Domain Transfer procedure consists of the following basic steps:

1.
The UE establishes an Access Leg via the transferring-in domain after registering with the transferring-in domain if needed. Registration procedure as specified in clause 6.1 and CS origination and IMS origination procedures specified in clause 6.2 of the present document are used for execution of this step.

2.
The CCCF performs the Access Leg Update to switch the Access Leg communicating with the Remote Leg from transferring-out domain to transferring-in domain. If the remote party is IMS capable, U-plane path is switched end-to-end (i.e. between UEs). And if the remote party is CS/PSTN, U-plane path is switched between VCC UE and MGW. It means MGW becomes the U-plane anchor point, even if both sides are in CS domain. The U-plane path after the domain transfer represents figure 6.4.1.2-1and figure 6.4.1.2-2. For Access Leg Update procedures, refer to clause 6.4.1.3 Access Leg Update toward the remote end. The VCC UE switches the voice traffic from the transferred-out domain to the transferred-in domain as soon as the Access Leg in the transferred-in domain is fully established.

3.
Both the VCC UE and the CCCF release the source Access Leg, which is the Access Leg previously established via the transferring-out domain. For Source Access Leg Release procedures, refer to clause 6.4.1.4 Source Access Leg Release.
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Figure6.4.1.2-1: U-Plane path between VCC UE and IMS UE
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NOTE:
MGW#1 and MGW#2 may be merged.

Figure 6.4.1.2-2: U-Plane path between VCC UE and CS UE / PSTN
A VCC UE with an active CS call shall not initiate domain transfer unless it received an indication that VCC was enabled during CS call establishment.
<<<<End of sixth proposed change>>>>

<<<<Seventh proposed change>>>>

6.4.2
Domain Transfer Information Flows

6.4.2.1
Domain Transfer: IMS to CS domain

Figure 6.4.2.1-1 Domain Transfer - IMS to CS domain, provides an information flow for Domain Transfer of voice calls made using VCC UE in IMS to CS domain direction. The flow is based on the precondition that the user is active in one or more IMS voice originating or terminating session(s) at the time of initiation of Domain Transfer to CS.


[image: image8.emf]MSC

1. Setup (VFN)

MGCF

UE-CS UE-IMS

VCC Application

S-CSCF

Home IMS Network

6. Access Leg 

Update 

7. Source 

Access Leg 

Release

5. INVITE (CCCF PSI)

CS Domain 

3. IAM (CCCF PSI)

I-CSCF

4. INVITE (CCCF PSI)

2. CS 

Origination 

procedure.


Figure 6.4.2.1-1: Domain Transfer – IMS to CS domain

1.
If the user is not attached to the CS domain at the time when the UE determines a need for Domain Transfer to CS, the UE performs a CS Attach as specified in clause 6.1. It subsequently originates a voice call in the CS domain according to "Information flow for an MO call" in TS 23.018 [3] using a VFN to establish an Access Leg via the CS domain and request Domain Transfer of the active IMS session to CS Domain.

2.
The originating call is processed in the CS network according to CS origination procedures described in clause 6.2.2 VCC UE Origination from CS Domain for routing to IMS. The CCCF PSI DN is resolved using the VFN at the CS network.

3.
The VMSC routes the call towards the user's home IMS network via an MGCF in the home network.

4.
The MGCF initiates an INVITE towards the I-CSCF in the home IMS of the originating VCC user.
5.
The I-CSCF routes the INVITE to the CCCF in VCC Application based on one of the following standard procedures specified in "PSI based Application Server termination - direct and PSI based Application Server termination - indirect" procedures in TS 23.228 [2].

NOTE:
Direct routing to CCCF AS is shown, although routing via S-CSCF is also possible.

6.
The CCCF completes the establishment of the Access Leg via the CS domain. The CCCF performs the Domain Transfer by updating the Remote Leg with the connection information of the newly established Access Leg using the Access Leg Update procedure as specified in clause 6.4.1.3.

7.
The source Access Leg which is the Access leg previously established over IMS is subsequently released as specified in clause 6.4.1.4.

NOTE:
Steps 6 and 7 comprise of a sequence of messages, some of which may occur in parallel.

6.4.2.2
Domain Transfer: CS domain to IMS

Figure 6.4.2.2-1 Domain Transfer - CS domain to IMS, provides an information flow for Domain Transfer of voice calls made using VCC UE in CS domain to IMS direction. The flow is based on the precondition that the user is active in one or more CS voice originating or terminating session(s) at the time of initiation of Domain Transfer to IMS, and that the UE has either received an indication that VCC is enabled for the call, or has previously undergone domain transfer from the IMS to the CS domain.
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Figure 6.4.2.2-1: Domain Transfer - CS domain to IMS

1.
If the user is not registered with IMS at the time when the UE determines a need for Domain Transfer to IMS, the UE initiates Registration with IMS as specified in clause 6.1. It subsequently initiates an IMS originated session toward the CCCF in VCC Application using a VFI to establish an Access Leg via IMS and request Domain Transfer of the active CS session to IMS. Please refer to clause 6.2.3 for details on IMS origination procedure.

2.
The IMS session is processed at the S-CSCF and delivered to the CCCF as specified in clause 6.2.3 VCC UE Origination from IMS.

3.
The CCCF completes the establishment of the Access Leg via IMS. The CCCF performs the Domain Transfer by updating the Remote Leg with connection information of the newly established Access Leg using the Access Leg Update procedure as specified in clause 6.4.1.3.

4.
The source Access Leg which is the Access leg previously established over CS is subsequently released as specified in clause 6.4.1.4.

NOTE:
Steps 3 and 4 comprise of a sequence of messages, some of which may occur in parallel.

6.4.2.5
Subsequent Domain Transfers

Procedures for subsequent Domain Transfers to CS domain and IMS of voice calls made using VCC UE are the same as procedures for initial Domain Transfers specified in clause 6.4.2.1 for IMS to CS domain and clause 6.4.2.2 for CS domain to IMS.

<<<<End of third proposed change>>>>

4.
Conclusion

It is proposed to include the above changes in TS23.206.
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2. CS Origination procedure.
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