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Abstract of the contribution:

This contribution proposes to endorse three architectural principles for the SAE core; 1) open interfaces between the SAE anchor and access-specific functional entities, 2) the 3GPP anchor function in the UPE, and 3) a single SGi interface only from the SAE anchor.  
1. Introduction

SAE core architecture has been intensively discussed for the last meetings, and has achieved several key agreements. Functional grouping and allocation of the SAE core, including defining open interfaces between functional entities are the key issues to be agreed to make progress in the SAE study item. It is, however, noticed that there are a few different views on the issues. To solve this situation, it would be helpful to start from reviewing the basic principles to be applied for designing the new core network, which should be used in the next decades.

In this paper, we propose to endorse three architectural principles for the SAE core:
1) Open interfaces between the SAE anchor and access-specific functional entities 
2) Co-location of 3GPP Anchor and UPE 

3) A single SGi interface only from the SAE anchor
The first two issues lead to the standardization of the S5b interface between the SAE Anchor and UPE/3GPP Anchor.

Note that having open interface between SAE anchor and the access-specific functional entities does not preclude the implementation and deployment of a single node that integrates the UPE, 3GPP Anchor and SAE Anchor functions.

2. Discussion 

2.2 Open interface between SAE anchor and access-specific functional entities (3GPP anchor/UPE) 

Various contributions and discussions in SA2 have already addressed the issue of whether the 3GPP Anchor and SAE Anchor should be separated or not. The analysis of the alternatives shows that the benefits for either separation or co-location are ultimately dependent on the network and service composition of the operator, and evaluations of such issues may not bring this topic to a conclusion soon.
Nevertheless, SA2 decision is necessary in order to define SAE functionality in other key issues (such as mobility with non-3GPP accesses, and IP connectivity with multiple PDNs). Such a decision should take into account requirements from operators that are in favor of either the split or the co-location of the anchors. Therefore, it is important that the architecture is designed in such a way that both co-location and split of anchors is possible as a deployment choice, with no strong impacts on functional allocation and standardization effort.

The main functionalities of the SAE anchor are:
· PCEF function for service based policing and charging
· Gateway to external PDNs

· Mobility anchor between 3GPP and non-3GPP access systems with IP based mechanisms.

Note that there is no access-specific functionality in the SAE anchor.
The access-specific functional entities include the UPE and 3GPP anchor. The UPE has LTE specific functions, such as paging initiation, bearer management and ciphering. The 3GPP anchor has GRPS specific functions, as it manages mobility between LTE and 2G/3G accesses, and acts like a GGSN towards legacy SGSNs.
In order to guarantee flexible and future-proof migration/deployment scenarios covering from 2G/3G to LTE and even towards post-LTE/SAE systems, it would be beneficial to define an open interface between the SAE anchor and the access-specific functional entities. 
The following possible scenarios can be considered:
1. When an operator deploys non 3GPP systems (e.g. interworking WLAN) with mobility support to/from 2G/3G systems before a rollout of the LTE system, a standalone SAE anchor without LTE specific functions is required
2. Open S5b interface enables future proof deployment. In other words it enables interworking with new IP access systems by adding required interworking functionality to SAE Anchor and therefore not effecting other nodes
For example, when 3GPP defines the next access system (post-LTE), the new system can be accommodated via the S5b interface and the SAE anchor; the post-LTE system just needs to implement the S5b interface
Note that by mandating merge of 3GPP anchor and the SAE anchor, all traffic to/from all possible interworking access system must pass through the combined node, which is not always desirable. 
2.1 Co-location of 3GPP Anchor and UPE 

Once an open interface between the SAE anchor and the 3GPP anchor is assumed, the question is if it is necessary to also define an open interface between the 3GPP anchor and the UPE. 
The main advantage would be that operators could buy the UPE and 3GPP anchor functional entities from different vendors. However, since the UPE and 3GPP anchor are closely related functional entities that can be co-located from a technical point of view without loss of functionality as the SAE anchor can provide the anchoring functionality above the UPE/3GPP Anchor, there appears to be no technical reason to standardise the S5a interface in addition to the S5b interface.
Co-location of the 3GPP Anchor and UPE function is also advantages for idle mode signaling free mobility management as most of the current proposals on this issue assume the UPE in the user plane path to initiate paging.
In conclusion, there seems to be no compelling reason to have an open interface between 3GPP anchor and the UPE.
2.3 Single SGi interface only from SAE anchor.
Two different approaches were proposed in case the S5b interface is standardized as an open interface:

SGi termination to both 3GPP and SAE Anchors ("double Gi concept") 
This approach is based on the idea that the SAE Anchor can be by-passed by the user plane traffic in specific cases (e.g. for 3GPP-only terminals). However, this implies that the following functions have to be specified in both 3GPP Anchor and SAE Anchor: "Gateway functionality to PDN", "Allocation of IP address which belongs to the PDN address pool", "Authentication, authorization and key management, for mobility management signaling or for PDN access control" and "Policy and Charging Enforcement Function (PCEF)". Moreover, in this approach, some UEs need to be anchored in the 3GPP Anchor and others in the SAE Anchor, which increases the complexity of the attach procedure and the overall architecture.
SGi termination to SAE Anchor ("single Gi concept") 
In this approach, the SAE Anchor is always in the user plane path. This implies that even 3GPP-only UEs are anchored to the SAE Anchor. This approach has the main advantage that there is no need for unnecessary duplication of functions since all UEs are handled in the same way. "Gateway functionality to PDN", "Allocation of IP address which belongs to the PDN address pool" and "Authentication, authorization and key management, for mobility management signaling or for PDN access control" are all functions performed by the SAE Anchor. 
Assuming the protocol on S5b reference point is bearer unaware, the only function that is present in both 3GPP and SAE Anchors is the PCEF. However, it has to be noted that the PCC rules enforced to the 3GPP Anchor are different from the rules enforced to the SAE Anchor: the former ones are access bearer-related, while the latter ones are non-access related. Therefore, there is not a real duplication, rather a split of functions. Moreover, this split of PCEF seems to be needed anyway for certain roaming scenarios (e.g. home routed) and between SAE Anchor and PDG (or Access Gateway Function) in case of non 3GPP accesses, since S2 interface will be based on IP mobility mechanisms. 
The only drawback of this approach is that there is one more node in the user plane for 3GPP only terminals. However, as discussed before, the real motivation of the anchors split is the flexibility of deployment. If an operator is not interested in such flexibility, it can co-locate the 3GPP and SAE anchors as an implementation option, avoiding the need of one more node in the user plane. In case of separation, the number of nodes for roaming and non-roaming would be the same.  

3. Conclusion
Based on the discussion above, it seems that the standardization of S5b interface with the "single Gi concept" is the best way forward. Indeed, this approach fulfills the two main requirements mentioned by companies that are either in favor or against the S5b standardization:

· user plane latency reduction and easy deployment of 3GPP only systems: this can be fulfilled co-locating the 3GPP and SAE Anchors;

· flexibility in the deployment for operators interested in non-3GPP accesses (WLAN, WiMAX, FBA) and mobility between those and 3GPP accesses. This can be achieved by separating the 3GPP and SAE Anchors. 

In either case, the same functional allocation and grouping can be used. In other words, standardizing an open interface between the 3GPP Anchor and the SAE Anchor in the non roaming case does not imply a different functional grouping than when the 3GPP Anchor and the SAE Anchor are co-located. It is a deployment choice of the operators whether to require vendors to provide separate nodes or a co-located node, based on the operators' needs and deployment requirements.

So we propose SA2 to endorse the following architectural principles for the SAE core.
1) Open interfaces between the SAE anchor and access-specific functional entities (i.e. the S5b interface between SAE Anchor and 3GPP Anchor)
2) Co-location of 3GPP Anchor and UPE 

3) Single SGi interface only from the SAE anchor.
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