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Abstract of the contribution: This contribution clarifies the architectures and proposes principles for the home routed traffic and visited services roaming scenarios.
1
Introduction

The SAE roaming architecture for visited services is currently shown as containing the mobility anchoring and management functionality in the VPLMN. A connection to HSS in the home network is shown for the purposes of authentication and authorization.

The SAE roaming architecture for home routed traffic was discussed in the SA2 Lisbon meeting, where the user plane anchoring functionality for inter-AS mobility between 3GPP accesses in the visited network was drawn in the visited network for the purpose of reducing mobility signalling between the VPLMN and the HPLMN in the eventual SAE target architecture. However, the meeting was unable to decide on the nature of the reference point between the visited and home networks, or the functionality that would remain in the home network.
2
Discussion

2.1
Open issues to be addressed
Showing the 3GPP Anchor in the VPLMN in the roaming architecture for home routed traffic, without defining the functionality in the HPLMN or VPLMN, leaves the following issues to be addressed:

· Is the IP address for user data traffic allocated from address space in the VPLMN or in the HPLMN?
· Is the HPLMN aware of the used access technology and bearers, and consequently capable of applying any type of rules on the traffic, or only service level rules?

· Is the user data traffic tunnelled using a GTP based protocol, allowing operators to utilize existing roaming agreements?

· Is a simple PCC mechanism possible for the roaming scenarios in the SAE architecture?
· Is the SAE Anchor for inter-AS mobility between 3GPP and non-3GPP accesses in the HPLMN or in the VPLMN?
In addition to this, it would be useful in the context of roaming scenarios to also discuss whether the charging system is used directly in the HPLMN, or via the VPLMN.
In the case of roaming architecture for visited services, the main remaining issue to be addressed is handling of service identification and charging by the visited operator, and its impacts on roaming agreements.

The proposals for addressing the above issues should be based on the utilization of currently prevailing mechanisms used by operators to manage roaming subscribers.

2.2
Target architecture for home routed traffic
The list of issues in the case of home routed traffic described in section 2.1 should be addressed as follows:
· The IP address used for user data traffic should be allocated from the address space of the network where the Service Domains and PDNs are. For home routed traffic, this means HPLMN.

· The HPLMN needs to be aware of the used access technology and bearers, and therefore capable of applying any type of rules on the traffic. This means that the entity in the HPLMN terminates the 3GPP access bearers or otherwise associates them with the user data traffic.

· The use of GTP based roaming protocols on the reference points between the mobility management and anchoring entities in the VPLMN on one hand, and the entity handling the 3GPP access bearers in the HPLMN on the other hand. This allows operators to utilize existing roaming agreements and ensures access to HPLMN specific services and service enablers when the visited operator cannot guarantee access to similar services.

· The HPLMN has visibility to the used access technology and bearers and can therefore provide PCC support for the services.
· In order to efficiently support mobility between 3GPP and non-3GPP accesses, the SAE Anchor functionality should be in the same network that allocates the IP address for user data traffic and provides connectivity to the Service Domains and PDNs. This implies the HPLMN where the SAE Anchor can be co-located with the entity that handles the 3GPP access bearers.
Regarding the roaming reference points and roaming agreements, the placement of the 3GPP Anchor in the visited network and connection of the S4 reference point from the visited SGSN to it as currently shown in the architecture figure needs to be also addressed.

· It is unclear whether the mobility signalling would be significantly reduced during the inter AS handovers, because e.g. the alignment of QoS between the accesses may require signalling between VPLMN and HPLMN anyway.

· It has not been shown what kind of mobility state remains in the HPLMN, and what is in the VPLMN. Due to access technology and bearer awareness in the HPLMN, it is likely that considerable amount of state information affected by mobility remains in the home network.
· The currently common way of supporting roaming is to have an SGSN in the VPLMN and a GGSN in the HPLMN. Operators will need to change their roaming agreements if the 3GPP Anchor is placed in the VPLMN.

Due to the above concerns, it follows that the best way to support access to home services from visited 3GPP access networks is to keep the 3GPP Anchor in the HPLMN. Such target architecture ensures smooth migration because the architecture remains the same from the current state until all operators have updated their networks to the SAE architecture. Consequently, reference points with GTP based protocols exist between the MME, UPE and SGSN in the VPLMN, and the 3GPP Anchor in the HPLMN.
Regarding the charging aspects of the roaming scenarios, the visited operator can use its own OFCS for bearer level charging, with some level of FBC to add service data level visibility. If OCS is needed, the user plane entities in the VPLMN can also connect to the OCS in the HPLMN via the OCS in the VPLMN.

2.2
Target architecture for visited services

In situations where operators agree on whether and how to provide support for visited services such as local breakout to a roaming subscriber, a separate access context is established by mobility management, mobility anchoring and 3GPP access bearer terminating entities in the VPLMN. Parallel use of home and visited services can be provided for terminals that can support the required multiple access contexts.
Due to the IP address allocation and connectivity to the Service Domains and PDNs being provided by the visited network, the SAE Anchor is also located in the VPLMN without the need for a MIP based roaming reference point or subsequent GTP tunnelling of user data traffic from non-3GPP access networks.

3
Conclusions

The following principles apply to the roaming architecture:

· IP address for user data traffic is allocated from the address space of the network that provides connectivity to the Service Domains and PDNs.

· For home routed traffic, the HPLMN allocates the IP address.

· For visited services, the VPLMN allocates the IP address.
· The SAE Anchor is located in the same network that allocates the IP address.

· For home routed traffic, the SAE Anchor is in the HPLMN.

· For visited services, the SAE Anchor is in the VPLMN.

The following principles additionally apply to the roaming architecture for home routed traffic:

· HPLMN has access technology and bearer awareness by terminating the 3GPP access bearers, or otherwise associating them with the user data traffic.

· Use of GTP based protocols on roaming reference points allows minimal modifications to current roaming agreements.
· The 3GPP Anchor is located in the HPLMN in order to utilize the currently common roaming model in the SAE architecture without the need for separate migration solutions.
4
Proposal

It is proposed to capture the conclusions in section 4.3 of TR 23.882.

**** Start of changes ****

4.3
Architecture for the evolved system –roaming cases

Editor's note: It is not the finalized architecture model for the evolved system. I.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.
Editor's note: The protocol assumed in each interfaces in the roaming cases shall be inline with the protocol assumption in the non-roaming case.
The following principles apply to the roaming architecture:

· IP address for user data traffic shall be allocated from the address space of the network that provides connectivity to the Service Domains and PDNs.

· For home routed traffic, the HPLMN shall allocate the IP address.

· For visited services, the VPLMN shall allocate the IP address.
· The SAE Anchor shall be located in the same network that allocates the IP address.

· For home routed traffic, the SAE Anchor shall be in the HPLMN.

· For visited services, the SAE Anchor shall be in the VPLMN.

The following principles additionally apply to the roaming architecture for home routed traffic:

· HPLMN shall have access technology and bearer awareness by terminating the 3GPP access bearers, or otherwise associating them with the user data traffic.

· GTP based protocols shall be used on roaming reference points in order to allows minimal modifications to current roaming agreements.

· The 3GPP Anchor shall be located in the HPLMN in order to utilize the currently common roaming model in the SAE architecture without the need for separate migration solutions.

4.3.1
Scenario 1: Evolved packet core in the Visited network – Evolved packet core in the Home network

**** End of changes ****
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