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1. Introduction

This document describes the rationale for enhancing the definition of PCC rule priorities in TS 23.203.

2. Background

The current TS 23.203 includes the support for an AF delivered priority in the session related information which may be used by the PCRF to guarantee service for an application session of a higher relative priority. In particular, the driver for such a change was driven not by the ability to pre-empt a rule, rather the information could be used by the PCEF of certain access networks that support a time slotted scheduler for QoS enforcement mechanism and QoS pre-emption (see S2-061082). 
The PCC architecture then allows for priority to be signalled on an AF interface. However, since the priority is relative, this indicates that there needs to be a level of co-ordination between different Application Functions in order for prioritization to work. TS 23.125 shows that Rx can operate across inter-domain boundaries and hence relative prioritization may need to be globally agreed between session related information originating from different 
Since the introduction of prioritization in S2-061082, an additional level of policy granularity has been introduced in S2-062464 which allows to differentiate between session related information provided by an AF Application identifier and an AF Communication Service Identifier.
This contribution then discusses the different conflicts which may occur using the current architecture and then proposes the definition of procedures in order to clearly define how PCC prioritization conflicts are resolved.

3. Example Prioritization Procedures
Here we show different an example of PCC prioritization use cases.
A user has an streaming TV service delivered using PSS from a third party provider. The same user then receives a request for an incoming MMTel session:


[image: image1]
1. At IP session establishment, the user’s subscriber’s profile is downloaded to the PCRF indicating an allowed QoS of 128kbit/s

2. PSS AF provides session related information related to a streaming service. The request is identified by a PSS AF Application Identifier of the TV provider and is for a high quality sports stream at 128kbit/s.
3. A terminated MM-Tel session is being established. The P-CSCF AF provides session related information related to the negotiated media. The request is identified by a P-CSCF AF Application identified and an MMTel Communications Service Identifier with bandwidth of 20 kbit/s
4. The PCRF should optionally be able to handle policy conflicts/interactions between PSS and MMTel services which otherwise would result in exceeding a subscriber’s allowed QoS.
4. Proposed solution for handling PCRF conflicts and alignment with 23.816
The information stored in the SPR is augmented to include a list of application identifiers and/or AF communication Service Identifiers authorized for a particular subscriber. This then provides the enhancements necessary for TR 23.816 defined “media authorization policy … (using) a communication service identifier as input”
In addition, associated with each of the above identifiers stored in the SPR is a pre-emption priority . This priority is used to resolve PCRF conflicts, in particular when the establishment of simultaneous guaranteed bandwidth service data flows would cause a subscriber’s allowed QoS to be exceeded. This then provides the enhancements necessary for TR 23.816 defined “priority in the case of network overload situtions”.
It is further clarified that the AF provided priority is used primarily at the IP-CAN specific bearer level. 
5. Example Use Case  - Pre-empted Streaming TV service
1. At IP session establishment, the user’s subscriber’s profile is downloaded to the PCRF indicating an allowed maximum combined streaming and conversational rate of 150kbit/s. Four service identifiers are downloaded from the SPR:

Service#1:

Application Identifier: “TV Application”

Service Identifier: “”

Pre-emption Priority: 70

Service#2:

Application Identifier: “P-CSCF Application”
Service Identifier: “MMTel”

Pre-emption Priority: 100

Service#3:

Application Identifier: “P-CSCF Application”

Service Identifier: “PoC”

Pre-emption Priority: 100

Service#4:

Application Identifier: “P-CSCF Application”
Service Identifier: “ ”

Pre-emption Priority: 90

2. The TV AF provides service related information with a required guaranteed bandwidth of 128 kbit/s. The PCRF matches the request against service #1 and since the requested bandwidth is less than the maximum rate, the PCRF authorizes the request and requests establishment of appropriate policy enforcement by the IP-CAN GW.

3. The user starts a PoC session and the P-CSCF provides service related information with a required guaranteed bandwidth of 12 kbit/s. The PCRF matches the request against service #3 since this provides a matchching application and service identifiers. 

4. Since the requested guaranteed bandwidth together with already established media is less than the maximum rate, the PCRF authorizes the request and request establishment of appropriate policy enforcement by the IP-CAN GW.

5. The user receives an incoming MMTel session and accepts the “call”. The P-CSCF provides service related information with a required guaranteed bandwidth of 12 kbit/s. The PCRF matches the request against service #2. Since now the requested bandwidth together with already established media is 152 kbit/s and greater than the authorized maximum, the PCRF uses the pre-emption priority of MMTel and compares it to the priorities of the already established sessions. In this case, the PCRF can determine that the TV application session is to be pre-empted since the MMTel pre-emption priority is greater than the TV application priority.

6. The PCRF indicates the the TV AF that previously commitments for resources can no longer be fulfilled. 

7. The PCRF initilates the modification of the policy and charging rules in the IP-CAN Gateway.

6. Proposal

It is proposed that Release 7 Policy and Charging Convergence be enhanced to define that pre-emption priority handling on a per service identity basis is based on information stored in the SPR.
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