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Introduction 
Multiple access systems including both 2G/3G access systems and the LTE access system are supported in SAE. As one of the key requirements for SAE, the selection and access to those different access systems shall be under the control of operators, especially during the mobility/HO. This contribution proposes to introduce the operators policy control into the Intra LTE Mobility procedures for both Idle and Active Modes. It is based on the concept of PCRF.

Discussion

Operators control over the access systems to be used by a subscribers has been  included as a SAE requirement:
The Evolved 3GPP Mobility Management solution shall allow the network operators to control the type of access system being used by a subscriber. (Section 5 Requirements on the Architecture TR23.882)
This will enable the operators to manage efficiently the access networks’ resources and consequently the services accessible by their customers via different access systems. It is also beneficial to control  and avoid unnecessary mobility and HO and therefore help reduce signalling traffic  incurred during the HO. 

For example, access/handover to some hotspot areas with LTE access may be restricted depending on the operators’ policies in terms of the subscribers’ service profiles, service accessibility, load conditions, security, etc.
In Section 7.2.1 of TR23.882, Solution for Key Issues Policy control and Charing, it is stated that:
It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF.
PCRF, therefore, should be able to provide the necessary information for the network to accept or reject UE’s request for connecting to 2G, 3G or  LTE access systems.   It is proposed to add the following modifications to Section  7.5 Key Issues  inter-3GPP  Access System Mobility in Idle State.
Proposal

The proposed changes are highlighted as follows:

7.5
Key Issue Inter 3GPP Access System Mobility in Idle State
7.5.1
Description of Key Issue Inter 3GPP Access System Mobility in Idle State

Idle State Inter 3GPP Access System Mobility functionality maintains the information on operators allowed/preferred access systems (e.g. 2G, 3G, LTE etc) to enable the access search and selection according to the operators policies (either predefined or dynamically communicated to the UE),  registration of a user/UE in the serving 3GPP Access System so that mobile originated and mobile terminated packet transfer may be initiated. In Idle State the UE reselects between SAE/LTE and other 3GPP access systems. Furthermore, Idle State Inter 3GPP Access System Mobility updates within the network any user plane routing and any potential tunnelling information so that data path is established between intersystem mobility anchor and the UPE of the 3GPP Access System the UE is registered with.
…

7.5.2
Solution for key issue Inter 3GPP Access System Mobility in Idle State

Priori to performing network registration with the selected access system, the UE performs the Access System Selection/Reselection based on the operator’s policies.

Editor's note:
Whether a UE can be registered in more than one 3GPP access system at one time and the possible effects on SAE/LTE is FFS.

7.5.2.1.2
Alternative Solution A1

…
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            Figure 7.5-2: Information flow for change in idle state from 2G/3G to SAE/LTE
1) The UE in idle state re-selects a different 3GPP access system under the network control according to the operator’s policies.

2) …

7.5.2.1.3
Alternative Solution A2

…
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Figure 7.5-4: Information flow for change in idle state from 2G/3G to SAE/LTE
1) The UE in idle state re-selects a different 3GPP access system under the network control according to the operator’s policies.

2) …
7.5.2.2 Alternative Solution B
...
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Figure 7.5-6: Information flow for change in idle state from 2G/3G to SAE/LTE

1) The UE in idle state re-selects a different 3GPP Access System under the network control according to the operator’s policies.

2) …
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