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1.
Introduction
This contribution describes discusses the inclusion of both Emergency IMPU and Emergency indication in the IMS emergency Registration. This contribution proposes that only one emergency indicator be included and we propose that Emergency Public Identifier (IMPU) be used.   
2.
Discussion

Currently, TS 23.167 requires the inclusion of an emergency service indication and an emergency public identifier when initiating an IMS emergency registration. 
From an S-CSCF point of view, the emergency registration looks no different than other IMS registration. The emergency IMPU is validated by the HSS for the registered user and a profile to indicate that no roaming restriction should apply for this IMPU is provided to the S-CSCF. Other treatment may be provided by the HSS as part of the profile if needed. The emergency service indication is therefore redundant from an S-CSCF point of view. 
From a P-CSCF point of view, the use of a specific emergency indication could be justified in the earlier architecture whereby the P-CSCF uses the indication to determine that the REGISTER message should be forwarded to the E-CSCF. With the updated architecture, this is no longer true, and the P-CSCF forwards the REGISTER to the S-CSCF as any other IMS registration.   
Implications on Emergency IMPU:

1. The emergency IMPU is unique per user. However the emergency IMPU does not need to be provisioned/administered on a per user basis. Instead, the emergency IMPU could be constructed from one of the  other user’s ordinary IMPU (e.g., ordinary IMPU: user1@operator.com, emergency IMPU: user1@emergency.operator.com). The details of the IMPU format will be defined in 23.003.
2. If the user performed an IMS registration with an IMPU that is not an emergency IMPU, the emergency IMPU must not be implicitly registered. Therefore an IMS emergency registration is always required even if a prior IMS registration is still active. This is to avoid forking to multiple contact addresses in the event of callback.  
3.
Proposal
Remove the Emergency indication from the IMS registration. 


6.2.1 Proxy-CSCF

-
Handle registration requests with an emergency Public User Identifier like any other registration requests and forward the request to the IBCF or I-CSCF in the user’s home network.



7.1.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 7.1: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN. If the UE is already bearer registered, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.
The exact means for the P-CSCF discovery is dependant upon the IP-CAN. 

6.
If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4. The IMS registration request shall include an Emergency Public User Identity. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure and to inform the home network that roaming restrictions may not be applied. The UE shall use a special emergency Public User Identifier in the emergency registration request. Using a special emergency public user identity may enable not disturbing established services that use other public user identifiers

NOTE:
The special emergency public user identifier is different from the emergency indication used in the IMS emergency registration request and IMS emergency session establishment request.


When the network receives an IMS registration request with an emergency service indication the network should ignore roaming restrictions.


The P-CSCF forwards the registration request to an appropriate E-CSCF in the serving network. This E-CSCF forwards the registration request further on to the user's home network. Emergency registration requests are processed like any other registration requests. After successful registration the UE establishes a security association with the P-CSCF to provide for integrity protection between UE and P-CSCF.


If the UE does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7. 
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
If the UE has sufficient credentials to authenticate with the IMS network, it shall send an IMS session establishment request to the P-CSCF containing an indication that this is for an emergency session establishment. The UE shall provide the Tel URI associated to the emergency Public User Identifier in the session establishment request, if available. The P-CSCF shall check the validity of the Tel URI, if it was present in the request coming from the UE. If it was not present, the P-CSCF shall provide the Tel URI in the session establishment request.
Editor's note: The usage of a special emergency Public User Identifier is FFS.

Editor's note: The usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS.
-
If the UE does not have sufficient credentials to authenticate with the IMS network, it shall send an emergency session establishment request to the P-CSCF without prior registration. In this request the UE shall indicate that this request is coming from an anonymous user and the UE shall include an equipment identifier in the request to establish an emergency session. When the P-CSCF receives an emergency session establishment request with an "anonymous user" indication it shall check whether anonymous emergency sessions are allowed. In the case that anonymous emergency sessions are not allowed, and the "anonymous user" indication is present, the P-CSCF shall reject the session establishment request with sufficient information to inform the UE that the application level registration will not succeed. Otherwise the request is forwarded to an appropriate E-CSCF although no security association between UE and P-CSCF is established.

-
Upon reception of the emergency session initiation request, the P-CSCF shall recognize that the session requested is an "emergency" and shall prioritise the emergency session.

-

Upon the reception of the emergency session initiation request, the E-CSCF shall route the signalling towards the emergency centre or the PSAP. The E-CSCF shall also route anonymous session establishment requests when the UE is not registered in the IMS.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF may insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE's configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.


7.2 IMS Registration for Emergency Session
Editor's Note:
This section describes any special procedures related to IMS Registration for Emergency Session with UICC.

The IMS emergency registration procedure shall follow the procedures as described in clause 5.2.2.3 of TS 23.228 [1] with the following modifications:

· The UE shall use an emergency Public User Identifier in the registration request. 
· 
· The user’s home network should ignore roaming restrictions for emergency session requests.

· No originating and terminating services should be applied to emergency Public User Identifiers.


First Change





End of first Change
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