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1
Introduction
This contribution clarifies some of the functions dedicated to P-CSCF, E-CSCF and S-CSCF:
1. P-CSCF and not E-CSCF may respond to the UE with an indication to establish the emergency call in the CS domain: P-CSCF has to detect emergency sessions anyway and responds with this indication already in Rel-5 and Rel-6.

2. Remove the requirement that the E-CSCF may retrieve location information.

3. Remove the requirement that the S-CSCF may detect an emergency call. This function is already provided by the P-CSCF in the visited or home network.

2
Proposal

The following changes are proposed to be included in TS 23.167 v1.1.0.
BEGIN OF 1st CHANGE
6.2
IMS Functional entities

6.2.1
Proxy-CSCF

-
Handle registration requests with an emergency indication like any other registration requests and forward the request to the IBCF or I-CSCF in the user’s home network.

-
Detect an emergency session establishment request and perform one of the following:

-
Based on operator policy and UE capabilities (e.g. depending on access type used and other information) the P-CSCF may respond to the emergency session request from the UE with an indication to establish the session in the CS Domain.
-
On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether unmarked emergency requests are allowed based upon local policy (e.g., checking access type). If such requests are not allowed, the P-CSCF shall respond to the UE with an indication that this session establishment request is for emergency use.. If such requests are allowed, the P-CSCF shall mark the session establishment request as an emergency session, select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document.

-
On receipt of a marked emergency service session establishment request, the P-CSCF shall prioritize the emergency session and shall select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document

-
On receipt of a session establishment request with an "anonymous user" indication, the P-CSCF shall check whether anonymous emergency requests are allowed. If such requests are not allowed, the request is rejected with an appropriate response.

-
On receipt of a session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether the UE provided a Tel URI as its identity in the request. If a Tel URI is present in the request, the P-CSCF shall check the validity of this Tel URI. If no Tel URI is present in the request and the P-CSCF is aware about the Tel URI associated with the emergency Public User Identifier, it shall provide the Tel URI in the session establishment request.

6.2.2
Emergency-CSCF

-
Receive an emergency session establishment request from a P-CSCF.

-
Based on local policy, the E-CSCF may require the LRF to determine the proper PSAP destination.

-
Route emergency session establishment requests to an appropriate destination (e.g. PSAP/emergency centre or BGCF) based on location information and additionally other information such as type of emergency service in the request, or based on the response (e.g. Request URI) from the LRF.

-
If needed, retrieve the UE's location information as described in Section 7.7 Retrieving Location information for Emergency Session.
-
Route anonymous session establishment requests when the UE is not registered in the IMS.

-
If the emergency request has to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), translate the received SIP-URI or Tel-URI based on location information and additionally other information such as type of emergency service in a number that is routable in the GSTN. Forward the request including this number to a BGCF. This number shall have the same format as used for CS emergency calls.


END OF 1st CHANGE
BEGIN OF 2nd CHANGE
7.1.2
Non UE detectable Emergency Session

As the UE could not detect the emergency session, the session establishment request will be sent to the P-CSCF as per a normal session establishment procedure. Prior to sending the session establishment request the UE must be registered in the IMS.

In the case that the P-CSCF detects that this is a request to establish an emergency session, the following shall apply based upon local policy (e.g., checking access type):

-
The P-CSCF may reject the session initiation request with an indication that this is for an emergency session or with an indication to establish the session in the CS Domain. When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE shall initiate the "UE Detectable Emergency Session" described in subclause 7.1.1 above. When the UE receives the session rejection with an indication to establish the session in the CS Domain, then the UE shall initiate an emergency call in the CS domain.
-
Alternatively, the P-CSCF may allow the session initiation request to continue by inserting the explicit emergency indication in the session request and forward that request to an Emergency CSCF in the same network. 






END OF 2nd CHANGE
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