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Abstract of the contribution:

This paper analyses two roaming paradigms referred to as “layer-2” and “layer-3” roaming models. It identifies several advantages of the “layer-3” roaming approach and recommends for it to be used as the target roaming model. The interworking aspects with today’s prevailing “L2 roaming” paradigm are covered in a companion paper for this meeting [2].
1. Introduction
The companion paper for this meeting [1] proposes an update to the high-level architecture, by splitting the Inter-AS Anchor into a Default IP gateway (DIP GW) and IP-layer Mobility Anchor (IP MA). This proposal is reproduced here as a starting point for discussions on roaming architectures:
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Figure 1. New proposed architecture (right-hand side)
For the discussion in this paper we suggest to focus on the S5a and S5b interfaces. It is assumed that the IP PoA is associated with the DIP GW, implying that the S5a and S5b are a L2 and a L3 interfaces, respectively.

In line with this idea, we expect that the roaming architectures could be categorised as L2 or L3 roaming architectures, depending on whether the DIP GW node is located in the HPLMN or VPLMN, respectively.
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Figure 2. L2 roaming (top) and L3 roaming (bottom)
The salient features of L2 roaming are: the IP PoA is located in the HPLMN and the S5a protocol across the roaming boundary is similar to GTP e.g. the mobility on this interface does not imply a change in the IP PoA and is transparent to the UE. 
The salient features of L3 roaming are: the IP PoA is located in the VPLMN and the S5b protocol across the roaming boundary is Mobile IP (or similar). The mobility on this interface implies a change in the IP PoA and is visible to the UE. 

In this paper we argue that L3 roaming has the following advantages compared to L2 roaming:

· It allows for route optimisation (provided that the L3 MM protocol has such a feature);

· It allows for more efficient peer-to-peer interworking with non-3GPP access systems;
· It is more open to futuristic features such as Moving Networks (refer to an excerpt from 22.078 copied in the Annex of this paper).

2. Route Optimisation
Figure 3 and Figure 4 compare the bearer flow in a L2 roaming scenario with a L3 roaming scenario with activated route optimisation:
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Figure 3. L2 roaming; no route optimisation
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Figure 4. L3 roaming; can use route optimisation

The point here is that architecture with L3 roaming can readily re-use any route optimisation feature in the IP-layer mobility protocol (e.g. MIP6). 
3. Interworking with non-3GPP access systems
Figure 5 compares interworking with non-3GPP access systems with L2 roaming (top) vs L3 roaming (bottom). A WiMax NWG network is used here as an example.
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Figure 5. L2 vs L3 roaming for interworking with non-3GPP systems
In the L2 roaming case, the WiMax NWG network is interworked as any other WLAN, despite the fact that WiMax can operate in licensed spectrum and has standard mechanisms for security on the radio (thus not requiring an IPsec tunnel between the UE and the PDG) as well as for mobility (e.g. Mobile IP). In addition, we believe that this approach may not meet Lawful Intercept requirements as the user traffic cannot be intercepted in the WiMax NWG network (when acting in the role of VPLMN), because the traffic is encrypted within the UE-PDG IPsec tunnel.
In the L3 roaming case, the WiMax NWG network is handled in a very similar way as the SAE/LTE access system, the SAE DIP GW matching the WiMax Access Gateway (AGW) (this also implies an equivalence between WiMax NWG’s reference point R3 or R5 with 3GPP SAE’s S2).
Although not shown in this figure for simplicity, we expect that S6 (for AAA user authentication and subscription based authorisation), as well as S7 (for PCC) will complete the list of L3 roaming interfaces for support of non-3GPP systems.

4. Moving Networks
We believe that L3 roaming is more open to futuristic concepts such as Moving Networks. According to Annex E.4 in 22.978:
A Moving Network provides access to AIPN for a group of users that move together (e.g. as part of a vehicular network). The devices (terminals) of a moving network are connected to a well-defined system (gateway) through which the user devices (terminals) in the moving network gain access to the AIPN. 

Annex E.4 then identifies three use cases for Moving Networks, referred to as: Moving Base Station, Wireless Access Router and Mobile Router.
The latter approach can be readily implemented by using the IETF Network Mobility (NEMO) protocol, as depicted in Figure 6. Note that the Mobile Router (MR) is in the role of a proxy MIP agent, taking care of the network mobility transparently to the users travelling on board of the Moving Network. The similarity of this solution with the basic L3 roaming is striking, which is why we denote the reference point between the MR and the IP HA as “S2+”.
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Figure 6. Moving Networks with IETF NEMO
5. Proposal

It is proposed to agree on the meaning of “L2 roaming” and “L3 roaming” paradigms, as proposed in this paper, and to document the identified L3 roaming advantages in the TR.
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ANNEX: Excerpt from 22.978

E.4
Moving Network
A Moving Network provides access to AIPN for a group of users that move together (e.g. as part of a vehicular network). The devices (terminals) of a moving network are connected to a well-defined system (gateway) through which the user devices (terminals) in the moving network gain access to the AIPN. 

Note:
This is a key difference to ad hoc networks, where access to the AIPN can be gained through any device (terminal) that has access.

E.4.1
Use case 1: Moving Base Station

A moving base station (e.g. a pico cell) is responsible to provide radio access to user terminals in a moving network. The moving base station is part of an access system and is owned by the AIPN operator providing the access network. As the access system fully accommodates the moving network, it dominates the wireless technology that can be used to connect the user terminal to the AIPN.  


[image: image7] 

In this use case, mobility for the moving network is provided by the access system only. 

Note:
As the AIPN may not see any impact resulting from a handoff of a moving network, it is for further study whether this use case should be included in this document.

Advantages of this approach: 

-
Low or potentially zero impact on AIPN as mobility is completely handled by the access system (which accommodates the moving network)

E.4.2
Use case 2: Wireless Access Router 
A wireless access router (e.g. a WLAN router), owned by a 3rd party network provider (e.g. the train company), is equipped with a means to connect to an AIPN . This connection can be established via any access system that is supported by the router and for which the router has a subscription.  The access router consolidates traffic from users of the moving network towards the AIPN. A variety of wireless or wired access technologies can be used to connect user terminals to the access router.  

[image: image8]
In this use case, mobility management is split between the AIPN and the access systems. While the AIPN takes care of the network handover when the moving network changes the access system, the access system provides mobility for handoffs between different cells of the access network.

Advantages of this approach: 

-
The moving network is not tied to a single access system; i.e. this approach provides more flexible, as it allows the moving network to chose the best (e.g. most reliable, fastest, cheapest) access system at any time.

-
It enables 3rd party network providers to offer AIPN access.  

E.4.3  Use Case 3: Mobile Router
A mobile router, which travels together with a moving network, is equipped with some wireless technology that connects itself with the rest of the AIPN. In contrast to the above use cases, the mobile router is considered a component of the AIPN itself. The purpose of the mobile router is to provide the user terminals access to the AIPN. As such it serves as gateway between the moving network and the AIPN. A variety of wireless or wired access technologies can be used to connect the user terminals to the mobile router.


[image: image9]

In contrast to the above use cases, here mobility of the mobile router is handled solely by the AIPN. The access system does not require any mobility functions.

Advantages of this approach: 

-
It allows simplification of the access system (i.e. single cell access network)

-
Only a single mobility management component is required (i.e. mobility is only handled by the AIPN – not the access system)

-
The access system does not require support for moving networks 

E.4.4

Impact to an AIPN

The access system for the consolidated traffic may change with time (e.g. as the train moves) in a manner that can reasonably be anticipated by the AIPN. Elements of the consolidated traffic from a moving network may originate from PANs or Ad-hoc networks covered by the Moving Network.
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