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Introduction

In the SAE TR 23.228 0a0 the network attachment solution has been discussed in the previous SA2 meeting. This contribution propose to add an Identity request procedure in the network attachment.
Discussion

In the network attachment solution the UE sends a registration to the new MME/UPE with temporary user identity and old registration information. The new MME/UPE derives the address of the old MME/UPE from the old registration information, then retrieves the permanent identity from the old MME/UPE. There are some cases when the new MME/UPE can not determine the permanent identity from the old MME/UPE:
1) the new MME/UPE can not derive the old MME/UPE address

2) the new MME/UPE can not communicate with the old MME/UPE

3) the old MME/UPE can not know the temporary user identity sent from the new MME/UPE

When the new MME/UPE can not determine the permanent identity the new MME/UPE can not authenticate the user and update the HSS. In current 2G/3G system there is an identity request procedure in which the new MME/UPE can obtain the permanent identity from the UE.

This contribution introduces the identity request procedure to the SAE network attachment procedure.
Proposal
7.13.2
Solution for Key Issue Network Attachment

The following information flow shows the network attachment of a UE. (The dashed entity is involved optionally.) MME and UPE are shown as combined; though they may be separate (in this case an additional interface must be realized).

The steps shown in the information flow describe individual functional steps. This does not preclude any combining of multiple functional steps into one message or separating one step into a message sequence. The sequence of the steps shown in the information flow may change depending on the solutions for related key issues.
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Figure 7.13-1: Network Attachment information flow 

1) 
The UE discovers the SAE/LTE access system(s) and performs access system and network selection. If network sharing is present, a shared network may be selected. Further details of this process are FFS. 
2) 
The UE sends an attach request to the MME/UPE, including its old registration information, e.g. temporary identity. If the UE has no old registration information it includes its permanent identity. 

In case of network sharing is applied the attach request includes information for selecting network or MME/UPE.

The Evolved RAN selects the MME/UPE.

The attach request may include information on Default IP Access Bearer (e.g. user preferred IP address and APN).

3a)If old registration information was sent by the UE the MME/UPE tries to retrieve user information from the old MME/UPE by sending the old registration information.
3b)The old MME/UPE sends user information, e.g. the permanent user identity, to the MME/UPE.

4a)If the MME/UPE can not retrieve the permanent identity from the old MME/UPE, for example the MME/UPE does not know the old MME/UPE address from the old registration information the MME/UPE may need send identity request to UE to obtain the permanent identity. In this case the new serving MME/UPE must re-authenticate the user.
4b)The UE send the permanent identity to the MME/UPE. 
5) 
The user/UE is authenticated in the new MME/UPE. 

6) 
The MME/UPE registers itself as serving the UE in the HSS.

7) 
The user/UE information in the old MME/UPE is deleted or the user/UE is marked as not present.

8) 
The HSS confirms the registration of the new MME/UPE. Subscription data authorising the Default IP Access Bearer are transferred. Information for policy and charging control of the Default IP Access Bearer is sent to the MME/UPE. 

9)
An Inters AS Anchor is selected. The selection mechanism is FFS. The IP address configuration is determined by user preferences received from the UE, by subscription data, or by HPLMN or VPLMN policies.

10)The Inter AS Anchor configures the IP layer with the determined user IP address. The user plane is established and the default policy and charging rules are applied. The user plane establishment is initiated by the UE or by the MME/UPE, which is FFS.

11)The MME/UPE provides the Evolved RAN with QoS configurations for the Default IP Access Bearer, e.g. the upper limits for transmission data rates. It is FFS whether this provision of QoS configuration requires an additional trigger, e.g. the need to transfer uplink or downlink user data.

12)The MME/UPE accepts the UE’s network attachment and allocates a temporary identity to the UE. Also the determined user IP address is transferred. 

Roaming restrictions are checked and if violated the network attachment is rejected.

13)The UE acknowledges the success of the network attachment.

It shall be possible for a MME/UPE to trigger the UE to reattach (for reasons like load redistribution, attachment to a topologically more optimal MME/UPE due to current user location etc.). In this case, the following procedure would apply:
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Figure 7.13-2: Network initiated Re-Attachment information flow

1) The Old MME/UPE requests the UE to re-attach.

2)
The UE discovers the SAE/LTE access system(s) and perform access system and network selection. However, this could be skipped in the case of Re-attachment required to move the UE to a topologically more optimal MME/UPE. 

3)
The UE sends an attach request to the MME/UPE, including its old registration information, e.g. temporary identity. If the UE has no old registration information it includes its permanent identity. 

In case of network sharing is applied the attach request includes information for selecting network or MME/UPE.

The Evolved RAN selects the MME/UPE.

The attach request may include information on Default IP Access Bearer (e.g. user preferred IP address and APN).

4a)If old registration information was sent by the UE the MME/UPE tries to retrieve user information from the old MME/UPE by sending the old registration information.

4b)The old MME/UPE sends user information, e.g. the permanent user identity, to the MME/UPE.
5a)If the MME/UPE can not retrieve the permanent identity from the old MME/UPE, for example the MME/UPE does not know the old MME/UPE address from the old registration information the MME/UPE may send the identity request to the UE to obtain the permanent identity. In this case the new serving MME/UPE must re-authenticate the user.
5b)The UE send the permanent identity to the MME/UPE. 

6)
The user/UE is authenticated in the new MME/UPE. 

7)
The MME/UPE registers itself as serving the UE in the HSS.

8)
The user/UE information in the old MME/UPE is deleted or the user/UE is marked as not present.

9)
The HSS confirms the registration of the new MME/UPE. Subscription data authorising the Default IP Access Bearer are transferred. Information for policy and charging control of the Default IP Access Bearer is sent to the MME/UPE. 

10)An Inters AS Anchor is selected. The selection mechanism is FFS. 

11)The Inter AS Anchor configures the IP layer with the determined user IP address. The user plane is established and the default policy and charging rules are applied. The user plane establishment is initiated by the UE or by the MME/UPE, which is FFS.

12)The MME/UPE provides the Evolved RAN with QoS configurations for the Default IP Access Bearer, e.g. the upper limits for transmission data rates. It is FFS whether this provision of QoS configuration requires an additional trigger, e.g. the need to transfer uplink or downlink user data.

13)The MME/UPE accepts the UE’s network attachment and allocates a temporary identity to the UE. Also the determined user IP address is transferred. 

Roaming restrictions are checked and if violated the network attachment is rejected.

14)The UE acknowledges the success of the network attachment.
Note:
It is FFS whether the re-attach procedure includes IP address re-allocation and Inter AS Anchor re-selection or whether the UE does not change IP address and Inter AS Anchor during re-attach procedure.
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