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1. Introduction

The actual state of the specification suffers a number of unclear clauses that the discussion paper is trying to address. Three main themes can be seen.
- Distinction of the location requirement for routing and for presentation of the information to the PSAP.

- Routing procedures including selection of the PSAP from the caller location,

- Location retrieval from the PSAP in the different configuration (PSAP connected in IMS or RTC+IP).

2. Discussion

2.1 Requirement on location

The emergency requirements should distinguish the expectation for location for call routing and the expectation for location presentation.

For call routing the only purpose of the location is to find the appropriate PSAP for the call. This evaluation has a direct effect on call establishment duration. Therefore it must be very quick and does not need to be very precise. A method based on usage of an access point identifier (such as the Cell ID for mobile access transmitted in the P-Access-Network-Info header) could be sufficient to select the correct PSAP through an interrogation of a translation database (such as the LRF introduced in the SA2#50). This basic location information could be called LIR (Location Information for Routing).
The final location information that would be needed by the PSAP is expected to be as precise as possible. the location measurement can take some time and it appears that this information is only required in 6% of the emergency calls. Therefore this process shall not slow down the call establishment. To optimise the establishment time of the emergency call, we propose to initiate the terminal location processing in parallel with the call establishment. The precise location result information could be retrieved by the PSAP from the GMLC after the call is answered. Furthermore, it is also very important to notice that PSAP end user equipment may be legacy phones that have very limited interface capability. The proposed solution would work even if the PSAP terminal can only display the calling line number and a separate PC connected to the IP network could retrieve the caller location from the GMLC. This precise location information could be called LIP (Location Information for Presentation).
2.2 Routing procedure with LIR
The routing procedure relies on the LIR (e.g. cell id) that is transmitted by the terminal itself or by the P-CSCF. The E-CSCF will be able to query the LRF with the LIR and gets the PSAP URI (that would be in most cases a legacy Phone Number) where the call should be routed to. This routing procedure shall provide the PSAP centre calling URI. The implementation of this translation is implementation specific.

Some additional information could be retrieved altogether with the PSAP URI, namely the IP address of the GMLC serving the selected PSAP. This proposal takes into account the fact that every PSAP might not be connected to all GMLC serving all the users.
2.3 Location retrieval (LIP)
This proposal offers a solution for emergency calls that will fulfil the emergency calls requirements in case both emergency caller and PSAP centre are either in a legacy or an IMS network independently (4 different cases).  The solution proposed offers a good compromise since it triggers the location measurement as soon as possible without delaying the call establishment. The location measurement is trigged from the visited access just after the INVITE is transmitted to the terminating call leg. Therefore this process runs in parallel with the call establishment.

When trigging the location procedure the IP address of the GMLC serving the PSAP is passed to the GMLC serving the user in order to forward the location measurement result to this GMLC. It also works for cases where two different GMLC serves caller visited network and PSAP serving network.
3. Conclusion and Proposal

If agreed, the following text is proposed to be added in TS 23.176
/******************************************First Change ***********************************/
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [11] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [11].

Emergency-CSCF: The Emergency-CSCF handles certain aspects of emergency sessions, e.g. routing of emergency requests to the correct emergency centre or PSAP.
IP-Connectivity Access Network (IP-CAN): The collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access Network" is GPRS.

Routing Determination Function: The functional entity, which may be integrated in a VoIP Positioning Centre (VPC, e.g. Location Server or GMLC), provides the proper PSAP destination address to the E-CSCF for routing the emergency request. It can interact with a location functional entity (e.g. GMLC) to manage ESQK allocation and management, and deliver location information to the PSAP.
Location Information for Routing: the originating emergency call location used for call routing

Location Information for Presentation: the precise caller location information used by PSAP
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

E-CSCF
Emergency-CSCF
LIP
Location Information for Presentation

LIR
Location Information for Routing
RDF
Routing Determination Function
/***************************************End of First Change ********************************/

/**********************************    *****Second Change **********************************/

4.3
Location information for Emergency Session

Editor's Note:
Using the requirements documented in TR 23.867, section 4.6 as a baseline.

4.3.1
General Location Information Principles

Two types of location will be referred in the following specification:

LIR: the originating emergency call location will be based on the access point identifier (e.g. for 3GPP RABs, this identifier will be the Cell Id).
LIP: this location will use the capability of the location functional entity (e.g. GMLC) in order to provide the best precision available.
NOTE:
It is important to notice that the constraints on this location are very different since LIR affects the call establishment time and is mandatory whereas LIP is most of the time unnecessary if given by the caller himself.

If the UE has some location information, then the UE shall include the LIR in the request to establish an emergency session. The network may query the IP-CAN to obtain further location information  and insert it in the request, or to validate the location information provided by the UE.
NOTE:
The LIR can be transmitted in the P-Access- Network-Info header as it is already specified but this header should be made mandatory for emergency calls. This is a Stage 3 issue.

The E-CSCF routes the emergency request to the PSAP/Emergency Centre that corresponds to  the LIR of the UE. The access dependent variations of this approach are described below, for the cases where the UE is using GPRS, I‑WLAN or fixed broadband access for the emergency service.

The IMS forwards the SIP request containing the UE's location information to the PSAP/Emergency Centre
The PSAP may query the location functional entity (e.g. GMLC) through the Le interface to obtain further location information (i.e. LIP). 
/******************************************End of Second Change ******************************/

/********************************************Third Change ***********************************/

7.3
Emergency Session Establishment in the Serving IMS network

Upon receiving an initial request for an emergency session, the P-CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:

1. if the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, the P-CSCF shall check whether anonymous emergency calls are allowed in this network; if they are, P-CSCF selects an Emergency CSCF (E-CSCF) in the same network to handle the session and forwards the emergency session establishment there; if anonymous emergency calls are not allowed in the network, the P-CSCF shall respond to the user with an appropriate error response

2. if the initial request does not carry an indication that the request is for emergency services, and the P-CSCF is able to detect that the request is for emergency services, the P-CSCF, based on local policy, may reject the request with an error response indicating that the UE has tried an emergency session. Based on the response the UE should take necessary actions to complete the emergency session (e.g. try to use CS network or re-try the IMS emergency session including the emergency indication in the initial request). If local policy allows P-CSCF to accept the request without an emergency indication, the P-CSCF shall add the emergency session indication in the request, select an Emergency CSCF (E-CSCF) in the same network to handle the session and forward the emergency session establishment there.

3. P-CSCF shall prioritize emergency sessions over other non-emergency sessions.

Upon receiving an initial request for an emergency session, the E-CSCF shall perform the following:

4. if the request does not carry an indication that the request is for emergency services then the E-CSCF rejects this session with an appropriate response.

5. based on local policy (e.g. depending on access type used and other information) the E-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.

6. determine the appropriate PSAP destination by examining the type of emergency service requested and UE’s LIR. Based on local policy, it may invoke an external function (RDF or LRF) to determine the proper PSAP destination. Based on local policy, it may also invoke the RDF/LRF to get the UE LIP or let the PSAP get the UE LIP by contacting the functional entity (e.g. GMLC) through the Le interface.
Editor’s note: This “routing” interface and RDF interaction is FFS! It is expected that the input parameter to the RDF to determine the proper PSAP routing is location information, user’s identity, and type of emergency service requested.

Editor’s note: Location interface and E-CSCF interaction is FFS!
7. determine the default PSAP destination if routing based on UE’s location is required but the location is unknown.

8. translate the received SIP-URI or Tel-URI to a number that is routable in the GSTN if the emergency request is to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), and forwards the request including this number to a BGCF. This number shall have the same format as used for CS emergency calls.

/******************************************End of Third Change ***********************************/
/****************************************** Fourth Change ***********************************/

7.8.3 Optimisation of Location Measurement
As an optimisation, the LRF may trigger a location measurement query towards the functional location entity GMLC. The OMA/MLP protocol, and more specifically its emergency service (Ref: OMA-TS-MLP-V3_2-20051124-C), could be used to send the location measurement query.
The query will also contain the PSAP GMLC IP address where the location result should be pushed to. The result will then be available in the GMLC serving the PSAP. The latter will then be able to request the location if needed. This also avoids the PSAP to have to determine the address of the GMLC in the visited network. 
The LRF may obtain the IP address of the GMLC serving the PSAP by querying the RDF.
/******************************************End of Fourth Change ***********************************/
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