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Introduction

The purpose of this paper is to provide text for sections 6.2 and 6.3.x of the GRUU Technical report TR 23.808.

*****Proposed text****

6.2.1
HSS

In order to support the differentiation of services based on the target of a request being a GRUU, the User Profile is enhanced to permit the use of the new SPT specified above.  This results in a change to the XML schema, but not to the Cx interface.

Requests addressed to a GRUU are to be routed to the same S-CSCF as requests addressed to the corresponding Public User Identity. To avoid widespread changes, the logic to do this resides the HSS. When requests that target a GRUU are looked up in the HSS to find the S-CSCF, the HSS derives the corresponding Public User Identity, looks that up, and return that result. This is accomplished by the HSS ignoring the “opaque” URI parameter in a SIP URI when doing lookups. This requires no changes to the Cx interface. This requires no changes to the HSS, because the HSS ignores all parameters in a SIP or TEL URI when doing a lookup.
6.3
IP Multimedia (IM) Core Network (CN) Subsystem entities 

6.3.1
P-CSCF
6.3.2
S-CSCF

6.3.2.1
Background

A profile applied to a single request may potentially apply several Application Servers to a single request. Some of these may obviate the need for the S-CSCF to remain in the path, while others do not. The nature of the mid-dialog tasks is such that they need only be provided in one place - the S-CSCF or one of the Application Servers.  And the S-CSCF should not record-route multiple times because this adds overhead and delays requests without adding any benefit.

In addition to the above tasks,, if a UE registered to the S-CSCF uses a Globally Routable Unique URI (gruu) assigned by the S-CSCF as a contact address (in request or response) when establishing a dialog, then the S-CSCF must remain in the signaling path in order to translate mid-dialog requests addressed to that contact address. The need is established as part of dialog establishment. When required, this task cannot be provided elsewhere - the S-CSCF must record-route. 

The S-CSCF is challenged to determine when it must record-route and when it need not. It cannot determine this a priori because it doesn't know which Application Servers will be involved in the request until it receives a response to the dialog establishing request. For instance, there may be two application servers that may be applied to a request - the first being untrusted, while the second is trusted. If the request is routed to both of them before a response is received (i.e., both AS's proxy the request back to the S-CSCF) then the S-CSCF need not record-route, since it trusts the second AS to control the call. However, if the first AS acts as a UAS and responds to the request then the trusted AS will not be in the signalling path. Therefore, it is essential that the S-CSCF record-route before routing the request to the first untrusted AS.

In general, the S-CSCF must always record-route before routing to an untrusted AS. Then, if the request is routed back to the S-CSCF by the AS, the S-CSCF may remove the record-route entry it had added, and reconsider the need to record-route based on what happens next.

If the S-CSCF is required to record-route both to support gruu translations and because there is no trusted AS to handle the other tasks, then a single record-route along the path, present in both the request and the response, will serve that purpose.

However the task of translating a gruu is only required for requests addressed to the gruu, so, the record-route need only be present in the route-set of an element that originates a request towards a gruu-contact. When the S-CSCF is able to eliminate other reasons to record-route, it may minimize overhead by record-routing in only one direction. (The originating S-CSCF record-routes in the dialog establishing request and removes the entry from the responses. The terminating S-CSCF does not record-route in the request but instead remembers the position where its entry should be, then inserts an entry for itself in the correct position in the response.)

6.3.2.2
Impacts
· Explicit assignment of a GRUU upon request during IMS Registration, and return of the GRUU in the Registration response

· Implicit assignment of a GRUU to each associated Public User Identity in an implicit registration set when one has been assigned explicitly. 

· Inclusion of GRUUs in notifications of the Registration State.
· Recognition of incoming requests where the destination address is a GRUU, and associating the request with the correct Public User Identity

· Enhanced filtering during ISC Filter Criteria matching. Filter criteria should be able to test whether the target is a GRUU. There will be ASs that are inappropriate when the destination address is a GRUU. (E.g. Voicemail, forwarding.)

· Ensure that the Public User Identity used for Called Party Identification is preserved and not overwritten by the GRUU.
· The S-CSCF must be capable of responding to registration requests that ask for a GRUU to be returned. In this case it must construct and return a GRUU that is linked to the provided Public User Identity and Instance ID.

· An S-CSCF, in addition to servicing requests addressed to Public User Identities it is responsible for, must also service requests addressed to any GRUU previously assigned to a Public User Identity it is responsible for. This remains the case even when responsibility for a Public User Identity is transferred from one S-CSCF to another. To meet this need, the GRUU format for PC2.0 is standardized as follows:

· The GRUU for a public user identity in SIP or SIPS format is the same as the public user identity with the addition of an ‘opaque’ parameter.

· A GRUU may not be requested for a public user identity in TEL format because a URI in tel format may not be registered. Instead a GRUU is requested for the equivalent SIP URI that includes the body of the TEL URI in the user part of the SIP URI, together with the domain name of the provider and a ‘user=phone’ parameter. The resulting GRUU is used for both the SIP and TEL forms of the public user identity.

· The ‘opaque’ parameter of the resulting GRUU consists of an “opaque=” parameter name followed by a value identical to the value of the ‘sip.instance’ parameter of the REGISTER request.
· When a request is addressed to a GRUU, the user profile must be able to differentiate which services are to be applied to the request based on the target of the request being a GRUU, or not. This is achieved via a new type of Service Point Trigger which is represented in the HSS and evaluated by the S-CSCF. The new SPT tests the Request URI of the current request. The new SPT returns TRUE if and only if the R-URI is a GRUU associated with a public user identity for which the S-CSCF is responsible. 

· The S-CSCF logic for translating the request URI of a terminating request is different for a GRUU than a Public User Identity. For a GRUU, the only possible target is a contact registered with the Public User Identity and Instance ID associated with the GRUU.
· When sending notification for the reg event package, the S-CSCF needs to use the extension to include the GRUU for each registered Contact that has been assigned a GRUU.
6.3.3
I-CSCF

· When the destination address is a GRUU, the I-CSCF needs to extract the corresponding Public User Identity and look it up in the HSS to find the proper S-CSCF. 
6.3.4
Application Server

· Extract the Public User Identity when the destination address is a GRUU. 

