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In 3GPP release 7, the PCC architecture for policy and charging control shall be applicable to a multi access networks including a DOCSIS broadband access network. It is agreed in SA2 to specify the PCC architecture in TS 23.203, which is divided in an access agnostic main body and multiple annexes that each defines the additional information needed for a specific access technology.

The changes proposed here represent updates to the access agnostic requirements allowing operation in a DOCSIS broadband access network. The changes are to be included in the main body of the TS 23.203.

The first proposed change adds a requirement on the PCC architecture to provide appropriate flow based address and port information when a NAT device is in use in the IP-CAN.

Secondly, a proposed change is made to loosen a requirement on the PCRF to respond to the AF with an indication of acceptable service information as this information may not be available within a specific access network. 
Finally, information related to the media format and session priority is added to the input decision information transmitted from the AF to the PCRF. This additional information is required in certain access networks that support a time slotted scheduler for QoS enforcement mechanism and QoS pre-emption. More generally, this change provides enough information to a PCRF such that it may push QoS configurations down to a PCEF if supported.
It is proposed to make the following amendments to the main body of TS 23.203 v0.3.1.

************
1st change
************

4.3
Policy control requirements

The  policy control features comprise gating control and  QoS control. 

Gating  control shall be applied on a per service data flow basis.

To enable the PCRF gating control decisions, the AF shall report session events (e.g. session termination, modification) to the PCRF. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

It shall be possible to apply QoS control on a per service data flow basis.

Editor’s note: Minimum QoS autorization is FFS.

QoS control per service data flow allows the PCC architecture to provide the PCEF with the authorized QoS to be enforced for each specific service data flow.  Criteria such as the QoS subscription information may be used together with policy rules such as, service-based, subscription-based, or default PCRF internal policies to derive the authorized QoS to be enforced for a service data flow.

Editors note: IP-CAN specifics of QoS control per service data flow need to be detailed in the corresponding annexes.

Editors note: The relation between policy control and accounting when QoS control per service data flow is applied is for further study. E.g. accounting of a discarded packet.

Editor´s Note: Dependencies between IP-CAN bearer level QoS control and service data flow QoS control are FFS.

It shall be possible for the PCC architecture to support control of QoS reservation procedures for IP-CANs that support such procedures for its IP-CAN bearers. Criteria such as the QoS subscription information, service based policies, and/or default PCRF internal policies may be used as a basis of QoS control. Details of QoS reservation procedures are IP-CAN specific and therefore, the control of these procedures is described in Annex A. 

It shall be possible for the PCC architecture to support control of QoS for the packet traffic of IP-CANs.

Editor's note: Separate service-data-flow-level QoS control and minimum QoS authorization are FFS.
The PCC architecture shall support the control of QoS reservation in the presence of NAT devices by providing locally routable network address and port information to the PCRF.
The enforcement of the control for QoS reservation procedures for an IP-CAN bearer shall allow for a downgrading of the requested QoS as part of IP-CAN bearer establishment and modification. 

Editor's note: the ability to upgrade the requested IP-CAN bearer QoS as part of IP-CAN bearer establishment and modification is FFS.

Editor’s note: QoS enforcement shall be supported in line with PEP capabilities defined for SBLP in TS 23.207 [5].

************
2nd change
************

6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.

Editor’s note: This functional entity encompass the harmonization of the PDF and CRF release 6 logical entities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF. 

The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.

The PCRF shall decide how a certain service data flow shall be treated in the PCEF, and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile. 

Editor’s note: For GPRS, it shall be possible to support policy control on a per PDP context basis.

The PCRF may check that the service information provided by the AF is consistent with the operator defined policy rules before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF and as a result the PCRF may indicate, in the response to the AF, the service information that can be accepted by the PCRF.
Editors Note:
For Go it was defined that the controller provides the authorized QoS to the PEP. In PCC it is FFS what the gain and benefits would be to change this concept such that the PCRF receives the requested QoS. Then the PCRF checks it against the authorized QoS and hence may downgrade the requested QoS from the PCEF when it exceeds the authorized QoS.

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF and/or the subscription information received from the SPR to calculate the proper QoS authorization. The PCRF may also take account the requested QoS received from the PCEF via Gx interface.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services. 

Editors’ note: The subscription specific information for each service may contain e.g. max QoS class and max bit rate for each APN the subscriber has access permission to and a corresponding charging key.

************
3rd change
************

6.2.1.1
Input for PCC decisions

The PCRF shall accept input for PCC decision-making from the PCEF, SPR and if the AF is involved, from the AF, as well as the PCRF may use its own pre-configured information. These different nodes should provide as much information as possible to the PCRF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCRF.

The PCEF may provide the following information:

-
Subscriber Identifier;

-
IP address of the UE;

-
IP-CAN bearer attributes; 

-
Request type (initial, modification, etc.)

Note:
Depending on the kind of IP-CAN, the limited update rate for the location information at the PCEF may lead to a UE moving outside the area indicated in the detailed location information without notifying the PCEF.

The SPR may provide the following information:

-
Subscriber’s allowed services, i.e. list of Service IDs;  

-
Information on subscriber’s allowed QoS;

-
Subscriber’s charging related information;

-
Subscriber category.

The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type; 

-
Media Format (if available);
-
Bandwidth;

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF Application Identifier and AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gateing decision);
-
Priority indicator.
The Media Format shall include both the media format sub-field of the media announcement and all additional parameter information (a= lines) associated with the media format.
The Priority indicator may be used by the PCRF to pre-empt or otherwise guarantee service for an application session of a higher relative priority (e.g. an emergency session.)
In addition, the pre-configurations in the PCRF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the IP-CAN bearer attributes.  
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